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DATAANSVARLIG

Jacob Post Styret Underboring A/S (herefter "Jacob Post’) er dataansvarlig for
behandlingen af de personoplysninger, du har sendt til Jacob Post. Hvis du har spargsmal
til vores privatlivspolitik, vores behandling af personoplysninger, berigtigelse eller dit
forhold til os i @vrigt, er du velkommen til at rette henvendelse til os pa falgende adresse:

Jacob Post Styret Underboring A/S
CVR-nr. 28666543

Nellikevej 40

Vester Saby

4060 Kirke Saby

Danmark

T: 26179885
E: jacobpost@jacobpost.dk
W: https://www.jacobpost.dk/

Vi behandler personoplysninger og har derfor vedtaget denne privatlivspolitik
("Privatlivspolitikken”), der beskriver, hvordan vi behandler dine personoplysninger.

DATABESKYTTELSESRADGIVER

Pligten il at udpege en databeskyttelsesradgiver  forudseetter  efter
databeskyttelsesforordningens artikel 37, at behandling af personoplysninger indgar som
vores "kerneaktivitet”.

Det er ikke vores kerneaktivitet at behandle personoplysninger i et stort omfang, eller at
foretage regelmeessig og systematisk overvagning af personer i stort omfang.

Datatilsynet har i sin "Vejledning om databeskyttelsesradgivere” udtalt, at virksomheder,
der behandler personoplysninger som en biaktivitet, ikke er forpligtede til at udpege en
databeskyttelsesradgiver.

Vores behandling af personoplysninger anses som en biaktivitet. Vi har derfor valgt ikke at
udpege en databeskyttelsesradgiver.

GENERELT OM PERSONOPLYSNINGER

Personoplysninger er alle slags informationer, der i et eller andet omfang kan henfgres til
dig ("Persondata”). Vi behandler Persondata bl.a. ved kunders brug af websiden,
henvendelser fra kunder/leverandarer, ansaettelsesretlige forhold mv.

Vi har procedurer for indsamling, opbevaring, sletning, opdatering og videregivelse af
Persondata for at hindre uautoriseret adgang til dine Persondata, og for at opfylde
geeldende lovgivning.
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Vi sikrer fair og transparent databehandling. Nar/hvis vi beder dig om at stille dine
Persondata til radighed for os, oplyser vi dig om, hvilke Persondata vi behandler om dig og
til hvilket formal. Vi skal pa det tidspunkt, hvor Persondata indsamles give en raekke
obligatoriske oplysninger herom. Herudover skal der gives en raekke supplerende
oplysninger, der er ngdvendige for at sikre en rimelig og gennemsigtig behandling af den
registrerede. Oplysningerne kan afhaenge af, hvorvidt Persondata indsamles hos
kunden/leverandaren eller andre tredjeparter.

Vi indsamler ikke oplysninger, som ikke er relevante for sagen. Indsamles ungdige
Persondata, slettes disse Persondata omgaende. Nedenstaende retningslinjer beskriver,
hvilke typer af Persondata, vi indsamler, hvordan vi behandler disse Persondata, og hvem
du kan kontakte, safremt du har spgrgsmal eller kommentarer til denne Privatlivspolitik.

TYPER AF PERSONDATA

Nedenstaende er eksempler pa Persondata, som Jacob Post kan have registreret om dig.
Vi gor opmeerksom pa, at listen ikke er udtemmende.

Kunder / Leverandgrer

Stamdata, almindelige Persondata (f.eks. navn og/eller brugernavn, adresse, e-
mailadresse, fadselsdato, kan, profilbillede, lokalisation, m.v.)

CPR-nummer

Bankinformationer mv.
Transaktionsdata

Kontaktinformationer (CRM-oplysninger)
Regnskaber

Arsopgarelser

Korrespondance, herunder e-mails

Ansatte

Stamdata, almindelige Persondata (f.eks. navn og/eller brugernavn, adresse, e-
mailadresse, fadselsdato, kan, profilbillede, lokalisation, m.v.)

CPR-nummer
Oplysninger om uddannelse

Udtalelser
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Tidligere beskaeftigelse

Oplysninger til brug for Ienberegning, f.eks. lgn, skat, lanudbetalingskonto mv.
Oplysninger om sygefravaer og andet fravaer fra arbejde

Korrespondance, herunder e-mails

Laegeerkleering, fraveersperiode, opbevaring til andre formal end rapportering
vedrgrende dagpenge, Danmarks Statistik, m.v.

MUS/PU Samtaler
Ansggninger og rekruttering
Billeder af ansatte — markedsfgring

Billeder af ansatte — sociale arrangementer i Jacob Post-regi

FORMAL

Vi indsamler og opbevarer dine Persondata til bestemte formal.

Dine Persondata indsamles og anvendes til:

Kunder / Leverandgrer

Behandling af dit keb og levering af vores ydelse.

Opfyldelse af din anmodning om produkter eller tjenester.

Forbedring af Jacob Post-produkter og -tjenester.

Optimering af websiden.

Gennemfgrelse af din aftale og relation med os.

Gennemfgrelse af en aftale eller foranstaltninger efter din anmodning herom.
Opfyldelse af lovkrav.

Andet.

Ansatte

Gennemfgrelse af en aftale eller foranstaltninger efter din anmodning herom.

Administration af din relation til os.
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- Opfyldelse af lovkrav.
- Andet.
PRINCIPPER OG RISIKOANALYSE

Behandlingsprincipper

Vi vil behandle Persondata lovligt, rimeligt og pa en gennemsigtig made.

Vores behandling af Persondata er i henhold til Databeskyttelsesforordningen undergivet
en formalsbegraensning. Vi behandler herudover Persondata ud fra principper om
dataminimering, rigtighed, opbevaringsbegreensning og et princip om integritet og
fortrolighed.

Vi gar udtrykkeligt opmaerksom pa, at den registrerede til enhver tid har ret til at treekke sit
samtykke tilbage, dog uden at dette bergrer lovligheden af behandling, der er baseret pa
samtykke, inden tilbagetraekning.

Risikoanalyse

Vi skal i forbindelse med vores behandling gennemfgre passende tekniske og
organisatoriske foranstaltninger for at sikre et sikkerhedsniveau, der passer til de risici, som
konkret er forbundet med vores behandling af Persondata.

Vi har gennemfart en risikovurdering, som ligger til grund for denne Persondatapolitik.
BEHANDLINGSREGLER - KUNDER / LEVERANDGRER

Behandlingshjemmel

Vores hjemmel til at behandle Persondata ligger fgrst og fremmest i aftalen med
kunden/leverandgren. Inden for denne aftale vil vi i udgangspunktet have hjemmel til at
behandle de ngdvendige oplysninger til brug for lgsning af aftalen. Det fglger navnlig af
databeskyttelsesforordningens artikel 6, stk. 1, litra a-b og litra f, samt af artikel 9, stk. 2,
litra a.

Disse bestemmelser omhandler adgang til at behandle Persondata, (i) hvis der foreligger
et samtykke, (ii) hvis behandlingen er ngdvendig for at opfylde en kontrakt, eller (iii) hvis
behandlingen er ngdvendig for at forfalge en legitim interesse, der overstiger den
registreredes interesser.

Hvis vores behandling af Persondata er hjemlet i databeskyttelsesforordningens artikel 6,
stk. 1, litra f, vil vi altid forud for behandlingen foretage en vurdering af, hvorvidt hensynet
til den registreredes interesser overstiger hensynet til de interesser, der gnskes forfulgt
med behandlingen. Kun hvis denne vurdering falder ud til fordel for de interesser, der
gnskes forfulgt, behandler vi Persondataene.
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For sa vidt angar navnlig personnumre kan vi behandle oplysninger om personnumre, (i)
nar det fglger af lovgivningen, eller (ii) hvis der foreligger et samtykke, jf.
databeskyttelseslovens § 11.

Det er vores vurdering, at den behandling af Persondata vi foretager i relation til en aftale
med en kunde/leverandgr, i vidt omfang vil veere hjemlet i de anferte bestemmelser.

Oplysningspligt

Oplysningspligten geelder bade i forhold til kunden/leverandgren selv og i forhold til
eventuelle tredjeparter.

Oplysningspligten opfyldes i henhold til pkt. 3.3.

| forhold til kunden/leverandgren opfyldes oplysningspligten i farste omgang ved at sende
et link til Privatlivspolitikken i den farste kommunikation, som beskriver betingelserne for
samarbejdet.

Sletning - Hvornar

Ved afslutning af et aftaleforhold har vi i princippet ikke lsengere behov for at behandle
Persondata. Aftalen og arbejdet/varerne er leveret. En raekke andre hensyn og saerregler
indebeerer dog, at Persondata ikke bgr eller ikke ma slettes, ferend efter et vist antal ar.

Det skal konkret overvejes, hvor laenge Persondata opbevares, inden de slettes. Hertil kan
seerligt fremheeves:

- Bogferingsreglerne indebeerer, at Persondata knyttet til en betaling skal opbevares i
5 ar + Igbende kalenderéar efter regnskabsarets afslutning.

- Stamdata for kunder/leverandgrer bgr — for at sikre logisk synergi til ogsad den
tidsmaessige opbevaring af sager/aftaler — opbevares i 10 ar fra aftaleforholdets
afslutning.

- Seerlige overvejelser skal tages, hvor Persondata ikke kan opbevares af andre, og
hvor der pa et tidspunkt, der ligger senere end 10 ar fra sagens/aftaleforholdets
afslutning, kan vise sig et behov for at genskabe Persondata. Vi ma i sadanne
tilfeelde konkret vurdere, om der er behov for en leengere opbevaringsfrist end i andre
tilfeelde, og da tage konkret stilling til hvilke Persondata, som kan og bgr opbevares
ud over den 10-arige periode.

- E-mails, som kan have betydning for fastlaeggelse af et retskrav, skal gemmes i 10
ar og herefter slettes, medmindre retskrav er rejst mod - eller teenkes rejst af — Jacob
Post.
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Korrekt sletning kraever derfor, at vi kortleegger vores behov og forpligtelser, der sikrer
behgarig sletning alt afhaengig af formalet med den enkelte registrering.

Sletning - Hvordan

Det fremgar af IT-sikkerhedstekst ST3 fra Datatilsynet vedrgrende sletning af Persondata,
at sletning af Persondata i praksis betyder, at Persondata uigenkaldeligt fijernes fra alle
lagringsmedier, hvorpa de har veeret lagret, og at Persondata pa ingen made kan
genskabes. Man skal i den forbindelse vaere opmaerksom pa alle lagringsmedier —
herunder ogsa flytbare medier i form af baerbare computere, USB-nggler mv., samt backup.

Persondata kan som et alternativ anonymiseres fuldsteendigt med den virkning, at de ikke
leengere kan henfagres til en bestemt person. | givet fald finder reguleringen om Persondata
slet ikke anvendelse, og fuldstaendig anonymisering er derfor et alternativ til sletning. Det
er dog vigtigt at holde sig for gje, at anonymisering — som et alternativ til sletning —
forudseetter, at man sletter alle spor, der kan lede til den person, oplysningen vedrarer. Det
er som oftest en meget vanskelig gvelse.

Efter sletning/anonymisering vil vi foretage behgrigt krydstjek i form af sagninger pa
navn/cpr-nr. mv. vedrgrende kunden/leverandgren, henholdsvis sagen, for at sikre, at der
ikke kommer noget frem.

|P-adresser og browserindstillinger

| forbindelse med hvert besgg pa jacobpost.dk registreres din computers anvendte IP-
adresse og browserindstillinger. Din IP-adresse er adressen pa den computer, du anvender
til at besgge jacobpost.dk. Browserindstillinger er f.eks. den browsertype du anvender,
browsersprog, tidszone mv. IP-adressen og browserindstillinger registreres for at sikre, at
jacobpost.dk altid kan finde tilbage til den anvendte computer, safremt der matte ske
misbrug eller ulovligheder i forbindelse med besgget pa eller anvendelsen af jacobpost.dk.

BEHANDLINGSREGLER - ANSATTE

Behandlingshjemmel

Vi behandler ansattes Persondata med fglgende behandlingshjemmel:

Medarbejderen har givet sit samtykke til behandling af sine Persondata til et eller flere
specifikke formal, jf. databeskyttelsesforordningens artikel 6, stk. 1, litra a.

Behandling er ngdvendig af hensyn til opfyldelse af en kontrakt, som medarbejderen er
part i, eller af hensyn til gennemfarelse af foranstaltninger, der treeffes pa medarbejderens
anmodning forud for indgaelse af en kontrakt, jf. databeskyttelsesforordningens artikel 6,
stk. 1, litra b.
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Behandling er ngdvendig for at overholde en retlig forpligtelse, som pahviler os, jf.
databeskyttelsesforordningens artikel 6, stk. 1, litra c.

Behandling er ngdvendig for at beskytte medarbejderens eller en anden fysisk persons
vitale interesser, jf. databeskyttelsesforordningens artikel 6, stk. 1, litra d.

Behandling er ngdvendig af hensyn til udferelse af en opgave i samfundets interesse eller
som henhgrer under offentlig myndighedsudgvelse, som vi er blevet palagt, jf.
databeskyttelsesforordningens artikel 6, stk. 1, litra e.

Behandling er ngdvendig, for at vi eller tredjemand kan forfglge en legitim interesse,
medmindre medarbejderens interesser eller grundleeggende rettigheder og
frinedsrettigheder, der kraever beskyttelse af Persondata, gar forud herfor, jf.
databeskyttelsesforordningens artikel 6, stk. 1, litra f.

Hvis vores behandling af Persondata er hjemlet i databeskyttelsesforordningens artikel 6,
stk. 1, litra f, vil vi altid forud for behandlingen foretage en vurdering af, hvorvidt hensynet
til den registreredes interesser overstiger hensynet til de interesser, der gnskes forfulgt
med behandlingen. Kun hvis denne vurdering falder ud til fordel for de interesser, der
gnskes forfulgt, behandler vi Persondataene.

Behandling af Persondata forud for ansaettelse

Vi modtager visse Persondata direkte fra ansggeren, f.eks. en ansggning, et CV, fotos,
eksamensbeviser, udtalelser fra tidligere arbejdsgivere og referencer.

Grundlaget for behandling af saddanne almindelige Persondata, der behandles med det
formal at udveelge en medarbejder til anseettelse hos os, er databeskyttelsesforordningen
artikel 6, stk. 1, litra b, om gennemfarelse af foranstaltninger forud for indgéelse af en
kontrakt samt interesseafvejningsreglen i artikel 6, stk. 1, litra f.

Hvis du far afslag pa din ansggning, vil vi hurtigst muligt — og som udgangspunkt senest 6
maneder efter, at du har modtaget afslaget — slette de Persondata, som vi har modtaget
og behandlet i forbindelse med rekrutteringsprocessen.

Behandling af Persondata om nuveerende ansatte

Nar et anseettelsesforhold er etableret, vil vi behandle en raekke yderligere almindelige
Persondata. Det er dels Persondata, som du selv giver til os, og Persondata vi selvsteendigt
indsamler, hvilket naermere fremgar af pkt. 4.

Videregives Persondata til offentlige myndigheder, f.eks. til SKAT om A-skat eller lignende,
er behandlingen ngdvendig for at overholde den indeholdelses- og indberetningspligt, der
pahviler os som arbejdsgiver, jf. skattelovgivningens bestemmelser herom.
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Nar et ansaettelsesforhold er etableret, vil vi i visse situationer ogsa skulle behandle
folsomme Persondata om dig.

Som udgangspunkt er det ikke tilladt at behandle felsomme Persondata. Vi kan dog i visse
tifeelde behandle fglsomme Persondata om en medarbejder. Det kan navnlig veere
tilfeeldet, hvis den ansatte har givet sit udtrykkelige samtykke til, at vi kan foretage
behandlingen. Uden samtykke vil vi behandle helbredsoplysninger i ngdvendigt omfang i
forbindelse med en aftale i henhold til § 56 i lov om sygedagpenge. Vi vil i sadanne
situationer behandle fglsomme helbredsoplysninger om kronisk sygdom mv. | tilfeelde af
opsigelse, hvor en tidligere medarbejders ret til pa begaering at fa oplysning om arsagen til
afskedigelsen ngdvendigger registrering af Persondata herom, kan Persondata betragtes
som fglsomme, hvis de er preecise og gengiver konkrete faktiske forhold af social eller
personlig karakter om medarbejderen.

Behandling af Persondata om fagforeningsmaessige tilharsforhold kan endvidere
foretages, hvis behandlingen er ngdvendig for overholdelsen af vores arbejdsretlige
forpligtelser eller specifikke rettigheder, som omfatter alle former for forpligtelser og
rettigheder, der hviler pa et arbejdsretligt grundlag.

Ogsa pa omrader, hvor der kan teenkes at eksistere et retskrav, f.eks. en medarbejders
krav pa erstatning som fglge af en arbejdsskade, kan det vaere ngdvendigt at foretage
registreringer af fglsomme Persondata til brug for en eventuel sag.

Behandling af Persondata om tidligere ansatte, herunder om sletning

Vi skal slette Persondata uden ungdig forsinkelse. Det kan f.eks. veere i den situation, hvor
Persondata ikke laengere er nadvendige til at opfylde de formal, hvortil de blev indsamlet
eller pa anden vis behandlet.

Persondata om fratradte medarbejdere kan opbevares indtii 3 ar efter
ansaettelsesforholdets ophgr. Vi vil dog opbevare Persondata i leengere tid, safremt vi har
brug for Persondata med henblik pa, at retskrav kan fastlaegges, ge@res gaeldende eller
forsvares, f.eks. ansaettelsesretlig sag. | sddanne situationer kan Persondata blive gemt i
sa lang tid, som det er ngdvendigt for at fare sagen. Tilsvarende kan geelde i forbindelse
med arbejdsskader.

| forbindelse med en medarbejders fratraeden, kan der ogsa opsta spgrgsmal om, hvornar
vi ma videregive de Persondata, som vi ligger inde med. Hvis vi efter anmodning fra en
anden virksomhed, hvor medarbejderen har sggt ansaettelse, videregiver referencer pa
medarbejderen, kan dette ske uden samtykke fra medarbejderen, hvis der er tale om
almindelige Persondata. Feglsomme Persondata mé& alene videregives med
medarbejderens samtykke.
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Information til den ansatte

Oplysningspligten opfyldes i henhold til pkt. 3.3.

Hvis vi agter at viderebehandle Persondata til et andet formal end det, som de blev
indsamlet til, skal vi forud for denne viderebehandling give den ansatte oplysninger om
dette andet formal og andre relevante yderligere oplysninger, f.eks. om tidsrum, indsigt,
sletning mv. Oplysningspligten geelder ikke i en raekke tilfeelde, herunder hvis
medarbejderen allerede er bekendt med disse oplysninger.

E-mail

Jacob Post stiller internetadgang og brug af e-mail til radighed for medarbejderen.
Medarbejderen har i den forbindelse faet tildelt en seerlig e-mailkonto.

Jacob Post tillader privat anvendelse af mail og internettet, der er til radighed pa
arbejdspladsen. Det er Jacob Posts holdning, at medarbejderne begraenser det private
element til et rimeligt niveau. Det opfattes som et rimeligt niveau, at private mails er korte
beskeder og svar, medens det mere omfattende hgrer privatlivet til. Medarbejderne er
instrueret i, at der skal foretages dataminimering af e-mails.

Jacob Post kan gennemga disse Persondata for at forfalge berettigede interesser — sdsom
hensynet til drift, sikkerhed, genetablering og dokumentation samt hensynet til kontrol af
brug, dog under forudsaetning af, at hensynet til de ansatte ikke overstiger disse interesser.
Med henblik pa at sikre overholdelse af retningslinjerne om IT-sikkerhed og med henblik
pa at forebygge eller udbedre systemnedbrud, kan de IT-ansvarlige abne enhver e-mail og
modtage eksekverbare filer.

Internettet

Jacob Post tillader privat anvendelse af mail og internettet, der er til radighed pa
arbejdspladsen, pa et rimeligt niveau. Internetadgangen kan benyttes til segning, der ikke
strider imod almindelige etiske standarder. Seerligt ma internetadgangen ikke benyttes til
besgg pad hjemmesider, hvis indhold er af pornografisk, politisk, ekstremistisk eller
diskriminerende karakter for sa vidt angar race, ken, etnisk-social oprindelse eller religion.
Tilsvarende ma medarbejderen ikke ved brug af e-mail sende materiale af ovennaevnte
karakter.

Der foretages ikke en systematisk, generel kontrol af den enkelte medarbejders
anvendelse af systemerne. Medarbejdernes faerden pa internettet og samtlige mails sendt
til og fra hver enkelt medarbejder registreres i en central logfil. Hvis der er mistanke om
misbrug, f.eks. afsendelse af private mails i stor stil eller surfing pa internettet i starre
omfang, forbeholder Jacob Post sig ret til at overvdge og gennemga den enkelte
medarbejders aktiviteter og lagrede data pa it-systemet
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AUTOMATISKE AFGORELSER

Jacob Post behandler ikke Persondata til at foretage automatiske afgarelser.

VIDEREGIVELSE OG OPRINDELSE

Jacob Post modtager hovedparten af de Persondata, Jacob Post behandler om den
registrerede direkte fra den registrerede selv. | enkelte tilfaelde kan Jacob Post ogsa
modtage Persondata om den registrerede fra offentlige myndigheder eller tredjeparter.

Der videregives ikke Persondata til sociale netveerk. Hvis den registreredes Persondata
videregives, vil modtagere enten veere selvsteendige dataansvarlige eller Jacob Posts
databehandlere.

Safremt Jacob Post modtager henvendelse fra politi (eller anden lignende offentlig
myndighed) eller retsveesen om udlevering af oplysninger, vil Jacob Post foretage
udlevering af dine oplysninger i overensstemmelse med gaeldende lovgivning.

REGISTREREDES RETTIGHEDER

Du har efter databeskyttelsesforordningen en reekke rettigheder i forhold til vores
behandling af oplysninger om dig.

Hvis du vil gare brug af dine rettigheder, skal du kontakte os.

Ret til at se oplysninger (indsigtsret)

Du har ret til at fa indsigt i de oplysninger, som vi behandler om dig, og en raekke yderligere
oplysninger.

Ret til berigtigelse (rettelse)

Du har ret til at fa urigtige oplysninger om dig selv rettet.

Ret til sletning

| helt seerlige tilfeelde har du ret til at fa slettet oplysninger om dig, inden tidspunktet for
vores almindelige generelle sletning indtreeffer.

Ret til begraeensning af behandling

Du har i visse tilfaelde ret til at fa behandlingen af dine personoplysninger begreenset. Hvis
du har ret til at fa begraenset behandlingen, ma vi fremover kun behandle oplysningerne —
bortset fra opbevaring — med dit samtykke, eller med henblik pa, at retskrav kan
fastlaegges, gores geeldende eller forsvares, eller for at beskytte en person eller vigtige
samfundsinteresser. Det bemaerkes i den sammenheeng, at arkivformal er at betragte som
vigtige samfundsinteresser.
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Dataportabilitet

Den registrerede har efter databeskyttelsesforordningens artikel 20 desuden ret til i et
struktureret, almindeligt anvendt og maskinlaesbart format at modtage Persondata om sig
selv, som den pageeldende selv har givet til Jacob Post.

Den registrerede har desuden ret til selv at transmittere disse oplysninger til en anden
dataansvarlig uden hindring fra Jacob Post, nar behandlingen er baseret pa samtykke, og
behandlingen foretages automatisk. Hvis den registrerede udever denne ret til
dataportabilitet, har den registrerede ogsa ret til at fa transmitteret Persondata direkte fra
en dataansvarlig til en anden, hvis det er teknisk muligt.

Adgangen til dataportabilitet omfatter kun oplysninger, den registrerede selv har givet, og
vil kun omfatte behandlinger, der foretages automatisk. Adgangen til dataportabilitet vil
desuden veere saerdeles begreenset, safremt vi baserer vores behandlingshjemmel pa
andet grundlag end samtykke.

Det er vores vurdering, at retten til dataportabilitet kun kan geres geeldende i meget
begreenset omfang i forhold til vores kundeoplysninger.

Ret til dataminimering

Du har i visse tilfaelde ret til at fa begreenset behandlingen af Persondata.

Ret til indsigelse

Du har i visse tilfeelde ret til at gare indsigelse mod vores ellers lovlige behandling af dine
personoplysninger. Se vores kontakt oplysninger i pkt. 1.1.

Du kan leese mere om dine rettigheder i Datatilsynets vejledning om de registreredes
rettigheder.

DATABEHANDLER

Databehandling foretages indenfor den Europaeiske Union.

Databehandleren har truffet de forngdne tekniske og organisatoriske
sikkerhedsforanstaltninger mod, at oplysninger haendeligt eller ulovligt tilintetgaeres,
fortabes eller forringes samt mod at de kommer til uvedkommendes kendskab, misbruges
eller i gvrigt behandles i strid med lov om behandling af Persondata. P& din anmodning -
og mod betaling af databehandlerens til enhver tid geeldende timetakster for sadant arbejde
- giver databehandleren dig tilstraekkelige oplysninger til, at databehandleren kan pavise,
at de naevnte tekniske og organisatoriske sikkerhedsforanstaltninger er truffet.

Jacob Post anvender falgende databehandlere:

- Microsoft.
- IT-Effect.
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- VideoVicer.
- Danlan.
Smarttid.

SIKKERHEDSFORANSTALTNINGER

Vi beskytter dine Persondata og har interne regler om informationssikkerhed. Vi har
vedtaget interne regler om informationssikkerhed, som indeholder instrukser og
foranstaltninger, der beskytter dine Persondata mod at blive tilintetgjort, ga tabt eller blive
&ndret, mod uautoriseret offentliggerelse, og mod at uvedkommende far adgang eller
kendskab til dem.

Jacob Post vil sgrge for, at de indsamlede oplysninger, inklusive Persondata, behandles
varsomt og beskyttes i henhold til geeldende sikkerhedsstandarder.

Vi har truffet de nadvendige tekniske og organisatoriske sikkerhedsforanstaltninger for at
beskytte dine Persondata mod utilsigtet eller ulovlig destruktion, tab eller zendring og mod
uautoriseret offentliggerelse, misbrug eller anden handling i strid med gaeldende
lovgivning.

Hvis du sender Persondata til os via e-mail, skal du veere opmaerksom pa, at afsendelse til
os ikke er sikker, safremt dine e-mails ikke er krypteret.

Medarbejdere ma ikke dbne PC i stagrre forsamlinger, hvor det er muligt at "kigge over
skulderen” og dermed opna adgang til Persondata.

AENDRING AF PRIVATLIVSPOLITIK

Jacob Post Styret Underboring A/S kan til enhver tid og uden varsel sendre denne
Privatlivspolitik med virkning for fremtiden. Jacob Post Styret Underboring A/S nye
Privatlivspolitik vil herefter vaere geeldende for din brug af Jacob Post Styret Underboring
A/S

DATATILSYNET

Du har mulighed for at klage til Datatilsynet over Jacob Posts indsamling og behandling af
dine Persondata:

Datatilsynet

CVR-nr. 11883729
Carl Jacobsens Vej 35
2500 Valby

Danmark

T: 33193200
E: dt@datatilsynet.dk
W: https://www.datatilsynet.dk/
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