CCTV Policy
Wizz Kids Pre-School
1. Purpose of CCTV Use
The purpose of CCTV at Wizz Kids is to:
· Ensure the safety and welfare of children, staff, parents, and visitors
· Support the prevention and detection of crime
· Protect the setting’s premises and property
· Provide evidence in the event of incidents, safeguarding concerns, or complaints
CCTV is not used to routinely monitor staff performance or children’s behaviour.

2. Legal Framework
This policy complies with:
· UK General Data Protection Regulation (UK GDPR)
· Data Protection Act 2018
· Information Commissioner’s Office (ICO) CCTV Code of Practice
· Early Years Foundation Stage (EYFS) statutory framework
· Human Rights Act 1998
CCTV footage is treated as personal data and handled in line with our Data Protection Policy.

3. Areas Covered by CCTV
Cameras are positioned in locations that are necessary and proportionate to the purpose of safeguarding and security.
CCTV may be installed in:
· Entrances and exits
· Play and learning rooms (currently under 2’s and a small part of the 3- & 4-year-old room)
· Outdoor play area (not including gardening area)
CCTV will not be installed in:
· Toilets or nappy changing areas
· Staff changing areas
· Any area where privacy would be compromised
Clear signage is displayed to inform individuals that CCTV is in operation.

4. Operation of the CCTV System
· CCTV is operational 24 hours a day
· Footage is recorded with audio 
· Cameras are positioned to minimise unnecessary intrusion into private spaces
· Live footage and recordings are accessed only by authorised personnel

5. Access to CCTV Footage
Access to CCTV footage is strictly controlled.
Authorised persons include:
· The Manager / Designated Safeguarding Lead, and authorised senior members of staff.
· External authorities (e.g. Police, Ofsted, Local Authority) where legally required
Footage will not be shared with third parties unless:
· Required by law
· Necessary for safeguarding purposes
· With the consent of individuals involved (where appropriate)

6. Storage and Retention of Footage
· CCTV footage is stored securely with password protection
· Footage is retained for 30 days unless required for an ongoing investigation
· Footage relating to incidents, accidents, or safeguarding concerns may be retained for longer in line with legal requirements
· All footage is permanently deleted once the retention period expires

7. Requests to View CCTV Footage
Parents and Carers
Parents may request access to CCTV footage involving their child by submitting a written Subject Access Request (SAR).
Please note:
· Footage will only be shared if it does not compromise the privacy of other children, staff, or visitors
· Faces of third parties may be blurred or footage withheld where disclosure is not lawful
· Requests will be responded to within one month, in line with UK GDPR
Staff
Staff may request access to footage involving themselves via a Subject Access Request.

8. Use of CCTV in Safeguarding
CCTV may be reviewed:
· Following an accident or incident
· Where there is a safeguarding concern
· To support investigations by relevant authorities
CCTV does not replace:
· Staff supervision
· Safeguarding procedures
· Professional judgement

9. Staff Responsibilities
All staff must:
· Be aware of this policy
· Follow confidentiality and data protection requirements
· Not attempt to access or share CCTV footage without authorisation
· Report any misuse or concerns immediately to the Manager or Data Protection Lead
Misuse of CCTV footage may result in disciplinary action.

10. Complaints and Concerns
Any concerns about the use of CCTV should be raised with:
· The Manager
· The Data Protection Lead
· The Committee
If concerns are not resolved, individuals may contact the Information Commissioner’s Office (ICO).

11. Policy Review
This policy will be reviewed:
· Annually
· Following changes in legislation
· After any significant incident involving CCTV
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