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Communication Policy – Telephone and Electronic Communications

1. Purpose
To ensure safe, professional, timely, and confidential communication with patients and other parties via telephone and electronic methods, in accordance with:
· RACGP Standards for General Practices
· QPA Accreditation Standards
· Privacy Act 1988 (Cth) and Australian Privacy Principles (APPs)
This policy supports patient safety, privacy, continuity of care, and effective practice operations.
2. Scope
This policy applies to all:
· Clinical staff
· Administrative staff
· Contractors and students
· Any staff member using telephone, email, SMS, or other electronic communication systems on behalf of the practice
It covers:
· Incoming and outgoing telephone calls
· Email, SMS, and other electronic communications
· Communication with patients, carers, other healthcare providers, and third parties
3. Principles
· Patient safety is the highest priority
· Privacy and confidentiality must be always maintained
· Communication must be accurate, clear, respectful, and documented where clinically relevant
· Clinical advice is provided only when appropriate and safe
· Systems must support timely responses and continuity of care






4. Telephone Communication
4.1 Incoming Calls
· All calls must be answered in a professional and courteous manner
· Staff must confirm the caller’s identity before discussing any personal or health information
· If the caller is a patient, reasonable steps must be taken to verify identity (e.g. name, date of birth, address)
· Calls involving clinical matters must be handled according to the urgency of the issue
4.2 Triage and Urgent Calls
· Staff must recognise and prioritise urgent or emergency calls
· In an emergency, callers must be instructed to call 000 immediately
· Urgent clinical calls must be escalated promptly to the appropriate clinician
4.3 Telephone Advice
· Non-clinical staff must not provide clinical advice
· Clinical advice may only be provided by an authorised clinician
· Where appropriate, patients may be advised to:
· Book an appointment
· Attend the practice
· Use after-hours services
· Attend an emergency department
4.4 Documentation
· Clinically relevant telephone interactions must be documented in the patient’s clinical record, including:
· Date and time
· Who was spoken to
· The issue discussed
· Advice or actions taken




5. Electronic Communications (Email, SMS, and Other Systems)
5.1 Approved Use
The practice may use electronic communication to:
· Send appointment reminders and recalls
· Provide administrative information
· Communicate with other healthcare providers
· Send results or instructions only where clinically appropriate and authorised
5.2 Privacy and Security
· Electronic communications must comply with the Privacy Act and Australian Privacy Principles
· Staff must use approved practice systems and accounts only
· Personal or health information must not be sent to unauthorised recipients
· Staff must take reasonable steps to ensure:
· Correct recipient details
· Appropriate security of devices and accounts
· Messages are not accessed by unauthorised persons
5.3 Clinical Advice by Electronic Means
· The practice does not routinely provide clinical consultations by email or messaging unless:
· It is clinically appropriate, and
· It is authorised by the treating clinician, and
· Patient consent and safety considerations are addressed
· Where electronic communication is not suitable, patients will be advised to book an appointment or attend in person







5.4 SMS and Automated Messages
· SMS may be used for:
· Appointment reminders
· Recalls and reminders
· Practice notifications
· SMS messages must be brief and non-detailed and must not include sensitive clinical information unless appropriate safeguards are in place

6. Consent and Patient Preferences
· Patients will be informed about how the practice uses telephone and electronic communications
· Where required, patient consent will be obtained for electronic communications
· Patient communication preferences will be respected where reasonably possible and recorded in the clinical record

7. Handling Errors, Miscommunication, or Breaches
· Any suspected or actual:
· Privacy breach
· Misdirected communication
· Inappropriate disclosure
must be reported immediately to the Practice Manager or delegate
· Incidents will be managed in accordance with the practice’s Privacy and Incident Management policies








8. Staff Responsibilities and Training
· All staff must:
· Follow this policy and related procedures
· Maintain confidentiality and professionalism
· Complete relevant training in privacy, communication, and information security
· The Practice Manager is responsible for:
· Oversight of communication systems
· Ensuring staff are trained and compliant
· Reviewing and improving communication processes

9. Audit and Review
· This policy will be reviewed at least annually, or earlier if:
· There are changes to legislation, standards, or systems
· A significant incident occurs
· Accreditation requirements change
· Compliance may be audited as part of the practice’s quality improvement and clinical governance activities

10. Related Policies and Standards
· Privacy and Confidentiality Policy
· Test Results Management Policy
· After Hours Care Policy
· Incident Management Policy
· RACGP Standards for General Practices
· QPA Accreditation Standards
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