
PASSWORD VERIFICATION ACCESS

Start by checking the accounts you use
daily. Some accounts include: banking,
email, social media, and online
shopping. If a service offers MFA, turn
it on! 

TURN ON MULTI-FACTOR
AUTHENTICATION (MFA)

WHAT IS MFA?
A security feature that requires you
to verify your identity in multiple
ways before accessing an account.

HOW DOES
MFA WORK?

Enabling MFA means tweaking your
login process. First, enter your

username and password. Then, verify
your identity in a second way. 

Source: National Cybersecurity Alliance 

WHERE DO I
ENABLE MFA?

Confirm. Select how to provide
extra login security. 

FOLLOW THESE STEPS

Look for and Turn On MFA
*It may also be called Two-Factor
Authentication or Two-Step Verification. 

Go to Settings.
*It may also be called Account Settings
or Settings & Privacy.

OPTIONS FOR VERIFICATION

A text or email with a one-time code.

A prompt in an authentication app.

A biometric scan (e.g., fingerprint or
facial recognition).

A physical security key.


