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1. UVOD A VYCHODISKA DOKUMENTU

Bezpecnostné prostredie je dnes charakteristické vysokou mierou dynamickosti,
prepojenosti a zavislosti. Hrozby uz nie su izolované, ale maju tendenciu vytvarat’ retazové efekty.
Nesiria sa len naprie¢ sektormi kritickej infraStruktury, ale ovplyviiuji mnohé d’alSie oblasti, na
ktorych je dnes moderna spolo¢nost’ a demokraticky systém postaveny. To, ¢o zacne ako incident
tykajaci sa jedného kritick¢ho subjektu, moze rychlo ovplyvnit d’alSiu bezpecnostnu alebo
hospodarsku oblast’, pri najzavaznejsich incidentoch dokonca cely systém.

Podra ¢lanku 2 smernice Eurépskeho parlamentu a Rady (EU) 2022/2557 zo 14. decembra
2022 o odolnosti kritickych subjektov a o zruSeni smernice Rady 2008/114/ES (d’alej len ,,smernica
CER®), je odolnost’ definovana ako ,,schopnost’ subjektu predchadzat’ naruseniam, odolavat’ im,
prispdsobit’ sa im a spamitat’ sa z nich“. Takto vymedzeny pojem odolnost’ by sa mal chépat’ aj ako
schopnost’ kritického subjektu predchddzat’ udalostiam, ktoré vyrazne nartSaji alebo mozu
vyznamne narusit’ poskytovanie zakladnych sluzieb v rdmci vnatorného trhu, t. j. sluzieb, ktoré st
kl'icové pre zachovanie nevyhnutnych spolocenskych a hospodarskych funkcii, verejnej
bezpec€nosti a ochrany zdravia obyvatel'stva alebo Zivotného prostredia, chranit’ pred takymito
udalostami, reagovat’ na ne, odolavat’ im, zmieriiovat’ ich, absorbovat’ ich, prisposobovat’ sa im
alebo zotavit’ sa z nich.

ZhorSené bezpecnostné prostredie vyzaduje budovanie odolnosti, a naopak, silnd odolnost’
priamo formuje a posiliiuje bezpecnostné prostredie Statu a celej spolocnosti. Vzt'ah medzi
odolnost’ou a bezpecnostnym prostredim je teda obojsmerny. Z eurdpskej perspektivy bezpe¢nostné
prostredie zmenili najviac udalosti ako migracia, pandémia COVID-19 a vojnovy konflikt na
Ukrajine. Vplyvom udalosti sa do popredia dostali aj nové bezpecnostné fenomény, ako su
kybernetické, informacné a hybridné hrozby. Okrem toho existuje zvySené fyzické riziko v
dosledku prirodnych katastrof a zmeny klimy, ktora zintenziviiuje frekvenciu a rozsah extrémnych
vykyvov pocasia a prinaSa dlhodobé zmeny priemernych klimatickych podmienok, ktoré mézu
zniZit' kapacitu, efektivnost’ a Zivotnost’ ur¢itych typov infrastruktiry, ak sa nezavedu opatrenia na
adaptaciu na zmenu klimy.

Ostatné spravy o bezpecnosti SR hodnotia celkovi bezpecnostnti situdciu v SR ako stabiln.
Bezpecnostné prostredie SR vnimaji cez vojnovy konflikt na Ukrajine, kde pravdepodobnost’
roz$irenia vojny oznacuje za minimalnu, no riziko neiimyselného zasiahnutia izemia SR v désledku
pokracujucich bojov stale nemozno vyluéitt. Medzi najvacsie bezpec¢nostné hrozby, ktoré dlhodobo
ovplyviiuji bezpecnostné prostredie v Eurdpe, patri terorizmus. V sucasnosti plati na uzemi SR
zvyseny 2. stupen teroristického ohrozenia 4-stupiiovej Skaly), ktory reflektuje na pretrvavajice
teroristické hrozby v niektorych eurdpskych Statoch, ako aj na bezpe¢nostnu situaciu v SR. Toto
tvrdenie podporuje aj Hodnotenie hrozieb zavaznej a organizovanej trestnej ¢innosti v EU za rok
20252,

! Spréva o bezpe¢nosti Slovenskej republiky - nové znenie. 2023. Dostupné na internete:
<https://rokovania.gov.sk/RVL/Material/31003/1>.

2 Stratégia EU na boj proti organizovanej trestnej ¢innosti na roky 2021 — 2025 (Eurépska komisia). Dostupné na internete:
< https://www.consilium.europa.eu/sk/policies/eu-fight-against-crime/>.
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Sprava o bezpecnosti SR je jediny verejny dokument, ktory hodnoti ochranu kriticke;j
infrastruktury SR, avSak cez pohl'ad energetickej bezpecnosti. Predpokladom kontinuity zékladnych
sluzieb vsetkych ostatnych sektorov kritickej infrastruktury je sektorova zavislost’ na energetike.
Preto sa na tuto infrastruktiru vztahuje prezumpcia tzv. ,,overriding public interest™ — prevazujlci
verejny zaujem®. Sprava o bezpecnosti SR primerane zachytava vojensko-bezpecnostny rozmer
hodnotené¢ho obdobia, avSak nereflektuje vycerpavajico rizikovy profil kritickej infraStruktary v
podmienkach stcasného nestabilného geopolitického prostredia a dynamického vyvoja umelej
inteligencie, ktora sa Coraz viac vyuziva ako nastroj kybernetickych a hybridnych hrozieb, zvysuje
sofistikovanost’ ttokov a komplikuje vcasni identifikaciu rizik. Vzhladom na aktualne
medzinarodné hodnotenia bezpeénosti* st za kI'a¢ovu a rastiicu hrozbu pre kritick® infrastruktiru
povazované kybernetické bezpecnostné incidenty. Kriticka infraStruktira je v tomto kontexte
vnimana ako primarny objekt zdujmu, vystaveny kombinovanému tlaku kybernetickych,
kriminalnych, teroristickych a environmentalnych hrozieb, ktoré sa v podmienkach prehlbujtcej sa
geopolitickej konfrontacie navzajom posiliiuju. Potencidlne nasledky a skody sposobené narusenim
kritickej infraStruktiry s zaroven z pohl'adu Uto¢nikov mimoriadne atraktivne, ked’Ze umoziuju
dosiahnut’ vysoky bezpec¢nostny, ekonomicky aj spolo¢ensky vplyv. Medzinarodné spravy zaroven
poukazuju na to, Ze pokroc€ilé pretrvavajice hrozby (angl. Advanced Persistent Threaths - APT) sa
dlhodobo ,,predumiestiiuju v sietach kritickych subjektov s cielom pripravit podmienky na
budice kybernetické utoky, ktoré mozu byt aktivované vo vhodnej, utoénikom zvolenej chvili.
Rozvoj kvantovych technologii zasadne meni prostredie kybernetickej bezpeénosti®. Kybernetické
utoky na subjekty kritickej infraStruktury patria medzi najzdvaznejSie bezpecnostné hrozby,
vykazuju rastlci trend a su realizované tak Statom podporovanymi aktérmi v rdmci hybridnych
operacii, ako aj organizovanymi kriminalnymi sietami motivovanymi finanénym ziskom, pricom
dostupnost’ uto¢nych néstrojov a sluzieb v prostredi ,,zlo¢inu ako sluzby* podstatne znizuje naroky
na ich realizaciu. Z eurdpskej perspektivy je rozsah hrozieb Siroky®. Ako d’alej popisuje eurdpska
stratégia vnutornej bezpecnosti, hybridné hrozby narasaju demokratické procesy, snazia sa
zasahovat’ aj do dodéavatel'skych retazcov a narusit’ ich, hl'adaji sposoby ako kradnut’ citlivé udaje
a vyuzit’ ich pre svoje pozicie, ¢o ma za nasledok ohrozenie fungovania zakladnych sluzieb, ktoré
kritické subjekty poskytuju.

2. Zamer a strategické ciele

Odolnost’ je zakladnym predpokladom na zvladanie modernych bezpe¢nostnych vyziev
vo vSeobecnosti. Uvedené plati aj na useku kritickej infraStruktiry. Samotna odolnost’ pritom nie je

3 Z tohto dovodu sa v eurdpskej energetickej legislative (RePowerEU, RED III, TEN-E, Net Zero Industry Act) ako aj v narodnej
(transpozicia RED III) zavadza princip, podla ktorého sa energeticka infrastruktura, povazuje za sicast’ prevazujiiceho verejného
zaujmu.

4 Global Risks Report .2025. World Economic Forum. Dostupné na internete:
<https://reports.weforum.org/docs/WEF_Global_Risks_Report_2025.pdf>. European Union Terrorism Situation and Trend report.
2025. (EU TE-SAT) Dostupné na internete: < https://www.europol.europa.eu/publication-events/main-reports/european-union-
terrorism-situation-and-trend-report-2025-eu-te-sat>.

5 Rozvoj kvantovych technoldgii podrobnejsie zohladiiuje Narodna stratégia kybernetickej bezpe¢nosti na roky 2026 az 2030.

8 ProtectEU: eurdpska stratégia vnitornej bezpetnosti. 2025. Stratégia EU na boj proti organizovanej trestnej ¢innosti na roky 2021 —
2025 (Eurdpska komisia). Dostupné na internete:

< https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A52025DC0148>.
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len o prevencii, ale aj o pripravenosti na potencialnu hrozbu a jej preniknutie. Nedostatocna
odolnost’ a nezvladnuté retazové efekty maju hlboké a rozsiahle nasledky, ktoré d’aleko presahuju
hospodarske skody, socialne a bezpecnostné dopady.

Vyvoj koncepcii kritickej infrastruktiry v SR musi preto prejst’ od pasivneho pristupu
k aktivnemu. V povodnom modeli ochrany a obrany prvkov kritickej infrastruktiry absentovali
dynamické opatrenia a zameriaval sa skor na statické a reaktivne opatrenia po vzniku udalosti.
Naopak, ostatné legislativne zmeny v oblasti kritickej infrastruktiry maju za ciel’ nahradit’ tento
prekonany model robustnej$im, proaktivnym systémom. Tento systém sa zakladd na troch
kl'a¢ovych ciel'och:
Ciel’ ¢. 1: Proaktivny pristup: Potreba prechodu od reaktivneho k proaktivnemu pristupu:
Reagovanie na hrozby sa nahradi dérazom na systematické predvidanie, monitorovanie a
planovanie. Nové opatrenia sa snazia identifikovat’ potencidlne rizika skor, nez sa naplnia.

Ciel’ ¢. 2: Posilnenie planovania a reakcie: Vytvorenie dynamického systému s jasnymi postupmi
pre rozne typy hrozieb. To zahfna aj lepSiu koordiniciu medzi $tditnymi organmi a kritickymi
subjektami.

Ciel’ €. 3: Komplexny pristup k odolnosti: Zmena filozofie ochrany kritickej infrastruktary, ktora
sa neobmedzuje len na fyzickl bezpe¢nost’, ale zahfia aj schopnost’ rychlo sa zotavit’ z naruseni
sposobenych kybernetickymi bezpecnostnymi incidentmi, prirodnymi katastrofami, I'udskymi,
dodavatel'skymi alebo organizacnymi systémovymi zlyhaniami, inymi technogénnymi a
asymetrickymi hrozbami.

Cielom Stratégie odolnosti kritickych subjektov (d’alej len ,,stratégia®) podla § 7 zdkona
€. 367/2024 Z. z. o kritickej infrastruktire a o zmene a doplneni niektorych zakonov (d’alej len
»zakon o kritickej infrastruktare®) a s odkazom na smernicu CER, je definovat’ opatrenia na
zvySenie odolnosti kritickej infrastruktiry, a to nielen pokial ide o pripravenost, ale aj o
koordinovanu reakciu. Obsahom stratégie su jednotlivé ulohy, ktoré umoznia dosiahnut' ¢o
najefektivnejsi pristup k budovaniu odolnosti kritickych subjektov v SR.



3. BUDOVANIE ODOLNOSTI NA USEKU KRITICKEJ INFRASTRUKTURY

CIEL C. 1: PROAKTIVNY PRISTUP

Posun od reaktivneho k proaktivnemu pristupu poukazuje na rastuce povedomie, zZe ochrana
kritickej infrastruktiry je v dneSnom globalne prepojenom svete kl'ucova pre zabezpecenie
zékladnych sluzieb pre obyvatel'stvo a pre d’alSie fungovanie trhu. Nové opatrenia preto maja za
ciel’ vytvorit’ komplexnejsi a odolnejsi systém schopny lepsie ¢elit’ modernym hrozbam.

Cesta k cie’ovému stavu

Prvym krokom je identifikdcia hrozieb a posudenie rizik. Bez hlbokého pochopenia
potencialnych hrozieb a ich pravdepodobného vplyvu, nie je mozné efektivne alokovat’ zdroje
a vypracovat’ vhodné protiopatrenia. Nova legislativa v podobe zakona o kritickej infrastrukture
vyzaduje pravidelné hodnotenie rizik kritickymi subjektmi. Zamerom je pochopit’ najvécsie hrozby
a zmiernit ich riziko, ako aj dosledky (v pripade preniknutia). Pri posudzovani rizik’, vyplyvajucich
z bezpecnostného prostredia na tseku kritickej infraStruktiry, vplyvaju na poskytovanie zakladnej
sluzby bezpecnostné hrozby, ako st kybernetické utoky, zraniteI'nost dodavatel'ského retazca
a hybridné hrozby. Identifikovat’ a posudzovat’ rizika na useku kritickej infrastruktiry podla
§ 8 zdkona o kritickej infrastrukture si dava za ulohu aj tato stratégia. V prilohe ¢. I stratégia
odkazuje na dokument Posudenie rizik v sektoroch kritickej infrastruktary SR, ktory popisuje
postup identifikécie hrozieb a posudenie rizik v sektoroch kritickej infrastruktary v SR. Tento
dokument slizi ako nastroj na zabezpecenie znalosti o existujucich hrozbach a potencidlnych
zranitel'nostiach.

Na zabezpecenie odolnosti je nevyhnutné mat’ prehl’ad a znalosti o vSetkych relevantnych
hrozbach, ktorym su kritické subjekty vystavené. Na tento ucel sa podla § 8 zakona o kritickej
infrastrukture vykond postdenie rizik vzdy, ked’ je to potrebné vzhl'adom na osobitnu situdciu a
vyvoj predmetnych rizik, najmenej vSak kazdé Styri roky.

Posudenie rizik, ktoré vykonavaju kritické subjekty, bude vychadzat' z posudenia rizika,
ktoré vykonali ustredné organy na tseku kritickej infrastruktary® a spristupnili im ho. ReSpektujic
zakon o kritickej infraStruktare, podsektory Jadrova energetika, Digitalna infraStruktira a Financie
st z popisu tejto tlohy vynaté z dovodu povinnosti upravenych podl'a osobitnych predpisov®.

7 pozri prilohu &. 1 Postidenie rizik v sektoroch kritickej infrastruktary SR

8 Odolnost kritickej infrastruktiry je v SR prierezova agenda v pdsobnosti viacerych ustrednych organov §tatnej spravy podla § 3
pism. ¢) zakona 0 kritickej infrastrukture.

9 Subjekty v sektore Energetika, podsektore Jadrové energetika, ktoré za¢nu poskytovat’ zakladné sluzby podla zédkona o kritickej
infrastruktare sa riadia podl'a § 20 zakona 0 kritickej infrastruktire. Organ Statnej spravy vykonava regulaciu a dohl'ad podla § 4
zakona ¢. 541/2004 Z. z. o mierovom vyuzivani jadrovej energie (atbmovy zakon) a o zmene a doplneni niektorych zakonov v zneni
neskorsich predpisov. Subjekty v sektore Financie, podsektore Bankovnictvo a Finanéné trhy plnia povinnosti podla osobitnych
predpisov v oblasti finan¢ného trhu, najmé zakon ¢. 483/2001 Z. z. o bankach a o zmene a doplneni niektorych zdkonov a nariadenie
DORA. Subjekty v sektore Financie, podsektore Systémy riadenia verejnych financii a v sektore Digitalna infrastruktira plnia
povinnosti podl'a zdkona ¢. 69/2018 Z. z. o kybernetickej bezpe¢nosti a o zmene a doplneni niektorych zakonov v zneni neskorsich
predpisov*. Kritické subjekty plnia povinnosti v oblasti informa¢nych technoldgii verejnej spravy podla zakona ¢. 95/2019 Z. z. 0
informac¢nych technologiach vo verejnej sprave a o zmene a doplneni niektorych zakonov v zneni neskorsich predpisov a vykonavacich
predpisov (vyhlaska Uradu podpredsedu vlady Slovenskej republiky pre investicie a informatizaciu &. 78/2020 Z. z. o §tandardoch pre
informacné technologie verejnej spravy v zneni neskordich predpisov, vyhlaska Uradu podpredsedu vlady Slovenskej republiky pre
investicie a informatizaciu ¢. 179/2020 Z. z., ktorou sa ustanovuje sposob kategorizacie a obsah bezpecnostnych opatreni informaénych
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Uloha Popis tlohy Zodpovedny Sucinny subjekt Casovy
subjekt horizont
realizacie
¢. 1 Spristupnit’ relevantné Casti MV SR, MH SR, Vsetky kritické najneskér  do
posudenia rizika v prislusnom MD SR, MIRRI subjekty okrem 17. jula 2026.

sektore a podsektore podla prilohy SR, SSHR SR,
&. 1 podla zakona o kritickej MZP SR, MPRV
infrastrukture kritickym subjektom SR

na ucely vykonania posudenia rizik
kritickym subjektom.

vynimiek podla §
19 ods. 3 zakona
o kritickej
infrastrukture.

Budovanie odolnosti si vyzaduje objektivne postidenie vlastnych zranitel'nosti a nedostatkov.
Je nevyhnutné uvazovat’ a premyslat’ v intenciach najhorsich scenarov, ktoré su zékladnym pilierom
pripravenosti na krizové situdcie. ZvySenie pripravenosti a pohotovosti na novu Uroven zarovei
prispeje k znizeniu rozsahu a zavaznosti faktorov, ktoré¢ by mohli viest' k incidentom a krizam.
Sprévne, G¢inne a trvalo udrzatene vykonana priprava na cely rozsah moznych rizik posilni
budovanie odolnosti, ¢im sa docieli silny preventivny ucinok. Z toho dévodu sa navrhuje v ulohe
¢. 2 posilnit’ rozvoj aktivnej odbornej spoluprace, napr. s akademickou obcou alebo inymi
vedeckymi  inStitGciami, scielom zlepSovat implementaciu osvedcenych  postupov
a medzindrodnych Standardov a pomahat’ postupne rozvijat’ koherentntl a konzistentni metodiku
hodnotenia rizik a hrozieb podl'a navrhovanej metodiky v prilohe ¢. 1.

efektivne vzdelavanie v oblasti
posudzovania rizik v sektoroch
kritickej infrastruktury pre
pracovnikov kritickych
subjektov a §tatnych
zamestnancov s agendou
kritickej infrastruktury,
krizového riadenia a
bezpecnosti k posudzovaniu
rizik podl'a osobitnych
predpisov??.

SSHR SR, NBU,
MF SR, MZP SR,
MPRYV SR, MV SR

s akademickou
obcou

a vyskumnymi
inStitGciami.

Uloha | Popis iilohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizicie
¢.2 Zabezpecit’ vhodny nastroj na MH SR, MIRRI SR, Spolupraca Najneskoér do

31. januara 2027.

technologii verejnej spravy, vyhlaska Ministerstva investicii, regionalneho rozvoja a informatizacie Slovenskej republiky ¢. 401/2023
Z. z. o riadeni projektov a zmenovych poziadaviek v prevadzke informaénych technologii verejnej spravy v zneni vyhlasky ¢. 46/2025

Z.2.)

10 Napriklad nariadenie Eurdpskeho parlamentu a Rady (EU) 2017/1938 z 25. oktébra 2017 o opatreniach na zaistenie bezpetnosti

dodéavok plynu a o zruseni nariadenia (EU) &. 994/2010 (U. v. EU L 280, 28. 10. 2017) v platnom zneni, nariadenie Eurépskeho
parlamentu a Rady (EU) 2019/941 z 5. jina 2019 o pripravenosti na rizika v sektore elektrickej energie a o zru§eni smernice 2005/89/ES
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Hlavnym vystupom bude doplnend metodika a systém postidenia vychodiskovych sektorovych rizik
v prilohe €. I, ¢o v kone¢nom dosledku podpori metodiku a proces interného postdenia rizik na
urovni jednotlivych kritickych subjektov, ¢im sa dokonci zivotny cyklus analyzy rizik na useku
kritickej infrastruktury. Dalsie sektorové metodiky musia nadvizovat’ na uz existujiicu veobecnii
metodiku analyzy rizik pre uplatnenie v procesoch riadenia rizika aj v zmysle poziadaviek podl'a
osobitnych predpisov*!.

Pretoze prevadzkovanie zakladnych sluzieb celi Sirokému spektru hrozieb, je dblezité, aby
ustredné organy na useku kritickej infrastruktiry aj kritické subjekty disponovali planmi reakcie,
kontinuity'? &innosti a obnovy, ktoré umoznia udrzat’ zakladné sluzby pocas kriz. Pravidelna
aktualizécia tychto planov minimalizuje riziko ich nefunkénosti, skracuje €as preruSenia sluzieb a
posiliiuje doveru verejnosti v ich spolahlivost’.

CIEL C. 2: POSILNENIE PLANOVANIA A REAKCIE

Zamerom tohto ciela je lepSia koordinidcia a vymena informacii. Nové opatrenia musia
podporit’ efektivnejsiu komunikaciu medzi Gstrednymi orgdnmi navzajom, ako aj medzi ustrednymi
organmi a kritickymi subjektami. To pri v€asnom varovani a koordinovanej reakcii pomoéze
opatreniam tykajicim sa obnovy sluzieb a v kone¢nom désledku ziskanym znalostiam o hrozbach.

Cesta k ciel’ovému stavu

Vytvorenie komunika¢nych kanalov na nahlasovanie bezpe¢nostnych incidentov podporuje
proaktivny a koordinovany pristup k celkovej odolnosti. Hlavnym zdmerom je zabezpecenie
mechanizmu oznamovania incidentov, ktory by umoznil rychlo a primerane reagovat’ na incidenty
a ziskat’ komplexny prehl'ad o vplyve, povahe, pri¢inach a moznych désledkoch incidentov, ktoré
kritické subjekty rieSia. Kritické subjekty musia bez zbyto¢ného odkladu informovat’ prisluSné
orgdny o incidentoch, ktoré vyznamne narGSaju alebo maji potencidl vyznamne narusit
poskytovanie zékladnych sluzieb. Neustadly zber a analyza informdcii o hrozbach, na zaklade
ktorych by Ustredné organy vydavali, zasielali a vyhlasovali v€asné varovania, vystrahy a
odporucania pre kritické subjekty, zabezpecuje uloha €. 3. Vzajomna interoperabilita s JISKB musi
byt zabezpecena s ohl'adom na § 14 ods. 9 zdkona o kritickej infraStruktare.

(U.v.EU L 158, 14. 6. 2019), zikon & 747/2004 Z. z., zakon &. 7/2010 Z. z. o ochrane pred povoditami v zneni neskorsich predpisov,
zakon €. 128/2015 Z. z. o prevencii zavaznych priemyselnych havarii a o zmene a doplneni niektorych zakonov v zneni neskorSich
predpisov, zakona ¢. 69/2018 Z. z. o kybernetickej bezpecnosti a 0 zmene a doplneni niektorych zakonov v zneni neskor$ich predpisov,
§ 8 zakona 0 kritickej infrastrukture.

11 Napriklad nariadenie Europskeho parlamentu a Rady (EU) 2017/1938 z 25. oktdbra 2017 o opatreniach na zaistenie bezpetnosti
dodavok plynu a o zrudeni nariadenia (EU) &. 994/2010 (U. v. EU L 280, 28. 10. 2017) v platnom zneni, nariadenie Eurépskeho
parlamentu a Rady (EU) 2019/941 z 5. juna 2019 o pripravenosti na rizika v sektore elektrickej energie a o zrueni smernice 2005/89/ES
(U.v.EU L 158, 14. 6. 2019), zikon &. 747/2004 Z. z., zakon &. 7/2010 Z. z. o ochrane pred povodiiami v zneni neskorsich predpisov,
zakon ¢&. 128/2015 Z. z. o prevencii zavaznych priemyselnych havarii a o zmene a doplneni niektorych zakonov v zneni neskorSich
predpisov, zakona ¢. 69/2018 Z. z. o kybernetickej bezpeénosti a 0 zmene a doplneni niektorych zakonov v zneni neskorsich predpisov,
§ 8 zakona o kritickej infrastruktare.

12 Plany kontinuity sa vypractvaji podl’a zakona ¢. 69/2018 Z. z. o kybernetickej bezpe&nosti a o zmene a doplneni niektorych zdkonov
v zneni neskorsich predpisov a vyhlasky Narodného bezpec¢nostného tradu €. 227/2025 Z. z. o bezpe¢nostnych opatreniach.
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Uloha Popis tlohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizacie
¢.3 Zabezpecit vhodny sposob MV SR MH SR, MD SR, December 2027
nahlasovanie incidentov®® MIRRI SR, SSHR
a zdiel'anie informacii'* o SR, MZ SR, NBU,
kritickej infrastruktare podla § MF SR, MZP SR,
14 0ods. 1 a2,4 az 9 zakona MPRV SR, SIS,
o kritickej infraStrukture. MO SR

RieSenie na nahlasovanie incidentov a zdiel'anie informacii o kritickej infraStruktire ma
zabezpeCit' rychly a efektivny zber, spracovanie a distribliciu informacii o bezpe¢nostnych
incidentoch a neocakévanych udalostiach. RieSenie na nahlasovanie incidentov v kritickej
infrastruktire musi byt navrhnuté s ohl'adom na vysokt dostupnost’, dovernost’ a integritu dat a
bude sti¢astou pripravovanej integracie a modernizacie informaénych syst¢émov MV SR. Vzajomna
integracia a interoperabilita s ostatnymi informa¢nymi systémami ako sucast’ vicsSieho celku si
kladie za ciel’ vytvorit’ jednotné datové prostredie jednotlivych zloZiek a tvarov MV SR. Tento
projekt je planovany ako sucast’ SirSej modernizacie systétmov MV SR a vyuZziva synergie tejto
modernizicie.

Kritické subjekty st povinné v pripade incidentu predlozit’ prvé ozndmenie najneskor
do 24 hodin po tom, ako nadobudli o incidente vedomost’. Prvotné ozndmenie obsahuje informacie,
ktoré s nevyhnutne potrebné na to, aby prislusné organy nadobudli o incidente vedomost’
a v pripade potreby umoznili kritickému subjektu poziadat’ o pomoc. Ak je to mozné, v takomto
oznameni sa uvedie predpokladana pricina incidentu. Po prvotnom oznameni sa v pripade potreby
zasiela podrobna sprava najneskér do jedného mesiaca po incidente. Podrobna sprava dopina
povodné oznamenie a poskytuje komplexny prehl'ad o incidente.

Vzhl'adom na rasticu digitalizaciu procesov a sluzieb, ako aj na kumulaciu vojenskych,
geopolitickych, technologickych a environmentalnych hrozieb, ktorym kriticka infrastruktara celi,
st aktudlne legislativne zmeny osobitne zamerané na posilnenie kybernetickej bezpecnosti ako
kl'a¢oveého prvku jej odolnosti. Kybernetickd bezpecnost’ v tomto kontexte predstavuje vysoko
prierezovu oblast’ zasahujlicu vSetky sektory kritickej infrastruktiry a jej posililovanie v podobe
spolo¢ného strategického piliera ma zabezpecit synergie medzi sektormi a jednotny ramec
prevencie, monitorovania a reakcie na hrozby.

Kritické subjekty st povinné venovat’ osobitnu pozornost’ kybernetickej odolnosti ako je
ochrana informaénych a komunikaénych systémov?®, riadeniu rizik v dodévatel'skych retazcoch,
zabezpeceniu kontinuity prevaddzky a riadenému zvladaniu kybernetickych bezpecnostnych
incidentov, ako aj systematickému zvySovaniu povedomia a odbornej pripravenosti zamestnancov,
ktori predstavuju jeden z najzranitelnejSich prvkov celkového bezpecnostného systému.

13 Hlasenie kybernetickych bezpe&nostnych incidentov, rozsahu oznamovanych udajov a harmonogramu podavania situaénych hlaseni
v obdobi kybernetickej krizy je upravené osobitnymi pravnymi predpismi (najmé zakon ¢. 69/2018 Z. z. o kybernetickej bezpecnosti
a 0 zmene a doplneni niektorych zdkonov v zneni neskorsich predpisov a vyhlaskou Narodného bezpecnostného tradu ¢. 226/2025 Z.
z., ktorou sa ustanovuji podrobnosti o hlaseniach).

14 Podla zdkona ¢. 215/2004 Z. z. o ochrane utajovanych skuto¢nosti a o zmene a doplneni niektorych zékonov.

15 Podrla zdkona ¢. 95/2019 Z. z. o informacnych technologiach vo verejnej sprave a o zmene a doplneni niektorych zékonov.
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Systematické a jednotné zacClenenie kybernetickej bezpecnosti do strategickych, riadiacich a
planovacich procesov kritickych subjektov, v spojeni s doslednou implementaciou prislusnej
legislativy, predstavuje nevyhnutny predpoklad na zvySovanie odolnosti kritickej infraStruktury,
celkovej bezpec¢nosti Statu a ochranu verejnych zaujmov.

Je kl'i¢ové, aby subjekty venovali osobitni pozornost’ zabezpeceniu a kontinuite prevadzky
a reagovaniu na incidenty, pretoze ich odolnost mé priamy vplyv na celkova bezpecnost’ Statu.
Systematické a jednotné zaclenenie kybernetickej bezpecnosti do stratégie je nevyhnutnym
predpokladom pre dosiahnutie ciel’a, ktorym je zvySovanie odolnosti kritickych subjektov a ochrana
verejnych zaujmov.

Podla § 12 zékona o kritickej infrastruktire pre komunikaciu a nahlasovanie incidentov na
useku kritickej infrastruktiry je potrebné viest' verifikdciu kontaktnych osob a spravovat’ ich
zoznam. MV SR ako administrator informa¢ného systému bude povol'ovat’ vstup do informa¢ného
systému a spravovat konta a pristupy trovne roli na zaklade podkladov od ustrednych organov na
tGseku kritickej infrastruktary. Ustredny organ na tseku kritickej infrastruktiry vedie zoznam
vSetkych incidentov, ktoré ovplyvnili poskytovanie zakladnych sluZieb a informuje o nich MV SR.
Nasledne MV SR informuje d’alSie relevantné bezpe¢nostné zlozky a medzinarodnych partnerov?e.
V ramci zabezpecenia plnej implementacie Glohy €. 3 je potrebné nadviazat’ tlohami €. 4 a €. 5 na
zabezpecenie plynulej komunikacie a koordindcie medzi kritickymi subjektmi a Gstrednymi
organmi z réznych sektorov, aby sa zabranilo retazovym dopadom.

Uloha Popis ulohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizacie
¢. 4 Vytvorit’ informa¢ni maticu MV SR, MH SR, MO SR, SIS Od jula 2026
kontaktnych os6b podla § 12 MD SR, MIRRI SR, a priebezne podla
zékona o kritickej infrastruktire SSHR SR, NBU, potreby.
pre komunikaciu a nahlasovanie MF SR, MZP SR,
incidentov na tseku kriticke;j MPRYV SR, MZ SR
infrastruktury.
¢. 5 Implementovat’ informa¢n MV SR, NBU MH SR, MD SR, Marec 2027
maticu kontaktnych oséb do MIRRI SR, SSHR
informaéného systému na SR, NBU, MF SR,
nahlasovanie incidentov MZP SR, MZ SR,
kritickej infrastruktare a jej test. MPRV SR, MO
SR, SIS,

Test realizovaného rieSenia sa navrhuje na irovni ,,table top exercise®, kde sucinné kritické
subjekty na zéklade scendrov z posudenia rizik v sektoroch kritickej infrastruktury SR simuluju
incident a zasielaju o fnom hlasenie. Nasledne sa preveri distribucia sprav cez stanovené
komunikacné kandly vo vSetkych pristupoch a na vSetkych urovniach vratane interoperability
s JISKB.

16 podl'a § 14 ods. 9 zakona 0 kritickej infrastrukture.
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Kompetencie koordinacie bezpecnostnych politik a riadenia bezpecnostnych hrozieb
na useku kritickej infraStruktiry mozno definovat’ ako vnutrostatny mechanizmus organizovany
a fungujuci prostrednictvom koordinovaného a aktivneho procesu. Musi zahfiat’ analyzu situacie,
formulaciu politik, opatreni a implementaciu, monitorovanie a pravidelné preskimavanie ¢innosti,
zameranych na zniZovanie rizik bezpeénostnych hrozieb!’ na tseku kritickej infrastruktury.

V spominanych suvislostiach sa odporti¢a zriadenie stalej medzirezortnej skupiny pre
kritickd infrastruktiru na zaklade uznesenia vlady SR (d’alej len ,,skupina‘). Skupina®® bude
odbornym prvkom pre rdmec na koordiniciu medzi orgdnmi S$tatnej spravy na useku kritickej
infrastruktiry a na tseku kybernetickej bezpecnosti ako koordina¢nd, metodickd a konzultativna
skupina pre zabezpecenie kontinuity prvkov bezpecnostného systému. V rdmci svojich kompetencii
koordinuje, usmeriiuje, monitoruje, a vyhodnocuje plnenie tloh jednotlivych organov, ktoré¢ na
zéklade vSeobecne zavdznych pravnych predpisov riadia procesy =zaistovania kontinuity
poskytovania zékladnych sluzieb. Ciel'om skupiny, ktora bude zlozend z nominovanych expertov
ustrednych organov na tseku kritickej infrastruktary, bude koordinécia a ul'ah¢enie medzirezortnej
spoluprace, poskytovanie expertnej bazy pre systematické rieSenia a angazovanost’ v prioritnych
¢innostiach na useku kritickej infraStruktiry, ako aj koordinacia reakcii na incidenty a hrozby.
Skupina tieZ bude poskytovat’ konzultiacie a odborné poradenstvo kritickym subjektom v rdmci
ulohy ¢. 4.

Uloha Popis tlohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizacie
¢. 6 Zriadit’ stalu MV SR MH SR, MD SR, Do 31. marca 2026
medzirezortnu skupinu MIRRI SR, SSHR
pre kritick( SR, NBU, MF SR,
infrastruktaru na zéklade NBS, MZP SR,
uznesenia vlady SR. MZ SR, MPRV
SR, MO SR, SIS,
UV SR
¢.7 Pripravit’ ro¢n spravu o MV SR MH SR, MD SR, Kazdoroéne do 30. juna.
vyhodnoteni MIRRI SR, SSHR
bezpecnostnej situacie SR, NBU, MF SR,
na useku kritickej MZP SR, MZ SR,
infrastruktury. MPRV SR, MO
SR, SIS

Skupina® bude zodpovedna za koordiniciu, planovanie a implementiciu opatreni na
zabezpecenie odolnosti kritickych subjektov. V zmysle tlohy €. 7 sa v ramci skupiny pripravi ro¢na

17 Déraz bol v tejto stvislosti orientovany na splnenie uznesenia vlady ¢&. 65 z 26. januara 2022 k Narodne;j stratégii riadenia rizik
bezpecnostnych hrozieb Slovenskej republiky.

18 Clenovia podl'a § 3 pism. c) zakona 0 kritickej infrastruktire vratane MO SR, SIS. Podl'a vecného programu budi prizyvani ad hoc
zastupcovia ostatnych $tatnych organov.

19 Kontext: EU prijala opatrenia na posilnenie odolnosti kritickej infrastruktiry. Smernica (EU) 2022/25571 o odolnosti kritickych
subjektov (smernica CER) bola transponovana do narodnej legislativy SR v podobe zakona 0 kritickej infrastruktare s u¢innostou od
1.1.2025. Smernicou CER a revidovanou smernicou (EU) 2022/25552 (smernica NIS2) sme vstupili do novej fazy spoluprice na
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sprava o vyhodnoteni bezpecnostnej situdcie na useku kritickej infrastruktury navrhuje predkladat’
kazdoro¢ne do 30. jina. Sprava bude vychadzat’ okrem iné¢ho aj z aktualneho posudenia rizik, z
hlaseni o kontrole v kritickych subjektoch (loha €. 9) a z hlaseni o incidentoch podl'a § 14 zdkona

o kritickej infraStruktuare.

Medzirezortna pracovna skupina pre kriticku

infrastruktaru

S ciefom dosiahnut komplexny pristup odolnosti je prioritou zabezpecenie
spoluprace a vymeny informacii pre posilnenu koordinaciu medzi prislusnymi
ustrednymi orgdnmi podla zakona ¢. 367/2024 Z. z. a iradom podla €.
69/2018 Z. z. v kontexte zdielania informacii o kybernetickobezpeénostnych
rizikach, kybernetickych hrozbach a kybernetickych incidentoch a
nekybernetickych rizikach, hrozbach a incidentoch a v kontexte plnenia tloh
v oblasti dohladu.

3
O
c
()]
-
Q
Q.
=
Q

N

Vypracovanie rocnej spravy o stave odolnosti kritickych

subjektov SR

CIEL C. 3: KOMPLEXNY PRISTUP K ODOLNOSTI

Posudzovanie hlaseni o kontrolach v
sektoroch kritickej infrastruktdry k 31.
marcu kalendarneho roka podfa § 6 pism.
n) zékona & 367/2024 Z. z. s cielom
zabezpetit dohlad a spravnu
implementaciu opatreni a povinnosti
podia § 10 a § 11 zakona &. 367/2024 7. z.

Vyhodnocovanie bezpecnostnej situdcie v
SR a vo svete s vplyvom na sektory
kritickej infrastruktdry s dérazom na
hodnotenie odolnosti. Tu moZe Ustredny
organ aktualizovat posudenie rizika vidy,
ked dojde k zmene v posudzovanych
rizikich podia § 8 odsek 3 zdkona C.
367/2024 7. 1.

Posudzovanie hrozieb a incidentov s
vyznamnostou vplyvu na poskytovanie
zdkladnej sluzby podla § 14 odsek 3
zékona €. 367/2024 Z. z.

Vypractvanie alebo posudzovanie
koncep¢nych dokumentov tykajtcich sa
sektoroch kritickej infrastrukttry.

Odolnost’ si vyzaduje aj podporné opatrenia a prilezitosti na rozvijanie schopnosti. Stratégia
si v ramci d’alSieho budovania schopnosti dava nasledujice ulohy, ktoré posilnia celkovy pristup

zvySovania odolnosti.

Aplikaciou d’alSich uloh do praxe sa dosiahne rdmec zmien potrebnych v bezpe¢nostnom
prostredi, ktoré umoznia zabezpecit’ nepretrziti sposobilost’ na useku kritickej infrastruktiry
a poskytovat’ kontinualne zakladné sluzby podla prilohy €. 1 zdkona o kritickej infraStruktuare.

trovni EU. Tieto dve smernice spolo&ne vytvaraju ramec na ochranu kritickej infratruktiry pred kybernetickymi aj nekybernetickymi
hrozbami. Smernica CER ma za ciel’ posilnit’ nekyberneticki odolnost’ kritickych subjektov, ktoré poskytuju ,,zivotne délezité*
zakladné sluzby v 11 sektoroch. Prechadza od obmedzenejSicho konceptu ochrany kritickej infrastruktiry k komplexnejSiemu
konceptu odolnosti kritickych subjektov, pricom sa zameriava na nepretrzitd funkénost’ a poskytovanie sluzieb pred, pocas a po
narusujucich incidentoch. Kritické subjekty budii musiet’ vykonavat’ postdenia rizik, prijimat’ opatrenia na posilnenie odolnosti a
oznamovat' vyznamné naruSenia svojich ¢innosti. Smernica CER tieZ zriadila skupinu pre odolnost kritickych subjektov (CERG),
ktorej ulohou je podporovat’ Komisiu a ul'ahCovat’ spolupracu medzi ¢lenskymi $tatmi a vymenu informacii o otazkach tykajtcich sa
tejto smernice, ako sa stanovuje v jej ¢lanku 19 ods. 1. Od svojho zalozenia v januari 2023, ked’ nadobudla G¢innost’ smernica CER,
sa CERG stretla 13-krat, pocas ¢oho sa uskuto¢nili d6lezité ¢innosti, najma prijatie rokovacieho poriadku CERG konsenzom, diskusie
o stave transpozicie smernice CER na vnutrostatnej urovni a pravny vyklad smernice CER, konzultacie v stvislosti s prijatim
nariadenia Komisie, ktorym sa ustanovuje zoznam zakladnych sluZzieb, pridanie dvoch krajin Eurdpskeho hospodarskeho priestoru ako
pozorovatel'ov (Island a Nérsko), organizacia prvého spoloéného zasadnutia CERG a skupiny pre spolupracu v oblasti NIS v novembri
2023, ako sa stanovuje v smernici o CER, prezentacie hodnotenia hrozieb pre kriticku infratrukturu v EU v utajenom rezime, diskusie
zamerané na konkrétne sektory, ako je vesmir, alebo iné prierezové témy, ako je prisposobenie sa zmene klimy a cezhranicné
hodnotenia rizik a diskusie o zat'azovych testoch kritickej infrastruktary.
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Stcasne sa vytvoria predpoklady pre v€asné prijimanie a realizaciu opatreni na posilnenie odolnosti
kritickych subjektov, zefektivni sa informacny a komunikacny systém pri riadeni rizik, pri ich
rieSeni a tieZ sa vytvori a centralne zabezpeci jednotny a koordinovany spdsob spravovania rizik
a incidentov na useku kritickej infrastruktury.

Funk¢nost’ bezpecnostného systému na useku kritickej infrastruktiry je potrebné nepretrzite
zdokonal'ovat’ v sulade s vyvojom bezpecnostného prostredia. Navrhované opatrenia sa realizuju
prostrednictvom plnenia tloh, napriklad podl'a § 15 zakona o kritickej infrastruktare Gstredny organ
na useku kritickej infrastruktury méze uskutocnit’ po vzajomnej dohode uskutocnit’ najmenej raz
rocne koordina¢ni poradu s kritickymi subjektami vo svojej pOsobnosti s cielom vymeny
informacii a skisenosti. Ustredné organy budi informovat’ o zaveroch z tychto porad MV SR alebo
skupinu v pripade potreby d’alSieho rieSenia.

Uloha Popis ulohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizacie
¢. 8 Budovat’ bezpeénostni MV SR, MH SR, MO SR, SIS, Najmenej 1x roéne.
komunitu v sektoroch MD SR, MIRRI SR, NBU, MF SR,
kritickej infrastruktary. SSHR SR, MZ SR, | kritické subjekty
MZP SR, MPRV SR | okrem vynimiek

podla § 19 ods. 3
zakona o kritickej
infrastrukture.

Na zabezpecenie jednotného postupu pri vyhotovovani hlaseni o kontrole je kl'icové
vytvorenie spoloc¢nej Sablony, ktoru poskytne MV SR. Tato Sablona bude navrhnuté tak, aby bola
prehladna, komplexnd a umoziovala efektivne spracovanie a vyhodnocovanie informadcii.
PouZivanie spolo¢nej Sablony zabezpeci, ze vSetky kontrolné spravy buda obsahovat relevantné
a porovnatelné informacie, o ul'ah¢i centrdlne vyhodnocovanie a riadenie rizik kriticke;j
infrastruktiry na urovni §tatu. So zavermi z kontrol sa bude zaoberat’ skupina a tieto zavery budi
stcastou tlohy €. 6 vo vyhodnoteni spravy o bezpecnostnej situdcii na useku kritickej infrastruktury.

Uloha Popis ulohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizacie
¢.9 Vytvorit’ jednotni MV SR MO SR, SIS December 2026
Sablonu pre hlasenie o
kontrole v kritickych
subjektoch.
Nevyhnutnym  predpokladom kvalitného fungovania bezpeCnostného  vyskumu

v podmienkach SR je spolupraca s d’al§imi institiciami a $tatmi v ramci EU. Terminologicky
slovnik krizového riadenia a zéasady jeho pouzivania vytvara spracovatelom strategickych,
koncepénych a planovacich dokumentov a pravnych noriem, vedeckym a vzdelavacim inStiticiam
podmienky na zjednotenie vykladu terminov a prekladu anglickych vyrazov do slovenského jazyka
a podmienky na ustdlenie zdsad pouZzivania terminov v oblasti bezpec¢nosti Statu a krizového
riadenia v podmienkach SR. Ulohou vedy a vyskumu na useku kritickej infrastruktary by mal byt
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rozvoj teoretickych poznatkov aich Sirenie v praxi v procese budovania odolnosti kritickej
infraStruktury. Vedecko-vyskumné ulohy na tomto tseku sa odporucaju spracovavat formou
riesitel'skych kolektivov z akademickej obce a réznymi grantovymi agentirami.

V tlohe ¢. 10 sa navrhuje aktualizacia terminologického slovnika. Vedecki a pedagogicki
pracovnici verejnych vysokych §kol spolu s pracovnikmi Statnych vysokych skol a vedeckych
ustavov Slovenskej akadémie vied by mali vediet’ participovat’ pri tvorbe koncepcnych materialov
bezpecnostného systému Slovenskej republiky vratane tych, ktoré sa tykaju kritickej infrastruktiry.

Uloha Popis tulohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizacie
¢. 10 Zabezpecit aktualizaciu UV SR MO SR, SIS, MV Do 31. decembra
Terminologického slovnika SR, MH SR, MD 2030
krizového riadenia a zasady SR, MIRRI SR,
jeho pouZivania (2017). SSHR SR, NBU,

MF SR, MZP SR,
MPRV SR, MZ
SR, Akademicka
obec a vyskumné
inStitucie

Dalsou tlohou je vytvorit a presadit spoloéné, minimalne bezpe¢nostné §tandardy
atechnické poziadavky pre vsetky kritické subjekty v sektoroch, vratane bezpecnostnych
Standardov pre fyzicku bezpecnost’ digitdlnej infrastruktary. Tieto Standardy by mali zahfnat
ochranu najcitlivejSej infraStruktiry a informacii (bezpecnost Zzivotne dodlezitych ¢innosti,
kybernetickd bezpecnost, ochrana utajovanych skutocnosti, ochrana vedeckych a technickych
aktiv), d’alej ochranu proti vypadkom energii a tieZ aj ochranu pred prirodnymi hrozbami.

Uloha Popis tulohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizacie
¢ 11 Vypracovat’ odporticania pre MV SR, MH SR, MO SR, SIS, UV Do 3l.decembra
minimalne opatrenia na MD SR, MIRRI SR, SR, kritické 2030
zabezpecenie odolnosti SSHR SR, NBU, subjekty,
kritickych subjektov. MF SR, MZP SR, akademickd obec
MPRYV SR, a vyskumné
institucie

Standardy formou odporacani (d’alej len ,,odporudanie”) poskytni zékladné informécie
o organizaénych a technickych aspektoch ochrany kritickej infraStruktiry vyplyvajlicich
z ustanoveni ¢lanku 13 smernice CER a noriem o odolnosti kritickych subjektov podla ¢lanku 4
smernice CER. Budu sluzit' ako subor konkrétnych usmerneni pre vystavbu, organiziciu alebo
prevadzku systému ochrany.
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Odportéanie?® identifikuje, do akej miery stvisi ochrana kritickej infrastruktiry s ulohami
v oblasti kontinuity poskytovania zékladnych sluzieb, kybernetickej bezpecnosti, ale aj osobnej,
fyzickej, technickej a pravnej bezpecnosti, ako aj s cie'mi kritickych subjektov a ich zdrojmi. Taktiez
modze sluzit ako zdroj referenénych informécii pre vytvorenie jednej alebo viacerych
bezpecnostnych politik kritickych subjektov, odbornych stadii, ktoré su zdrojom poznatkov pre
zodpovedné osoby na useku kritickej infrastruktiry, ako aj pre zainteresované strany, t. j. fyzické a
pravnické osoby, subjekty, sluzby verejnej bezpecnosti a vSeobecnej bezpecnosti, ktoré sa priamo
alebo nepriamo podiel’aji na ochrane kritickej infrastruktury.

Odportacanie je urCené pre kritické subjekty, kontaktné osoby systémov kritickej
infraStruktury a zainteresované strany vykonavajuce ulohy kritickej infrastruktury, ako aj pre tych,
ktori maju zaujem o implementaciu vybranych aspektov bezpecnosti kritickej infrastruktiry vo
svojich organizaciach.

V ramci riadenia kontinuity ¢innosti sa ako opatrenie na zaklade odporicania moézu
vypracovat sektorové Specifikdcie pre riadenie kontinuity cinnosti (Business Continuity
Management — BCM), Plan kontinuity ¢innosti (Business Continuity Plan - BCP) a Plan obnovy
¢innosti (Disaster Recovery Plan — DRP) ako sucast’ bezpe¢nostného planu. Plan kontinuity ¢innosti
(BCP) v subjekte predstavuje suhrn konkrétnych Cinnosti, ktoré sa budi vykonavat v pripade
incidentu na tseku kritickej infrastruktary. Ugelom je zachovanie kontinuity poskytovania
zékladnej sluzby vykonédvania funkcii a dloh v pripade incidentu. BCP upravuje procesy
havarijného planovania a obnovy prevadzky zakladnych sluzieb po vyskyte incidentu na useku
kritickej infrastruktary. Definuje a odporuca moznosti kritické¢ho subjektu a jej zamestnancov tak,
aby bolo mozné prevadzku zékladnych sluzieb obnovit’ v pozadovanom rozsahu a ¢ase na rychle
zvladnutie akéhokol'vek incidentu a zabezpegit kontinuitu Ginnosti.“ Ugelom odporGéania
uvedenych planov je zachovanie kontinuity poskytovania zékladnych sluzieb v pozadovanom
rozsahu a Case, pri koordinovanom riadeni naprie¢ sektorovymi vdzbami, ¢im sa vytvara zéklad
pre jednotny systém odolnosti Statu.

Odolnost’ kritickej infrastruktiry formuje mnoZstvo pravnych a vykondvacich predpisov,
koncepcii a stratégii, ktoré predstavuju formalny zaklad pristupu k budovaniu a zvySovaniu odolnosti
aj na Useku kritickej infrastruktiry. Zoznam relevantnych strategickych dokumentov podla sektorov
poukazuje na stanovenie Standardov na zabezpec€enie kontinuity prevadzkovania zakladnych sluzieb,
ktoré musia sledovat’ su¢asné trendy a koncepcie v bezpecnostnej politike SR (prehl’ad je uvedeny
v Prilohe €. II).

20 Napriklad § 6 pism. i) a § 15 ods. 2 zdkona 0 kritickej infrastrukture.
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4. PODPORA KRITICKYCH SUBJEKTOV A OPATRENIi NA POSILNENIE
SPOLUPRACE MEDZI VEREJNYM SEKTOROM A SUKROMNYM
SEKTOROM

Na zabezpeCenie efektivneho fungovania stratégie je potrebné =zaviest nielen
Standardizované procesy, ale aj podporovat’ silné partnerstva. V prvom rade sa navrhuje zabezpecit
aktivnu ucast’ na podpornych programoch zameranych na rozvoj kapacit, budovanie odbornych
zruc¢nosti a zvySovanie urovne celkovej odolnosti, s dorazom na vyuzivanie dostupnych financ¢nych
nastrojov EU. Ulohou je iniciovat’ a koordinovat’ pripravu projektovych zamerov, zapajat’ sa do
partnerskych konzorcii a efektivne vyuzivat' pridelené zdroje na dosahovanie strategickych cielov
v oblasti odolnosti kritickych subjektov SR.

Dalej sa navrhuje maximalizovat’ pridanti hodnotu finanénej podpory EU prostrednictvom
udrzatel'ného vyuzivania vysledkov projektov a ich integracie do prevadzkovych a strategickych
procesov kritickych subjektov.

S cielom spracovania analyzy potrieb (a stym savisiacich vydavkov) v suvislosti so
zabezpecenim odolnosti kritickych subjektov, budu ustredné organy Statnej spravy na useku
kritickej infraStruktary, spolu s MV SR, komunikovat’ so sikromnym sektorom v ramci tlohy ¢. 8.
Kritické subjekty maji v zmysle §10 ods. 1 pism. b) zdkona o kritickej infrastrukture povinnost’
chranit’ kritickll infrastruktiru. Pri zabezpecCovani tejto povinnosti sa im odporaca aktivne
vyhladédvat’ moZnosti financovania svojej odolnosti z finanénych nastrojov EU a prihlasovat’ sa na
vyhlasené vyzvy na narodnej ako aj eurdpskej urovni. V ramci spoluprice a partnerstva
vyplyvajicej z ulohy ¢. 8, mdzu byt kritické subjekty informované zo strany ustredného organu
Statnej spravy o vyhlasenych vyzvach na narodnej ako aj eurdpskej trovni.

V ramci pripravy Narodného a regionalneho partnerského planu (NRPP) pre programové
obdobie 2028-2034 bude MV SR informovand o planovanych investicidch v oblasti kritickej
infratruktury zo strany gestorov a spolugestorov?! pre pripravu NRPP v ramci ich vecnej
posobnosti, aby bola podl'a moZnosti téma odolnosti kritickych subjektov a ochrany kritickej
infrastruktiry zohl'adiiovana pri planovanych investiciach v NRPP.

Co sa tyka implementacie programového obdobia 2028-2034, odporicéa sa priamo vo
vyzvach tykajlcich sa kritickej infrastruktiry usmernit’ kritické subjekty, aby v ramci planovanych
vydavkov projektov boli zahrnuté aj vydavky suvisiace so zabezpecenim odolnosti (s prihliadnutim
na sektorové Specifikacie vratane vydavkov na organizacné, technické a bezpecnostné opatrenia ako
aj na mechanické zabranné prostriedky, technické zabezpecovacie prostriedky, kamerové systémy,
bezpecnostné prvky informacnych systémov a pod. sektorové Specifikécie) tak, aby bola v ramci
modernizécie kritickej infrastruktiry z eurdpskych zdrojov budovand aj jej odolnost’ reSpektujuc
Specifické pravidla doby udrzatel'nosti modernizacnych procesov bezpecne realizovat’ havarijné
zésahy.

Zamerom je zriadenie dotaénych schém, ktoré by finan¢ne podporovali kritické subjekty pri
modernizacii ich bezpecnostnych systémov a technoldgii a zarovenn by riesili potrebu vécsej

2L Podra uznesenia vlddy SR ¢. 546 z 5. novembra 2025.
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flexibility pri riadeni podpory Unie, vratane silnejSej orientacie na vykonnost, ako aj vicsie
zjednodusenie pre vSetky subjekty zapojené do jej vykondvania.

Proces zvySovania odolnosti kritickych subjektov sa opiera o synergie a sudrznost
s prislu§nymi programami EU, najmi k programu Horizont Eurépa (Horizon Europe), Fondu pre
vnutornu bezpecnost’ (ISF), a viaze sa aj k inym programom, ktoré sa vztahuju na prislusné
eurdpske priemyselné odvetvia a obcCiansku spolo¢nost’, napriklad Program pre jednotny trh a
program Digitalna Eurdpa.
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5. SPECIFICKE POSTAVENIE SEKTORA FINANCIE NA USEKU
KRITICKEJ INFRASTRUKTURY

Sektor Financie predstavuje jeden zo strategickych pilierov kritickej infrastruktary SR. Jeho
vyznam spociva v zabezpecovani stability platobného a kapitalového trhu, fungovania bank a
finan¢nych instittcii, ako aj infraStruktary finan¢ného trhu a riadenia verejnych financii. Eurépska
legislativa stanovuje Specifické povinnosti, ktoré sa odliSuji od ostatnych sektorov kritickej
infrastruktury, ¢o je dovodom osobitného postavenia sektora Financie.

Sektor Financie zohrava kl'ai¢ovu tlohu v stabilite narodného hospodarstva a je tizko prepojeny
s ostatnymi sektormi kritickej infrastruktiry. Je tvoreny troma podsektormi Bankovnictvo, Finan¢né
trhy a Systémy riadenia verejnych financii, vid’ priloha ¢. 1 k zdkonu o kritickej infraStrukture. Na
vSetky tri podsektory je uplatnena vynimka z plnenia povinnosti zdkona o kritickej infrastrukture,
pricom prvé dva podliehaju osobitnym poziadavkdm digitdlnej prevadzkovej odolnosti podla
Nariadenia Eurdpskeho parlamentu a Rady (EU) 2022/2554 zo 14. decembra 2022 o digitalnej
prevadzkovej odolnosti finanéného sektora a o zmene nariadeni (ES) &. 1060/2009, (EU) &.
648/2012, (EU) &. 600/2014, (EU) &. 909/2014 a (EU) 2016/1011 (dalej len ,,nariadenie DORA*)
a podsektor Systémy riadenia verejnych financii spada pod regulaciu zakona ¢. 69/2018 Z. z.

Ak by subjekty finanéného sektora museli sucasne plnit’ povinnosti podl'a zékona o kritickej
infraStruktire aj podl'a osobitnych eurdpskych predpisov, dochddzalo by k duplicite najmé v
oblastiach riadenia rizik, planovania kontinuity, testovania odolnosti a incident reportingu.
Zavedend vynimka sleduje princip ,.jedna poZiadavka — jeden dokaz*, t. j. povinnosti splnené
podl'a nariadenia DORA, alebo podl'a zdkona ¢. 69/2018 Z. z. sa povazuju za splnené aj pre ramec
zékona o kritickej infrastruktary.

Dohl'ad nad ¢ast'ou finan¢ného sektorom v oblasti digitalnej odolnosti vykonava NBS v stlade
s nariadenim DORA a usmerneniami eurdpskych orgdnov dohladu (EBA, ESMA, EIOPA).
Vynimka preto umoziuje, aby dohl'ad nad sektorom Financie vykonavali organy s prislusnou
odbornost'ou a mandatom, ¢im sa predchadza duplicite procesov.

Ustanovena vynimka neznamena, ze sektor Financie strdca postavenie na useku kritickej
infrastruktury. Nad’alej zostdva kritickym sektorom podla smernice CER aj podla zékona
o kritickej infrastrukttre, avSak jeho povinnosti sa plnia prostrednictvom Specifickych sektorovych
ramcov (DORA, NIS 2). Tym sa zabezpecuje vysoka Uroven ochrany a zaroven sa predchadza
zbytocnej administrativnej zat'azi.

Pre zabezpecenie odolnosti sektora Financie je preto nevyhnutna efektivna a uc¢inna spolupraca
subjektov dohl'adu.

Uloha  Popis iilohy Zodpovedny Sucinny subjekt Casovy horizont
subjekt realizacie
¢. 13 Vytvorit pracovnu skupinu pre MF SR NBS Do
sektor ,,Financie* 31. marca 2026

Implementéciou tejto stratégie sa posilni schopnost’ bank, financnych institucii a systému
riadenia verejnych financii ¢elit’ naruSeniam, obnovit’ prevadzku a zabezpecit’ kontinuitu kI'aicovych
sluzieb v sulade s legislativnymi pozZiadavkami.
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6. ZOZNAM ORGANOV STATNEJ SPRAVY A PRISLUSNYCH
ZAINTERESOVANYCH STRAN ZAPOJENYCH DO VYKONAVANIA
STRATEGIE

Stratégiu vypracovalo Ministerstvo vnutra SR na zaklade § 5 pism. a) v spojeni s § 7 zdkona
o kritickej infraStruktire. Vzhl'adom nato, ze kriticka infrastruktira je v SR prierezova agenda
v posobnosti viacerych ustrednych orgénov Statnej spravy podla § 3 pism. ¢) zédkona o kriticke;j
infrastrukture, na priprave stratégie spolupracovali aj Ministerstvo hospodarstva SR, Ministerstvo
financii SR, Ministerstvo investicii, regiondlneho rozvoja a informatizdcie SR, Ministerstvo
dopravy SR, Ministerstvo zivotného prostredia SR, Ministerstvo zdravotnictva SR, Ministerstvo
podohospodarstva a rozvoja vidieka SR, Narodny bezpecnostny trad a Sprava Statnych hmotnych
rezerv SR.

Vzhl'adom na Specifické postavenie subjektov digitdlneho sektora a finan¢ného sektora sa na
plneni stratégie podiel'aji dotknut¢ UOSS SR iba v takom rozsahu, v akom kritické subjekty maju
povinnosti podl'a zdkona o kritickej infrastrukture.

S cielom ist’ nad rdmec ochrany kritickej infrastruktiry a v§eobecnejsie zabezpecit’ odolnost’
kritickych subjektov prevadzkujicich kriticka infraStruktiru, ktoré poskytuju zédkladné sluzby na
trhu, je potrebné zapojit’ do vykondvania stratégie aj KBR SR.

Bezpecnostné informacie su kli¢ové pre v€asné varovanie a reakciu na hrozby a preto do
systému vykondvania stratégie vstupuju aj subjekty zodpovedné za ich zber, analyzu a operativne
vyuzitie:

. SIS (vratane NBAC) a Vojenskeé spravodajstvo (vratane Centra kybernetickej obrany)
- zodpovedaju za zber a analyzu spravodajskych informacii.

. Policajny zbor SR - riesi trestnopravne aspekty kriminality, zabezpecuje verejny
poriadok a bezpecnost'.

Cielom stratégie je vymena informécii?? s tymito zlozkami o hrozbach a potencialnych
rizikach. Tato spolupraca je nevyhnutnd na vytvorenie komplexného situa¢ného povedomia a na
vCasnu identifikaciu proti pokroc€ilych pretrvavajicich kybernetickych hrozieb (APT), vratane
Statom podporovanych aktérov, ktoré ako dlhodobé, cielené a technicky sofistikované pdsobenie
moZu zasadnym spdsobom ohrozit’ kritické subjekty a ich kriticka infraStruktaru.

Dalsi délezity bod zapojenia predstavuje akademicka spolupraca. Tento délezity zdroj
predstavuje inovacie, vyskum a expertizne znalosti, ktoré su klacové pre pochopenie novych
hrozieb a vyvoj modernych metdd zvySovania odolnosti. Poskytovanie zékladnych sluzieb je
neustaly proces, ktory si vyzaduje budovanie znalostnych kapacit, preto do stratégie st zapojeni aj
akademicky sektor, vyskumné institacie a zaujmové zdruZenia pravnickych osob.

2 podra § 38 zékona ¢. 575/2001 Z. z. o organizacii ¢innosti vlady a organizcii Gstrednej §tatnej spravy v zneni neskorsich
predpisov.
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7. OPIS ZAVEDENYCH OPATRENI, KTORE SU ZAMERANE NA
UCAHCENIE VYKONAVANIA POVINNOSTI MALYMI A STREDNYMI
PODNIKMI, KTORE SU IDENTIFIKOVANE AKO KRITICKE SUBJEKTY

Celkovo je proces zabezpecCenia odolnosti kritickej infrastruktiry komplexnym usilim, ktoré si
vyzaduje neustdlu aktualizdciu a prispdsobovanie sa meniacim sa bezpeCnostnym hrozbam.
Kriticky subjekt spolu s ustrednymi orgdnmi musi neustale monitorovat’ vyvijajucu sa situaciu a byt
pripraveny aktualizovat potrebné bezpecnostné opatrenia na zabezpeCenie ochrany kriticke;j
infrastruktiry a predchadzat’ pripadnym incidentom s cielom zvySovania celkovej odolnosti. Pri
odpori¢ani minimalnych opatreni na zabezpecenie odolnosti kritického subjektu ustrednym
organom podl’a § 6 pism. 1) zakona o kritickej infraStruktare buda Gstredné organy dbat’ o primerané
prehlbovanie povinnosti len vo vztahu k jeho kritickej infraStruktire z dovodu zabezpecenia
odolnosti kritickej infraStruktiry a zabezpecenia poskytovania zékladnej sluzby.

Ak uz kriticky subjekt uskuto¢nil iné postdenia rizika alebo vypracoval dokumenty na plnenie
povinnosti podl'a osobitnych predpisov®, ktoré su relevantné pre jeho postdenie rizika kritickym
subjektom, moze tieto posudenia a dokumenty pouzit’ na splnenie poziadaviek ustanovenych v
zdkone o kritickej infrastruktare. Ustredny organ modze vyhlasit takéto posudenie rizika
uskutocnené kritickym subjektom, ktoré sa zaoberd rizikami a mierou zavislosti, za Uplne alebo
Ciastocne v stlade s povinnostami podla zdkona o kritickej infrastruktare. Ak Ustredny organ
posudenie rizika nevyhlasi za suladné s povinnostami, oznami kritickému subjektu, Ze je povinny
vykonat’ posudenie rizika kritickym subjektom, a ur¢i na to primeranu lehotu, ktord nemdéze byt
krat$ia ako Sest’ mesiacov a dlhsia ako devit mesiacov v zmysle § 11 ods. 3 zakona o kritickej
infraStruktire.

Ochranu prvkov kritickej infraStruktury upravuje zakon ¢. 45/2011 Z. z., ktory plati
v prechodnom obdobi az do procesu identifikdcie novych kritickych subjektov jednotlivymi
ustrednymi orgdnmi (najneskor do 17.7.2026). Zakon €. 367/2024 Z. z. zasadnym spdsobom meni
legislativnu Gpravu ochrany kritickej infraStruktary, pricom aplikécia nového zdkona je podmienena
schvalenim predlozenej stratégie a kritérii vyznamnosti®* vladou SR. V tomto ¢asovo vymedzenom
tzv. prechodnom obdobi trva povinnost’ zabezpecit’ ochranu prvkov kritickej infrastruktiry podla
§ 9 zakona €. 45/2011 Z. z. reSpektujuc pritom ustanovenia § 13 a § 21 zakona ¢. 367/2024 Z. z.

23 Napriklad § 18 ods. 1 pism. b) zékona &. 319/2002 Z. z. o obrane Slovenskej republiky v zneni zdkona &. 306/2019 Z. z., § 7 ods. 5,
priloha €. 1 bod B. pism. f), bod C. pism. k) a bod D. pism. f) zadkona ¢. 541/2004 Z. z. v zneni neskorsich predpisov, § 10 zédkona ¢.
128/2015 Z. z., zékon €. 69/2018 Z. z. v zneni neskorsich predpisov, zdkon €. 95/2019 Z. z. o informaénych technoldgiach vo verejne;j
sprave a o zmene a doplneni niektorych zdkonov v zneni neskorsich predpisov.

24 Kritéria vyznamnosti vplyvu na urcenie kritickych subjektov a kritickych subjektov osobitného eurdpskeho vyznamu pre kazdy
sektor a podsektor a pre kazdu zakladnt sluzbu podl'a prilohy €. 1 zédkona €. 367/2024 Z. z. o kritickej infraStruktire a o zmene a
doplneni niektorych zékonov. Pozri uznesenie vlady SR k stratégii odolnosti kritickych subjektov uloha B3.
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8. SPOLUPRACA A MEDZINARODNI PARTNERI

SR je demokraticky a pravny §tat, ktory dodrziava principy zakladnych prav a slobdd. Preto
sa pri medzindrodnej spolupraci v oblasti odolnosti kritickych subjektov zameriava na politicku
a technickt spolupréacu so Statmi a medzinarodnymi organizaciami, ktoré reSpektuji a presadzuju
rovnaké hodnoty.

Odolnost’ kritickej infrastruktiury predstavuje kliCovy prvok narodnej a medzinarodnej
bezpecnosti v dneSnom komplexnom bezpecnostnom prostredi. SR si plne uvedomuje tto
skutoCnost’” a aktivne sa zapdja do medzindrodnych mechanizmov zameranych na cvicenia
a zatazové testovanie kritickych subjektov, ktoré posilnia odolnost’ a pripravenost’ na zvladanie
hrozieb pre zachovanie zivotne dolezitych spolocenskych funkcii, hospodarskych cinnosti,
verejného zdravia, bezpeénosti alebo Zivotného prostredia a na vnutornom trhu EU,

Spolupraca v ramci Eurépskej uinie

SR ako ¢&len EU sa v oblasti ochrany kritickej infradtruktury podiel’a na praci v ramci stalych
pracovnych skupin EU. Zvlast dolezita je jej Gcast v skupinach ako je skupina pre odolnost
kritickych subjektov (CERG? zriadena na zaklade ¢lanku 19 smernice CER) a pracovna skupina
Rady EU pre civilnii ochranu v konfigurécii pre odolnost’ kritickych subjektov (PROCIV CER),
ktoré sa zameriavaju na koordindciu politik, zdielanie osvedCenych postupov
a rozvoj opatreni potrebnych na zvySenie odolnosti kritickej infrastruktiry. SR je pripravena
roz§irovat’ spolupracu s ostatnymi ¢lenskymi §tatmi Eurépskeho hospodarskeho priestoru. Cielom
je nielen zdielanie informdcii a skdsenosti, ale aj vytvaranie synergickych efektov pri rieSeni
cezhraniénych hrozieb a budovani spolo¢nej odolnosti. Tato spolupraca sa odvija od principu
zodpovednosti za bezpecnost’ a odolnost’ vlastnych zékladnych sluzieb, pretoze hrozby moézu
ovplyvnit fungovanie celého vnitorného trhu EU, najmi v kontexte rasticej vzajomnej zavislosti
medzi sektormi vnutri §tatu aj cezhranicne.

Spolupraca v ramci NATO

V oblasti obrany je SR viazana clenstvom v NATO, ktoré¢ kladie velky doraz na ochranu
kritickej infraStruktiry, pretoZe jej naruSenie moZe mat’ priamy dopad na kolektivhu obranu a
schopnosti reagovat’ na krizy. Ciel'om je zabezpec€it, aby kriticka infrastrukttra ¢lenskych Statov
bola dostatocne chrdnena pred réznymi hrozbami a aby bola zabezpecena jej funkénost’ aj v
krizovych situacidch. V tejto nadvéznosti sa odporti¢a izka spolupraca SR s NATO prostrednictvom
odbornych zastupcov UOSS SR v pracovnych skupinach a vo vyboroch NATO.

Spolupraca v ramci sukromného sektora a akademickej obce

ZvySovanie odolnosti kritickych subjektov si vyZzaduje Uzke prepojenie nielen medzi
Statnymi inStitGciami, ale aj s tymi, ktori infraStruktaru priamo prevadzkuju a spravuji —
sukromnym sektorom — a s tymi, ktori prind$aji nové poznatky a inovativne rieSenia — akademickou
obcou.

25 Skupina pre odolnost’ kritickych subjektov zasada pravidelne a v kazdom pripade aspofi raz ro¢ne sa schadza so skupinou NIS pre
spolupracu zriadenou (podl'a smernice (EU) €. 2022/2555) s ciel'om podporovat’ a ul'ah¢ovat’ spolupracu a vymenu informacii.
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Zapojenie sukromného sektora

Stkromny sektor zohrava v oblasti kritickej infrastruktiury nezastupitel'ni ulohu, preto je
nevyhnutné budovat’ silné partnerstvda a mechanizmy spoluprace, ktoré zabezpecia efektivnu
vymenu informdcii o potencidlnych hrozbach, rizikach a incidentoch. To zahfna pravidelné dialogy,
spolo¢né cvicenia a iniciovanie opatreni ako sicast’ strategického ciela ¢. 3: Komplexny pristup k
odolnosti. Realizécia navrhovanych opatreni vSak nesmie neprimeranym sposobom zat'azovat
podnikatel'ské subjekty, ktoré budu identifikované ako kritické subjekty.
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9. ZAVERY A IMPLEMENTACNE ODPORUCANIA

Ciel'om predkladane;j stratégie podl'a transponovanej smernice CER v § 7 zadkona o kriticke;j
infraStrukture je stanovit’ ciele, so zdmerom zvysit odolnost’ kritickych subjektov, a to nielen pokial
ide o pripravenost’, ale aj o systém reakcie, koordinacie a posudzovanie informécii o incidentoch
a hrozbach. Preto je potrebné definovat’ a naplanovat’ tieto dblezité kroky, aby sa dosiahol o
najefektivnejsi pristup k budovaniu odolnosti.

Tato stratégia sa vykonava v sulade s pravnym ramcom kybernetickej bezpecnosti podla
zékona €. 69/2018 Z. z. o kybernetickej bezpecnosti a o zmene a doplneni niektorych zékonov v
zneni neskorsich predpisov a jeho vykonavacich predpisov?®.

Hlavna zodpovednost’ za implementaciu, monitorovanie a podavanie sprav k Stratégii ma
MV SR, ktoré ma v ramci medzirezortnych a prierezovych tuloh koordinaéni funkciu.
Medzirezortnd koordinacia na najvySSej Urovni a operativna koordinacia implementacie bude
prebiehat’ prostrednictvom stalej medzirezortnej skupiny pre kriticka infrastruktaru, ktorej ¢lenmi
st nominovani zastupcovia jednotlivych UOSS SR a spravodajskych a bezpe¢nostnych zloziek.

Na uspesnu implementéciu stratégie je potrebné zadefinovat predpoklady zabezpecenia
kontinuity realizécie opatreni a Gloh ustanovenych stratégiou. Stratégia je strednodoby dokument,
ktory sa prijme na obdobie 4 rokov, v pripade zmeny bezpecnostného prostredia alebo inych
vplyvov, ktoré by mohli vyrazne ovplyvnit’ fungovanie zakladnych sluzieb v SR, sa m6Ze dokument
aktualizovat’ aj skor.

Navrhuje sa, aby podla § 7 ods. 1 pism. g) zdkona o kritickej infraStrukture skupina pre
kritickil infrastruktiru spracovala ro¢nt spravu o vyhodnoteni bezpecnostnej situdcii na useku
kritickej infrastruktary, ktorej sti€ast’ou bude aj opis a stav jednotlivych schvéalenych uloh v rdmci
stratégie.

Pre realizaciu stratégie plati vSeobecné pravidlo, Ze zdkladnym sposobom financovania
opatreni napldnovanych stratégiou je ich priame zaclenenie do sektorovych politik. Druhym
pravidlom, na ktoré by sa pri financovani malo prihliadat, je identifikdcia pozitivnych
medzisektoralnych synergii a spéjanie viacerych financnych zdrojov na realizaciu rozsiahlejSich
opatreni ako st napriklad:

e odporucania pre minimélne opatrenia na zabezpecenie odolnosti kritickych subjektov,
e zabezpecenie a implementacia vhodného spdsobu na nahlasovanie incidentov v kritickej
infraStrukture.

Niz8ie uvadzame existujice zdroje na financovanie €innosti spojenych s komplexnym
riadenim rizik bezpecnostnych hrozieb:

% Najmai vyhlasky Néarodného bezpetnostného uradu ¢&. 226/2025 Z. z., ktorou sa ustanovujii podrobnosti o hlaseniach a vyhlaskou
Narodného bezpecnostného tradu ¢&. 227/2025 Z. z. o bezpe€nostnych opatreniach), zakona ¢. 95/2019 Z. z. o informacnych
technoldgiach vo verejnej sprave a o zmene a doplneni niektorych zdkonov v zneni neskorSich predpisov a jeho vykonavacich
predpisov, ako aj nariadeni EU - 2016/679 vieobecné nariadenie o ochrane udajov GDPR, 2024/1689 akt o umelej inteligencii,

2023/2854 akt o tidajoch, 2022/868 akt o sprave udajov a 2024/2847 akt o kybernetickej bezpecnosti.
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e kazdy ustredny organ realizuje schvalené opatrenia v ramci schvalenych narodnych planov
rozvoja a plnenia rezortnych stratégii,

e v ramci ochrany kritickej infrastruktury maju prislusné UOSS SR vytvoreny medzirezortny
rozpoctovy program 0AS Ochrana kritickej infrastruktury v SR.

Okrem §tatneho rozpoétu su d’alou moznost'ou finanénych zdrojov programy a fondy EU.

Mozné zdroje dodatocného financovania:

e Statny rozpocet,

e Program Slovensko,

e Dilateralne programy SR zamerané na vedu a vyskum,

e komunitarne programy EU: DG ECHO, DG HOME, Horizon Europe a iné, ktoré podporuji
¢innosti v oblasti vedy, vyskumu a inovécii aj z oblasti bezpecnosti a civilnej ochrany,

e iné medzinarodné programy.
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ZOZNAM PRILOH

Priloha ¢. 1  Posudenie rizika v sektoroch kritickej infrastruktury SR.
Priloha ¢. 2 Zoznam strategickych dokumentov podl'a sektorov.

Priloha €. 3 Opis procesu, ktorym sa identifikuju kritické subjekty.
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