
Postulación 2025: Vicepresidencia del Comité de Ciberseguridad 

Estimado Consejo Directivo de la Asociación de Internet MX (AIMX), 

Por medio de la presente, me dirijo a ustedes para postular mi candidatura, en 
representación de Ivan Díaz González miembro de Abogainge, para ocupar el cargo 
de Vicepresidente del Comité de Ciberseguridad para el siguiente periodo. 

Consciente de los retos críticos que enfrenta nuestra industria y la visión de la Asociación, 
presento mi perfil y un plan de trabajo enfocado en fortalecer la resiliencia de nuestros 
afiliados y posicionar a la AIMX como el referente técnico indispensable en la agenda 
nacional de ciberseguridad. 

1. PRESENTACIÓN DEL AFILIADO: ABOGAINGE. PERITO INFORMÁTICO 

En Abogainge (peritoinformatico.mx), operamos desde la convicción de que la ciberseguridad 
no es un producto, sino un proceso integral de gobernanza, técnica y defensa legal. Somos 
una firma dedicada a materializar el Principio #6 de la AIMX (Ciberseguridad)  para todos los 
afiliados.    

Nuestra misión es blindar la operación digital de la industria. Nuestros servicios  están 
diseñados para fortalecer la postura de seguridad de los miembros de la AIMX:    

• Ciberseguridad y Normativa de Seguridad: Nuestro servicio principal es la 
implementación y auditoría de marcos de seguridad robustos. Damos soporte directo 
a empresas para la obtención de certificaciones críticas como ISO 27001 y PCI-DSS , 
transformando la norma en una ventaja operativa.    

• Peritaje Informático Forense: Actuamos como expertos técnicos en procesos 
judiciales (penales, mercantiles, civiles) , especializados en la recolección, 
preservación y presentación de evidencia electrónica , un pilar fundamental de la 
respuesta a incidentes.    

• Protección de Datos Personales (DPO): Ejercemos como Oficiales de Protección de 
Datos (DPO) externos , gestionando el riesgo y el cumplimiento normativo desde una 
perspectiva técnica y legal.    

• Gobernanza de IA: Asesoramos en el despliegue de sistemas de IA, asegurando que 
su implementación cumpla con los estándares de seguridad y privacidad desde el 
diseño.    

Nuestra firma existe para proveer la pericia técnica y regulatoria que la economía digital 
demanda. 

IVÁN DÍAZ GONZÁLEZ 

Para liderar el Comité de Ciberseguridad, ofrezco un perfil ejecutivo y técnico forjado en la 
primera línea de la seguridad de la información. Mi propuesta de valor se cimienta en la 
sinergia de tres roles complementarios :    



1. El CISO Estratégico: Como actual CISO (Chief Information Security Officer) de un 
grupo empresarial , mi responsabilidad diaria es la gestión del riesgo. Entiendo la 
ciberseguridad no como un silo técnico, sino como un habilitador de negocio que 
debe alinearse a la estrategia, el presupuesto y la realidad operativa de las 
empresas.    

2. El Auditor e Implementador (ISO 27001 / PCI-DSS): Mi experiencia de más de 19 
años  incluye el soporte directo a compañías para lograr y mantener certificaciones 
en ISO 27001 y PCI-DSS. Esto me da un dominio práctico de los controles, procesos 
de auditoría y la implementación de Sistemas de Gestión de Seguridad de la 
Información (SGSI). Hablo con fluidez el lenguaje de los estándares internacionales, 
fundamental para interactuar con la visión de la Presidencia de la AIMX.    

3. El Perito Informático Forense: Mi registro como Perito Informático ante el Poder 
Judicial de la Federación  me califica no solo para prevenir incidentes, sino 
para gestionarlos cuando ocurren. Poseo la pericia técnica para realizar análisis 
forenses y la acreditación legal para defender la integridad de la evidencia digital en 
tribunales , cerrando el ciclo completo de la respuesta a incidentes.    

Mi perfil dual como Ingeniero y Abogado  me permite traducir los requisitos regulatorios en 
controles técnicos implementables, y viceversa, asegurando que la voz de la AIMX en el 
debate público sea técnicamente precisa y estratégicamente sólida.    

PLAN DE TRABAJO 

Mi visión para el Comité de Ciberseguridad es convertirlo en el centro neurálgico de la 
capacidad de respuesta de la industria. Propongo un plan de trabajo pragmático, enfocado en 
entregar valor tangible a los afiliados y liderar la agenda pública. 

EJE 1: LIDERAZGO TÉCNICO EN LA AGENDA LEGISLATIVA (LA VOZ DEL IMPLEMENTADOR) 

La próxima "Ley de Ciberseguridad"  es la prioridad nacional. Mi objetivo es asegurar que esta 
ley sea práctica, aplicable y eficaz, evitando cargas regulatorias que no se traduzcan en 
mayor seguridad.    

• Análisis Técnico de la Ley de Ciberseguridad: Encabezar el análisis de la iniciativa , 
aportando la visión del CISO y del implementador de ISO 27001. Nos enfocaremos en 
definir de manera precisa conceptos clave como "infraestructura crítica", "operadores 
de servicios esenciales"  y las atribuciones de la futura "Agencia Nacional de 
Ciberseguridad" (ANC) , asegurando que la ley promueva la resiliencia y no solo el 
cumplimiento punitivo.    

• Alineación con Estándares Globales: Promover activamente que la legislación 
mexicana se armonice con marcos internacionales probados (como la familia ISO 
27000), facilitando el cumplimiento para las empresas  y alineándonos a la visión de 
la Presidencia de la AIMX.    

EJE 2: FORTALECIMIENTO DE CAPACIDADES PARA AFILIADOS (EL VALOR DEL COMITÉ) 



La fortaleza de la Asociación reside en la de sus miembros. Propongo crear herramientas 
directas para elevar la madurez en ciberseguridad de todos los afiliados: 

• "Compliance Task Force" (ISO 27001 / PCI-DSS): Crear un grupo de trabajo 
enfocado en "traducir" los estándares de seguridad. Desarrollaremos guías de 
implementación ágil, mapeos de controles y talleres prácticos para ayudar a las 
PyMEs de la Asociación a adoptar marcos como ISO 27001 y PCI-DSS , reduciendo la 
brecha entre grandes y pequeñas empresas.    

• "AIMX CERT" (Centro de Respuesta a Incidentes): Articular un punto de contacto 
centralizado en el Comité para compartir inteligencia de amenazas (IoCs, TTPs) en 
tiempo real entre los afiliados, mejorando nuestra capacidad de defensa colectiva. 

EJE 3: PREPARACIÓN Y RESPUESTA A INCIDENTES (EL ROL DEL PERITO) 

La prevención es ideal, la respuesta es indispensable. Usaré mi experiencia forense  para 
preparar a los miembros para el "día después" de un incidente.    

• Protocolo Unificado de Respuesta a Incidentes (PURI): Desarrollar y difundir un 
protocolo estándar de la AIMX. Este PURI guiará a los afiliados sobre los 
pasos técnicos y legales inmediatos a tomar durante una brecha de seguridad (ej. 
Ransomware, fuga de datos), con un enfoque en la preservación de evidencia 
digital  (logs, metadatos, etc.) para asegurar su validez en futuras acciones legales o 
de seguros.    

• Simulacros y Wargames: Organizar simulacros de crisis (Wargames) para los CISOs 
y equipos legales de los afiliados, probando nuestra capacidad de respuesta conjunta 
ante amenazas complejas. 

Mi compromiso es liderar un Comité de Ciberseguridad proactivo, técnico y colaborativo, que 
sirva como el escudo y la espada de la industria digital en México. 

Agradezco su atención y quedo a su disposición. 

Atentamente, 

Ing. y Lic. Iván Díaz González En representación de Abogainge. Perito Informático, S.C. 

 


