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HOW TO GET STARTED

« Log in to the Brinant Al Guardian App
« Once the App is open, you will land on the dashboard page

« In the top right-hand corner, you will see your emergency
buttons, such as "Fire", "Armed Response', and "Medical". -
o Here you can also see the location where the CCU unit is
installed.

« At the bottom of the screen, you will see the page view
options:
o Dashboard
o Events
o Devices
o More
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DASHBOARD PAGE

. At the top of the screen, you will see which "Site" is enabled
. On the dashboard, you will see
- Active Event
o Status
o Groups
. If you do not see "Active Events" yet, your CCU unit has not yet
picked up an event

ACTIVE EVENTS

- View Details: You will see a photo of the event, along with the
camera information that detected it.

. Immediate Actions: Choose how to respond to the event.

. Send a message to the response team: Provide instructions to your
private security service provider regarding the event.

. Below "Immediate Actions", you can see your recent event & action
history.

. Verify to cancel & close events: In your settings, on the“More”
page, set up your password and Duress colours, so that you can
verify events.

o Why? In the case of a crime, the perpetrators won't be able to
turn off events easily, making it safer for you.
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STATUS

. In the status section on the dashboard page, you can choose to arm
or disarm your CCTV site
« You can choose between "Away Arm", "Disarm" or “Part Arm”
o Away Arm: Arm all units in the site
o Disarm: Disarm all units in the site
o Part Arm: Arm & disarm certain CCTV groups in the site. This
can only be enabled in the “Groups” section

. Here you can find your CCTV groups for the specific site

« When you click on a particular group, such as "Braai Area", you can
arm or disarm it.

. Groups are set-up on the “More” page under “Site Settings” -
“Manage Groups”

. Part Arm - If you want to arm only some camera groups in the site,
select a group, and then choose "Arm/Disarm/Chime".

o Chime mode: Set this up on the “More” page under - “Site

Settings” - “Manage Groups”
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EVENTS PAGE

. Event list: You will see a history of all
the events that took place for the site
you selected.

. View Details: See what triggered that
event.

- Recent Events: View recent events
connected to the current event, for
example, the same car driving by on a
different date.

. Update Event: You can delete the event
image or choose to "Improve the Al" if
you are not happy with the results.
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DEVIGES PAGE

. CCU’s: On the devices page, you can see the CCU
unit attached to the site, along with its details
when you click on the CCU image

- Network analysis: After you clicked on the CCU
image, you will see “Network details”. Click on
this section advanced “Network health details” of
the CCU

. Device Details: Here you can see important CCU
feature
o Send a command: Advanced CCU commands
like updates, reboots etc.

. Clever Cameras: In this section, you can name
the camera, assign them to a group & CCU,
enable vehicle detection, set privacy regions,
delete the camera, etc.

o Disarm Group & Chimes if you can’t access
this section.

. Set Privacy Regions: Draw static privacy masks to
exclude areas from Al detection and recording,
such as a public street or a neighbour's property.




(o

Brinant
GROUP

MORE PAGE

HOW TO SET-UP YOUR ACCOUNT

. Site Settings
o Site Information - Set up your Site with the Site name (for example,
"House 1 PTA"), Site address, and site image.
« Site images can help the armed response identify your Site
easily.
o Manage Groups - Set up your CCTV camera Groups. For example, the
"Braai Area" is linked to Front Cam 1 & Front Cam 3
o Chime mode - Activate this mode for low-priority
notifications, such as deliveries, which won't trigger a full
security alert
o IManage Users - Assign users and their roles, specify their app
password settings for Duress and define their notification settings
o Schedules - Easily create smart schedules to automatically arm or
disarm your entire site - or individual groups - based on the time of
day and day of the week

. Events & Monitoring
o Control Room - Connect your off-site monitoring/armed response
company
o Response Settings - Edit the notes for your armed response
company, like whether you're on holiday, for example
o Set your Password & Duress settings for Armed Response
companies
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MORE PAGE (PT.2)

. User Profile & Security
o Profile Information - Update Your Details - not all fields are required
o Notification Preferences - Choose which Site notifications you want
to see
o Change password - We've all been there
- Biometric App Lock - Enable your biometrics to lock the App
- Join site - Join additional sites
o Create an additional site - For your business, holiday home, etc.
o Leave Site: It’s as easy as 1,2,3

. General
o App Info: See the app specifications
o Appearance: Choose between “Light Mode” & “Dark Mode”
o Enable Push Notifications: Enable pop-up notifications generated by
the when it’s not open
o Log Out: Be sure to save your login details in a safe place
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CONTACT INFORMATION

©) (086)117 4343

1 info@brinant.co.za

@ brinant.co.za/ai-guardian-app



tel:086%20117%204343
mailto:info@brinant.co.za

