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INFORMATION NOTICE REGARDING THE PROCESSING OF PERSONAL DATA THROUGH THE GUEST NETWORK 
1. DATA CONTROLLER
SAN-TUR TURİZM A.Ş. (“Company”), as the data controller within the scope of the Law on the Protection of Personal Data No. 6698 (PDPL), may record, store, update, process, disclose, and transfer your personal data to third parties in accordance with the Law. Pursuant to Article 3 of the Law, personal data refers to any information relating to an identified or identifiable natural person. Within this scope, this Information Notice has been prepared by our Company to inform you about the processing of your personal data collected through the guest network

As the Company, we are the legal entity that determines the purposes and means of processing your personal data and is responsible for establishing and managing the data recording system. Upon obtaining your explicit consent or, in cases where explicit consent is not required, upon providing you with the necessary information, your personal data will be processed by our Company in compliance with data security principles . While processing your personal data, we may also authorize one or more data processors and ensure that the required level of data security is maintained.
2. PROCESSED PERSONAL DATA
Through the guest network login, the following personal data may be processed:

	Identity Data
	Name, Surname, Date of Birth

	Contact Data
	E-mail Address

	Customer Transaction Data
	Language Preference, Room Number

	Risk Management / Transaction Security Data

	User IP, Mac ID, Device Name, Transaction Log Data, Security and Verification Log Records, E-message Permission/Consent Status



3. METHOD OF COLLECTING YOUR PERSONAL DATA
Your personal data is collected electronically for the Company to fulfill its legal obligations primarily under the Law No. 5651 on the Regulation of Publications on the Internet and Combating Crimes Committed through Such Publications, for reasons stipulated in laws, and based on the Company’s legitimate interests. 
The data is collected through:
a) Electronic systems,
b) Guest network access form,
c) Log records collected under Law No. 5651

4. PURPOSES AND LEGAL BASIS FOR PROCESSING YOUR PERSONAL DATA
Your personal data collected via the guest network system is processed for the following purposes:

- Compliance with legal obligations under Law No. 5651 and related legislation,
- Providing internet access,
- Fulfilling obligations regarding the maintenance of internet access and usage records,
- Preventing unauthorized internet access,
- Planning and execution of data security activities,
- Performing legally required procedures/records/notifications, 
- Executing information security processes,
- Ensuring your personal safety and the security of the Company,
- Managing emergency processes,
- Resolving legal disputes,
- Conducting and following up legal affairs,
- Providing evidence in potential disputes,
- Providing data to judicial authorities, law enforcement agencies, or other authorized institutions and organizations when requested by law,
- Conducting internal audit, investigation, or intelligence activities,
- Conducting and auditing business operatşons,
- Managing risk processes,
- Ensuring the operational security of the data controller.

These activities are carried out in line with the legal bases stated in Articles 5 and 6 of the Personal Data Protection Law (PDPL), specifically:
· It is explicitly prescribed by law,
· It is necessary for the data controller to fulfill its legal obligations,
· It is mandatory for the legitimate interests of the data controller, provided that the fundamental rights and freedoms of the data subject are not infringed.
Furthermore, among the personal data mentioned above, especially your contact information, may be processed based on your explicit consent in accordance with Article 5/2-a of the (PDPL), for the following purposes:
· Managing customer loyalty processes related to the company, products, or services,
· Conducting customer satisfaction activities,
· Carrying out marketing analysis studies,
· Managing advertisement, campaign, and promotion processes,
· Managing marketing processes for products and services.

5. SHARING OF YOUR PERSONAL DATA
Your personal data collected by the Company is shared, within the scope of the purposes specified above, with suppliers and public institutions or organizations that are legally authorized to receive such data, in accordance with the personal data processing conditions and purposes stipulated under Articles 8 and 9 of the Personal Data Protection Law (PDPL).
In addition, if you give your consent for your contact information to be used for the execution of advertising, campaign, and promotion processes as mentioned above, your personal data may be transferred abroad. This transfer occurs because our email server is hosted by a service provider located outside of Turkey. It is carried out on the legal grounds set forth in Articles 5 and 6 of the PDPL — specifically, that processing is necessary for the establishment, exercise, or protection of a right, or for the legitimate interests of the data controller, provided that it does not harm the fundamental rights and freedoms of the data subject — and based on a Standard Contract duly executed in compliance with applicable data protection regulations.

6. DESTRUCTION OF YOUR PERSONAL DATA
Our Company retains the processed personal data for the periods prescribed by applicable legislation. In cases where no specific retention period is defined by law, personal data are stored for as long as necessary for the provision of services related to the processing purpose, in accordance with our Company’s internal practices and commercial customs. After this period, the data are retained only for the duration required to serve as evidence in possible legal disputes, based on practical necessity.

Upon the expiration of these periods, the relevant personal data are deleted, destroyed, or anonymized during the first periodic destruction process, in accordance with Article 7 of the Personal Data Protection Law (PDPL)

7. YOUR RIGHTS REGARDING THE PROCESSING OF YOUR PERSONAL DATA
Within the scope of Article 11 of the Law, you may submit the following requests to our Company:
a.To learn whether your personal data are being processed and, if so, to request information in this regard,
b. To learn the purpose of processing your personal data and whether they are used in accordance with that purpose,
c. To learn the third parties to whom your personal data have been transferred domestically or abroad,
d. To request the correction of personal data if they are incomplete or inaccurate,
e. To request the deletion, destruction, or anonymization of your personal data in cases where the reasons requiring their processing no longer exist, within the scope of Article 7 of the PDPL,
f. To request that the transactions carried out pursuant to subparagraphs (d) and (e) be notified to third parties to whom your personal data have been transferred,
g. To object to any result arising to your detriment through the analysis of your processed data exclusively by automated systems,
h. To request compensation for damages in the event that you suffer loss due to the unlawful processing of your personal data.

You may exercise the above-mentioned rights in accordance with the PDPL, the provisions of the “Communiqué on the Principles and Procedures for the Request to the Data Controller” published on 10.03.2018, and the relevant applicable legislation, by completing the “Application Form Pursuant to the Personal Data Protection Law,” available on our website, and submitting it through one of the following means:
• In person or by hand delivery to the address: Kadriye Mah. Üçkum Tepesi Caddesi No: 8/1 Belek/ANTALYA, TÜRKİYE, or via notary public or registered mail with return receipt;
• By sending from your registered e-mail address to: kvkk@megasarayhotels.com;
• By sending from a registered electronic mail address bearing a secure electronic or mobile signature to: santur@hs02.kep.tr.

If a person other than the data subject will make a request, a notarized power of attorney specifically authorizing the applicant to act on behalf of the data subject must be submitted.

Requests duly submitted to our Company shall be finalized within no later than thirty (30) days. Should the fulfillment of such requests entail an additional cost, the Company may charge the applicant a fee in accordance with the tariff determined by the Personal Data Protection Board (“Board”). If the Company’s response to your request is provided through a physical recording medium such as a CD or flash drive, a fee not exceeding the cost of the recording medium may also be charged.

Our Company may request additional information from the applicant to verify whether the applicant is indeed the personal data subject and may pose questions to the applicant to clarify the matters stated in the request.

Pursuant to Article 14 of the KVK Law, in cases where the request is rejected, the response is deemed insufficient, or no response is provided within the prescribed period, the data subject may file a complaint with the Board within thirty (30) days from the date of learning the Company’s response, and in any event within sixty (60) days from the date of the application.
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