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PRIVACY STATEMENT 

Your privacy is of great importance to Family Heritage Foundation (“FHF”). As a user of FHF’s 

website (the “Site”), you are valued by FHF, and we will take appropriate measures to protect the 

personally identifiable information (“Personal Information”) provided by and collected from you on 

the Site in connection with the functions, products, services and information offered on the Site (the 

“FHF Services”). 

If you choose to visit the Site, your visit and any dispute over privacy is subject to this Privacy 

Statement, which may change from time to time. If we decided to change our Privacy Statement, we 

will post the revised Privacy Statement on the Site.   

FHF does not knowingly collect information from children under the age of 13.  

Information We Collect 

At the Site, FHF gathers data, such as names, addresses, zip/postal codes, e-mail addresses, etc., only 

when voluntarily submitted by a visitor. Personal Information that we collect falls into three primary 

categories. 

Information that Site Visitors Give Us: We may receive and store the information that you enter at our 

Site or give to us in other ways. You can always choose not to provide some or all of the information 

that we request. This information is used solely by FHF and other entities in furtherance of FHF’s 

charitable activities. 

Automatic Information: Whenever you interact with FHF, we receive and store certain types of 

information. For example, we may use “cookies,” “flash cookies,” or “web beacons” to obtain 

information when your web browser accesses the Site. A cookie is an alphanumeric identifier, which 

we transfer to your computer via your web browser and store on your computer’s hard drive. On most 

web browsers, you will find a “help” section on the toolbar. Please refer to this section for information 

on how to receive notification when you are receiving a new cookie, and how to turn off cookies. Flash 

cookies are local stored objects used to collect and store information about your preferences and 

navigation around the Site. Web beacons are small electronic files that allow FHF to collect website 

statistics, such as the number of users who have visited a page or who have opened an email. 

Information we collect might also include traffic data, location data, logs, your IP address, your 

operating system, and your browser type. Some content on the Site are served by third parties. These 

third parties may also use cookies and other tracking technologies to collect information. 

Email Communications: In order to make the email we send you more helpful and relevant to your 

interests, we receive and store certain types of information. For instance, if your computer supports this 

functionality, we may receive a confirmation when you open an email we send you. We may also 

receive a confirmation when you follow a hyperlink from one of our email messages to our website. If 

you want to stop receiving email from us, simply hit reply and type “unsubscribe” in the subject field 

or contact us by email at: info@fhfi.org.  
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Information We Share 

We are not in the business of selling information about our Site visitors. We consider this information 

to be a vital part of our relationship with you, and we treat it with respect. There are, however, certain 

circumstances in which we may share your information with certain third parties. For example, we will 

share Personal Information with third parties when (i) the person submitting the information authorizes 

us to share it; (ii) the third party is performing a function on behalf of FHF that is directly related to the 

operation of the Site or to a service or information provided on the Site, and access to such information 

is necessary to the performance of such function or to the provision of such services or information 

being provided; or (iii) we are required to by law to do so. 
 

If you are a staff member or volunteer, we use your data to: 

 Help connect you with other staff and volunteers using your personal data; 

 Keep you updated with news and prayers from FHF; 

 Keep you updated about FHF work; 

 Send you information about upcoming events, or to debrief you after them; 

 Keep records of the programs and projects of our work. 

 

If you are a beneficiary, we use your data to:  

 Provide services to you and your family member; 

 Comply with government grant requirements and private funder requirements; 

 Keep you updated about FHF work; 

 Send you information about upcoming events, or to debrief you after them; 

 Keep records of the programs and projects of our work. 

 

If you are a donor, we use your data to: 

 Process your donation; 

 Keep you updated with news and prayers from FHF 

 Ask you for financial support to help achieve FHF’s vision and mission. 

 

Access to Information about You 

If you desire to review your own Personal Information, to correct your existing Personal Information, 

or to remove your Personal Information, please contact FHF via email at info@fhfi.org. If you request 

removal of your Personal Information, you acknowledge that residual information may continue to 

reside in FHF’s records and archives, but FHF will not use that information for commercial purposes. 

FHF reserves the right to maintain your Personal Information if FHF has suspended, limited, or 

terminated your access to our Site for violating FHF Terms of Use. 

Your Choice 

As outlined in this Privacy Statement, you can always choose not to provide information; however, 

doing so may prevent you from making a donation or accessing other valuable features at our Site. 

Links to Third Party Sites 

You may be able to access third-party websites through links available on the Site. You understand and 

agree that your use of such third-party sites will be governed by the privacy statements of those sites 
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and not by this Privacy Statement. FHF will not be responsible for the actions of the operators of such 

third-party websites. 

Data Security 

We have implemented measures designed to safeguard your Personal Information from accidental loss 

and from unauthorized access, use, alteration, and disclosure.  Unfortunately, the transmission of 

information via the internet is not completely secure, and we cannot guarantee the security of your 

Personal Information transmitted to our Site. Any transmission of Personal Information is at your own 

risk. We are not responsible for circumvention of any privacy settings or security measures contained 

on the Site. 


