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 Foreword

Every leader in a regulated industry knows that change 
is inevitable - but managing it well is another story entirely. 
Regulators expect it, businesses depend on it, and yet, despite 
decades of collective experience, change management 
remains one of the most inconsistently understood and poorly 
executed disciplines across the life sciences sector. 
Time and again, I’ve seen organisations confuse “change 

control” with true “change management.” Over the past 
two decades working with MedTech companies large and 
small, I’ve noticed the same patterns repeat: teams focus 
on documents instead of decisions, signatures instead of 
ownership, and procedures instead of purpose. When that 
happens, change becomes something to fear rather than 
something to harness. And yet, in regulated industries, change 
must still be executed in a controlled and consistent manner - 
while allowing the organisation to stay nimble, react to events, 
and seize opportunity.
That is the dilemma - The Change Dilemma.
How can we operate in a world that demands control, yet 

survive in one that demands agility?
How can we stay compliant without becoming paralysed?
How can we lead transformation when every adjustment 

feels like a regulatory risk?
This book is for those who have lived that tension first-hand.
I am a trained and certified project management leader, 

qualified in process excellence and lean methodologies, and 
for the past twenty years I have led, supported, or rescued 
change initiatives - large and small, global and local, simple 
and complex - across the medical device and diagnostics 
industry.
My understanding of change management was not born in a 

classroom, but in practice - often under pressure. I’ve led multi-
site system integrations, post-acquisition harmonisations, 
been involved in ERP implementations (some successful, some 
less so), regulatory transitions, global company turnarounds, 
and cultural transformations.
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I’ve also seen well-intentioned change programs collapse 
under their own weight - over-engineered, under-
communicated, or simply misunderstood.
Like many who work in Quality, I learned the hard way that 

effective change management is not just about process 
control - it’s about people, timing, risk, and belief.
It’s about guiding organisations through uncertainty while 

maintaining the integrity of their Quality Management System 
and the trust of regulators.
It’s about knowing when to push, when to pause, and when 

to simplify.
This book distils two decades of experience into practical, 

real-world guidance.
It’s not a theoretical treatise or another rehash of lean 

frameworks - there are enough of those already. Instead, The 
Change Dilemma explores the lived complexity of driving 
change in regulated environments: the politics, the paradoxes, 
and the human dynamics that shape every decision, and 
apologies in advance: you’ll see certain themes recur because 
they’re essential to successful change
You’ll see why some organisations move forward confidently 

while others get lost in bureaucracy - and you’ll discover that 
the difference rarely lies in the procedures themselves.
If The CAPA Paradox explored how organisations struggle 

to fix what’s broken, The Change Dilemma explores how they 
struggle to evolve - and how the very systems designed to 
protect them can also hold them back.
This book is not designed as a revenue generator. You can 

access it free of charge, or if you prefer a printed copy, you 
can obtain it from Lulu.com for a small administrative mark-
up that covers printing and distribution. My goal is simply to 
share what I have learned, in the hope that others can avoid 
the mistakes I made.
I wrote this book because I believe that the ability to manage 

change intelligently is now a core competency for every 
leader in our industry.
The accelerating pace of regulatory evolution, digital 

transformation, and globalisation means that standing still is 
no longer an option.
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If we can learn to balance control with courage, process with 
purpose, and compliance with adaptability, we can build 
organisations that don’t just survive change - they thrive on it.
I should acknowledge, as before, that while the ideas and 

experiences in these pages are entirely my own, I’ve used 
artificial intelligence to refine the language for clarity and 
accessibility. The insights are real; the polish is collaborative.
If your organisation is struggling with change, or if your change 

control system feels like a bottleneck rather than an enabler, 
I can help. Through Datod Consulting, I work with companies 
to simplify their Quality Systems, strengthen compliance, and 
build the confidence to manage change effectively.
Because change management isn’t just another subsystem 

of the QMS  - 
it’s the lifeblood of progress.
And when we get it right, everything else becomes possible.

All the best

Matthew

matt.wictome@datod-consulting.co.uk
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 Chapter 1: What Do We Mean by 
Change Management?

Change - What Does It Mean? *

It has become almost cliché to say that change is 
constant. Yet for leaders today, the velocity, visibility, 
and interconnectedness of change feels unlike anything 
experienced by previous generations.
Two features make our era of change genuinely unique.
First, industrialisation has altered the planet itself. For 

the first time in human history, economic and technological 
progress has had planetary-scale consequences - affecting 
climate, ecosystems, and even our collective survival. No 
prior age of change has carried such existential weight.
Second, technology has accelerated the pace of change 

beyond comprehension. Shifts in culture, business models, 
and communication that once unfolded over decades now 
play out in days - or hours. A product update in California 
can trigger regulatory scrutiny in Europe by morning. A viral 
post can collapse a reputation overnight.
These forces - environmental, technological, societal 

- intertwine to create a world that is both deeply 
interconnected and perpetually unsettled. In such a world, 
the ability to understand and manage change is not a 
luxury; it is a core survival skill for businesses, governments, 
and individuals alike.
But before we talk about managing change, we must 

pause and ask the obvious: what do we actually mean by 
change?

It’s a Messy, Messy World

This book approaches change from a different angle than 
most business texts.
The traditional narrative goes something like this: 

**  Material in this chapter based on content in Transforming Quality Material in this chapter based on content in Transforming Quality Organizations (2023) Wictome & Wells, 
Business Expert Press
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organisations that pro-actively manage change - through 
frameworks, models, and road maps - become agile, efficient, 
and ultimately successful. By applying the right methodology 
rigorously and consistently, you will, eventually, bring the 
system under control.
If that were true, the world would look very different.
After half a century of Lean, Six Sigma, Agile, and continuous 

improvement programs, many organisations remain in states 
of near-constant fire-fighting. Hospitals, tech firms, and even 
governments continue to stumble through transformation 
programs that run late, over budget, and underwhelming.
Why? Are leaders simply not trying hard enough? Are the 

tools wrong? Or is the world itself just messier than the models 
suggest?
We would argue the latter.
Change management literature often assumes a world that is 

orderly, predictable, and compliant with the rules of process 
logic. The real world - the one inhabited by those managing 
audits, recalls, supply disruptions, reorganisations, and 
regulatory transitions - looks very different.
Real change doesn’t happen on a clean whiteboard. It 

happens in messy, shifting, high-pressure environments, 
where decisions are made with incomplete information and 
competing priorities.
Most organisations, and the leaders within them, spend their 

days not “driving change” but reacting to it.
Despite all talk of transformation and pro-activity, most 

business energy is spent on containment, adjustment, and 
recovery. Ask any experienced executive whether they have 
fewer issues today than twenty years ago, and the answer will 
be a wry smile.
The topics may change, but the volume and intensity of 

challenge remain constant. Recalls still happen. Complaints 
still surface. Technology has not simplified management - it 
has created new dependencies, new risks, and new types of 
failure.
Leaders cling to the idea that once a particular crisis is resolved 

- once the system upgrade is complete, or the reorganisation 
is finished - they’ll finally reach an “island of stability” from 
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which they can manage calmly and strategically.
History tells us this island does not exist.

Why This Matters

If change is the norm, not the exception, then how we 
approach it must evolve.
Most organisations treat change as a series of discrete 

projects - one-off improvements that move the business from 
one steady state to another. This mindset encourages short-
cuts: we relax standards “just this once,” we under-resource 
initiatives, we declare victory early.
We do this because we believe the current turbulence is 

temporary. We tell ourselves that once we “get through this,” 
normality will return.
But this belief is false - and dangerous.
Because change is continuous, there is never enough time, 

money, or certainty to make decisions perfectly. Leaders must 
act amid ambiguity, with limited data, while the environment 
itself keeps shifting.
Most change models fail because they assume the opposite 

- that the world will pause politely while we design the perfect 
transformation plan. It won’t.
This book is written for those who must deliver transformation 

in the real world - not the textbook world. It is based on 
experience from transforming quality management systems 
in global healthcare organisations under regulatory scrutiny, 
reorganisation, and cultural flux. In short: the world as it 
actually is.

Urgency Isn’t Everything

Most frameworks on change - from Kotter’s classic Eight 
Steps and beyond - begin with the call to create urgency. 
They warn against complacency, urging leaders to build a 
“burning platform” that compels rapid action.
This is valid, but incomplete.
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Not every change should be urgent. In fact, many of the most 
important transformations - especially in regulated industries 
- demand patience, sequencing, and long-term planning.
Some changes are foundational. They don’t deliver quick 

wins but create the conditions for others to succeed - like 
rebuilding document structures before digitisation, or aligning 
supplier agreements before a global quality roll-out.
Urgency is a useful emotional tool, but poor strategic logic. 

Some changes must be slow to be safe, and be deliberate to 
be durable.
The art lies in distinguishing between what is urgent and 

what is important. Both matter - but confusing the two is one 
of leadership’s most common failures.

Before Change Management Comes Change 
Thinking

Most books on change management start at the middle: they 
describe how to manage change - how to engage people, how 
to communicate, how to reinforce new behaviours.
These are all important. But two more fundamental questions 

come first:

1.	 Is the problem we’re solving the right one?
2.	 Is the solution we’re implementing the best one?

Without addressing these, even the most elegant change 
process will fail.
Many change programs falter not because of poor 

management, but because they were solving the wrong 
problem efficiently.
A misdiagnosed issue, dressed up as a change initiative, leads 

to wasted effort and disillusionment. Once the “change ship” 
sets sail - budgets allocated, teams assigned, reputations 
attached - it becomes nearly impossible to stop, even when 
it’s heading the wrong way.
Change management, therefore, must include problem 

identification and solution validation as part of its process. 
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The most effective organisations build this discipline into their 
DNA: challenge assumptions early, reframe problems often, 
and validate solutions before scaling them.

Change Management in the Context of the QMS

In theory, one would expect Quality Management System 
(QMS) standards to provide clear and explicit guidance on 
how change should be managed. In practice, they don’t.
The ISO 9001 family of standards references change control 

in multiple clauses - how changes to the QMS should be 
planned, how design changes must be controlled, and 
how product changes should be evaluated. Yet, there is no 
dedicated section on managing change as a process in its 
own right.
Similarly, ISO 13485 - the cornerstone standard for medical 

devices - addresses change indirectly. It requires organisations 
to assess how a change might affect device performance, 
product conformity, or regulatory compliance, but it doesn’t 
outline how change management should be done.
The result? Widespread confusion.
Many companies interpret “change management” narrowly - 

as a document control activity. During inspections, auditors 
are often shown systems that focus on how documents are 
stored, approved, and updated, rather than on how risks, 
impacts, and verifications are managed.
This view dramatically underplays the true scope of change.
Real change management within a QMS is holistic. It 

encompasses:

	z Procedural and systemic changes (Change Control).
	z Cultural and behavioural shifts that enable 

sustainability (Management of Change).

In other words, updating a document is not managing 
change. It’s managing paperwork.
No transformation of a quality system - or any system - 

succeeds through documentation alone. Lasting change 
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requires shifts in mindset, capability, and governance. It must 
integrate how people think, decide, and act, not just how they 
record those actions.

Drivers of Change Within the QMS

Change in a regulated quality system typically originates 
from three primary drivers, each connected to a core customer 
expectation: compliance, business health, and customer 
experience.

1. Compliance

Change driven by compliance arises from evolving regulatory 
requirements, new standards, or audit findings.
Sometimes compliance demands transformation: an update 

to ISO 13485, new MDR or IVDR requirements, or country-
specific vigilance reporting obligations.
But there’s a paradox here. Compliance is also often used as 

an excuse not to change.
You’ve likely heard it: “We can’t change that clause - it’s in there 

because of an FDA finding from 2012.”
Thus, procedures become fossilised - preserved relics of 

past audits, immune to improvement for fear of “upsetting the 
regulator.”
True compliance is dynamic. It adapts intelligently while 

preserving integrity. Static compliance is merely fear disguised 
as diligence.

2. Business Health

Change may also stem from the need to improve business 
performance - efficiency, cost, throughput, or scalability.
In many quality functions, process bloat and document sprawl 

slow decision-making and drain resources. Change becomes 
essential not for compliance, but for organisational survival.
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Lean and simplification initiatives often fall under this category 
- consolidating SOPs, automating workflows, rationalising 
systems. But these too can fail if they overlook the human and 
regulatory aspects of change.
A well-intentioned effort to “streamline” can easily introduce 

new risks or compliance gaps if it moves faster than the system 
can absorb.
Sustainable business health requires a balance between 

agility and stability - improving efficiency without eroding 
control.

3. Customer Experience

Finally, change is driven by the customer - whether the end 
user, patient, clinician, or healthcare provider.
Product reliability, usability, and performance all evolve as 

customer expectations shift.
New technology, feedback, or competitive pressure can 

trigger design or process changes aimed at improving 
experience.
However, these changes often ripple across the organisation, 

touching manufacturing, labelling, distribution, and post-
market surveillance.
Managing such interconnected change requires coordination 

between commercial, technical, and regulatory functions - a 
chain often fractured by silos.
The lesson here is that every change touches someone’s 

world. What seems like a minor adjustment in one department 
may have downstream consequences that others must 
manage.

Episodic Change

An interesting aspect is when organisations go through 
periods of raid episodic change. This puts extra stress on the 
ability of the organisation to successfully manage change. From 
the perspective of the Quality Management System (QMS), 
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external drivers include the introduction of new or revised 
regulations, intensifying competitive pressures that make 
the cost of poor quality less financially tolerable, and rising 
customer expectations around the reliability and performance 
of products and services. A further, and increasingly dominant, 
catalyst for episodic change is technology - the pace of 
digitalisation, automation, and data analytics now forces 
organisations to adapt faster than ever before.
Internal drivers of rapid change are equally significant. They 

include the evolving expectations of business partners and 
leadership regarding the role of Quality. No longer seen as 
a “necessary evil” or compliance gatekeeper, Quality is now 
expected to deliver strategic value - providing insight into 
customer expectations, supporting innovation, and enabling 
smarter risk-based decision-making.
Leadership change within the Quality function itself often 

acts as a key accelerant - particularly when new leaders are 
appointed with explicit mandates to modernise or transform. 
Equally, pressure from executive boards for greater alignment 
between the Quality organisation and the enterprise’s broader 
strategic direction adds momentum to transformation.

Change Control vs. Management of Change

In practice, two concepts often get conflated: Change Control 
and Management of Change.

	z Change Control focuses on process and 
documentation - ensuring each change is risk-
assessed, approved, implemented, and verified. It’s 
the procedural backbone of compliance.

	z Management of Change (MoC) is broader. It addresses 
human, cultural, and organisational aspects - how 
people understand, adopt, and sustain the new way 
of working.

You can have impeccable Change Control - every form signed, 
every validation complete - and still fail at Management of 
Change if people revert to old habits the moment the activity 
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ends.
True transformation requires both.
Change Control ensures the change is safe.
Management of Change ensures it sticks.

The Real Definition of Change Management

So what is change management?
It’s not merely the control of documentation or time-lines.
It’s not a project methodology.
It’s not a department.
Change management is the structured and intentional 

navigation of uncertainty.
It’s the discipline of moving from one way of working to 

another - safely, deliberately, and sustainably - in a world that 
refuses to sit still.
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It requires equal attention to:

	z Logic – risk, data, and process.
	z Emotion – communication, trust, and engagement.
	z Timing – knowing when to act, and when to wait.

And perhaps most importantly, it requires humility - the 
recognition that no model, no framework, no leader ever truly 
controls change. At best, we guide it. At worst, we’re dragged 
along by it.

Why This Book Takes a Different Path

This book does not offer another framework to memorise. It 
doesn’t promise that your organisation will glide seamlessly 
into transformation if you follow ten steps or five pillars.
Instead, it starts from realism:

	z Change is constant, complex, and messy.
	z Perfect control is an illusion.
	z The best you can achieve is disciplined adaptability.

Our aim is not to give you control over change, but to help 
you work intelligently with it.
Through the following chapters, we’ll explore change not as 

an academic exercise, but as a lived experience - within the 
regulatory, technical, and cultural realities of the life sciences 
industry.
You’ll see how change collides with compliance, culture, and 

leadership - and how to steer through that turbulence without 
losing integrity or sanity.
Because in the end, change management isn’t about 

managing documents or processes.
It’s about managing meaning.
Understanding why we’re changing, what we’re solving, and 

how we ensure the outcome is genuinely better than what 
came before.
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And that, as any experienced leader knows, is both the 
hardest and most important task of all.

Five Myths About Change Management

The biggest barrier to change isn’t resistance - it’s 
misunderstanding what change really is.

1. Change Is Always Good

Not all change is progress.
Some changes are reactive, ill-conceived, or simply 

unnecessary.
Change is neutral - its value depends on direction, timing, and 

purpose.

2. Change Can Be Controlled

Leaders love the idea of control, but most change unfolds in 
unpredictable systems full of people, politics, and competing 
priorities.
You can’t control change - you can only guide it with structure, 

communication, and humility.

3. Change Equals Updating Documents

In regulated industries, change is often mistaken for 
document control.
But forms don’t transform. People do.
Updating SOPs isn’t change management - it’s administration.

4. All Change Must Be Urgent

Many frameworks glorify the “burning platform.” Yet not 
every change should be fast. Some must be slow to be safe, 
deliberate to be durable.
Not everything that burns is worth saving.
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5. There’s One Right Model

Every organisation hunts for the perfect change model - 
Kotter, Agile, you name it. But models are maps, not the terrain.
Use frameworks as tools, not as truths.

Change management isn’t about enforcing control or 
velocity. It’s about cultivating clarity, resilience, and shared 
accountability in an uncertain world.
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 Chapter 2: The Change Dilemma 
– Why Change Feels Riskier in 
Regulated Industries

Change is difficult in any organisation. In regulated industries 
- particularly medical devices - change can feel like navigating 
a minefield. Every adjustment to a process, product, or system 
is loaded with implications for compliance, patient safety, and 
business continuity. Leaders and teams often wrestle with a 
fundamental dilemma: how to remain agile enough to adapt, 
while demonstrating control sufficient to satisfy regulators. 
The result is a paradoxical environment where change is both 
essential and feared, and where poorly managed change can 
have devastating consequences.
This chapter explores why change management feels 

uniquely risky in regulated industries. We’ll begin with the 
“horror stories” - the very real consequences of mishandled 
change. Then, we’ll examine the regulatory landscape, the 
curious absence of explicit change management requirements 
in ISO 13485, and how organisations sometimes confuse 
change management with document management. Finally, 
we’ll consider the perception that change management slows 
progress, and why, when done well, it actually saves time, 
reduces risk, and enables innovation.

Horror Stories of Change Gone Wrong

Stories of failed change initiatives are not rare in the medical 
device industry. What makes them particularly harrowing is 
that the stakes are so high: patient health, product reliability, 
and company survival are all on the line. A mishandled change 
isn’t just a financial inconvenience; it can result in product 
recalls, regulatory sanctions, or even patient harm.
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Case 1: The Device Recall That Didn’t Need to 
Happen

A mid-sized medical device company introduced a 
seemingly minor manufacturing change - switching 
suppliers of a plastic component. The change was 
pushed through hastily, without full validation or impact 
assessment. Months later, complaints began to surface: 
the new material interacted poorly with sterilisation 
methods, causing product degradation. The result was 
a Class I recall, financial losses in the millions, and 
reputational damage that took years to rebuild. All of 
this stemmed from failing to treat a supplier change as a 
controlled, risk-assessed process.

Case 2: The Unintended System Failure

In another instance, a large manufacturer implemented 
a new electronic quality management system (eQMS). 
The IT project was well-run from a technical standpoint 
but lacked a structured change management process 
aligned with regulatory expectations. Training was rushed, 
legacy data migration was inconsistent, and essential 
workflows were not validated. The first FDA inspection 
after implementation was a disaster: multiple 483 
observations were issued for lack of control, inadequate 
documentation, and incomplete CAPA linkages. What 
was intended as a modernization initiative became a 
compliance crisis.

Case 3: The Human Factor Ignored

Sometimes, the failure lies not in the technical but in 
the human. A European device firm rolled out a new risk 
management procedure to align with ISO 14971:2019. 
However, leadership underestimated how disruptive 
the new approach would be for cross-functional teams. 
Training was minimal, and there was no structured plan 
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to support adoption. Teams reverted to old practices, 
creating inconsistencies in files that were easily spotted 
by a Notified Body auditor. The company faced a major 
non-conformance, delaying CE marking of a new product 
by over a year.

These examples highlight a central truth: unmanaged or 
poorly managed change does not simply slow organisations 
down - it actively creates risk.

The Regulatory Requirements for Change
 Management in Medical Devices

Given the consequences, it’s no surprise that regulators 
expect robust change management in medical device 
organisations. What is surprising is how scattered and indirect 
the requirements are. Unlike CAPA or risk management, which 
are explicitly defined in standards and regulations, change 
management is woven into the regulatory fabric in a more 
diffuse way.

FDA Expectations

In the United States, 21 CFR Part 820 (the Quality System 
Regulation) doesn’t include a single section explicitly titled 
“change management.” However, change control is embedded 
throughout:

	z 820.30 (Design Controls) requires design changes to 
be verified, validated, and documented.

	z 820.40 (Document Controls) mandates control of 
approved documents.

	z 820.70 (Production and Process Controls) calls 
for documented procedures for changes in 
manufacturing processes.

	z 820.75 (Process Validation) includes requirements 
for revalidation after changes.
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FDA inspections often probe how organisations manage 
changes across design, manufacturing, suppliers, and 
documentation. The absence of a coherent change 
management system is a red flag that can lead to 483s and 
warning letters.

European Union Regulations

Under the EU Medical Device Regulation (MDR), change 
management is even more critical. The MDR emphasises 
ongoing conformity assessment, meaning any change to a 
device, its intended use, or the QMS can have direct regulatory 
implications. Notified Bodies expect to see documented 
processes that ensure changes are evaluated for impact 
on safety, performance, and compliance. Unreported or 
inadequately managed changes have already led to loss of 
CE certificates for some manufacturers.

ISO 14971 and Risk-Based Thinking

ISO 14971, the standard for risk management, underpins 
regulatory expectations for change. It requires evaluation 
of risks associated with any modification to a device or 
its production. In practice, this ties change management 
directly to risk management, demanding that organisations 
demonstrate how changes have been assessed, mitigated, 
and monitored.

The Curious Absence of Change Management in 
ISO 13485

ISO 13485:2016, the cornerstone quality standard for medical 
devices, is surprisingly silent on the subject of change 
management. There is no dedicated clause titled “Change 
Management.” Instead, references to change are scattered 
across sections:
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	z Clause 4.1: General requirements (control of outsourced 
processes and changes).

	z Clause 7.3.9: Design and development changes.
	z Clause 7.4: Purchasing process changes.
	z Clause 7.5: Production and service provision changes.

This absence is not trivial. Many organisations treat ISO 13485 
as their play-book for compliance, and the lack of explicit 
requirements has contributed to inconsistent interpretations 
of what effective change management looks like. Some 
companies equate it with document control; others bolt it 
onto CAPA; a few develop dedicated processes. The result 
is a patchwork of practices that leave auditors to judge 
effectiveness case by case.
Ironically, this lack of a clear standard requirement doesn’t 

mean change management is optional. On the contrary, 
regulators often expect it to be the backbone that links 
together risk, CAPA, design, and manufacturing. The absence 
in ISO 13485 creates a dilemma: companies must design 
robust systems without a universal blueprint.

Change Management Is Not Document 
Management

A recurring issue in inspections is the confusion between 
change management and document management. 
Organisations frequently present evidence of controlled 
documents - signed procedures, version histories, approval 
work-flows - as their “change management system.”
But controlling documents is not the same as managing 

change. Document management answers the question: 
Do we have the right procedures and records, approved and 
accessible? 
Change management, by contrast, answers: Have we identified, 

assessed, approved, implemented, and verified changes in a way 
that ensures ongoing compliance and patient safety?
For example:
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	z A document may be updated to reflect a new 
sterilisation method. Document control ensures 
the SOP is revised and approved. But change 
management ensures the sterilisation process is 
validated, risks reassessed, suppliers informed, 
and training provided before the new method is 
implemented.

	z An SOP might be revised to require an additional 
inspection step. Document management ensures 
employees see the latest version. Change 
management ensures inspectors are trained, 
metrics are updated, and downstream processes are 
adjusted.

Regulators increasingly expect organisations to demonstrate 
the latter, not just the former. Presenting document updates as 
“change management” during an inspection risks observations 
for inadequate control.

The Perception That Change Management 
Stifles Change

If change management is so important, why do so many 
organisations treat it as a burden? The answer lies in 
perception.
Change management in regulated industries is often seen 

as:

	z Slow: Approvals, risk assessments, and documentation 
feel like bureaucratic hurdles.

	z Complicated: Processes span functions - quality, 
regulatory, operations, IT - making coordination 
challenging.

	z Unforgiving: Auditors scrutinise every detail, creating 
fear of mistakes.

This perception creates resistance. Teams may avoid 
proposing changes altogether, preferring the “safety” of the 
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status quo. Ironically, this aversion to change creates more 
risk, not less, as outdated processes, obsolete technologies, 
and inefficient systems persist.

The Benefits of Doing Change Management Well

Despite its reputation, when done well, change management 
is not a brake but an accelerator. It saves time, reduces risk, 
and enables organisations to adapt with confidence.

Time Saved
At first glance, structured change management looks like it 

adds steps. In reality, it reduces wasted effort:

	z By requiring risk assessment up front, it prevents 
rework caused by unforeseen consequences.

	z By coordinating stakeholders, it avoids duplication of 
effort or conflicting changes.

	z By formalising training and communication, it speeds 
adoption.

The time invested in a robust change management process 
pays dividends by preventing delays, recalls, or inspection 
findings later.

Risk Reduced
Change management directly supports the industry’s 

ultimate goal: protecting patient safety. A well-run process 
ensures that risks are identified, assessed, mitigated, and 
verified before changes go live. It creates traceability, allowing 
organisations to demonstrate to regulators that decisions 
were systematic and evidence-based.

Enabler of Innovation
Perhaps the most overlooked benefit is cultural. When 

employees see change management as a system that 
supports safe innovation rather than punishes initiative, they 
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become more willing to propose improvements. Leadership 
plays a key role in shifting this perception - from viewing 
change management as a bureaucratic tax to recognising it 
as a safeguard that enables progress.

Conclusion: The Change Dilemma

The dilemma of change in regulated industries lies in 
balancing agility and control. Without control, changes expose 
organisations to regulatory action, product recalls, and patient 
harm. Without agility, organisations stagnate, unable to adapt 
to evolving technologies, regulations, or market needs.
The horror stories remind us what happens when control 

is absent. Regulatory frameworks remind us that control is 
expected, even when not explicitly defined. The absence of 
a dedicated clause in ISO 13485 creates ambiguity, but also 
opportunity for organisations to design systems that work for 
their context. And the common conflation of document control 
with change management highlights how easily the purpose 
can be misunderstood.
Ultimately, the perception that change management slows 

progress is a misconception. Done well, it accelerates 
innovation by saving time, reducing risk, and providing a 
framework for safe adaptation. The organisations that thrive 
are those that embrace change management not as an 
obstacle, but as a critical enabler of resilience and growth.
The Change Dilemma is not just about the risks of managing 

change poorly - it is about how organisations can reframe 
and re-engineer their approach to make change a source of 
resilience and advantage. The chapters ahead will unpack the 
central challenges and opportunities of change in regulated 
industries. Let’s start with change control.



33

 Chapter 3 The Regulatory Expectation 
for Change Control (FDA, MDR/IVDR) 
- and Its Real-World Impact

What regulators expect

United States (FDA)
Under the FDA’s current framework, change control isn’t 

a single, isolated clause - it’s threaded through the quality 
system requirements. Historically, 21 CFR Part 820 (QSR) has 
required documented control over design changes(820.30), 
documents (820.40), production and process control changes 
(820.70), and process revalidation after change (820.75). 
In 2024, FDA finalised the Quality Management System 

Regulation (QMSR) to harmonise with ISO 13485:2016; 
enforcement begins February 2, 2026. The practical effect 
is continuity of expectations around rigorous, documented 
change control - now explicitly aligned with ISO 13485’s risk-
based approach.  
What this means in practice: the FDA expects you to 

assess impact (safety, performance, compliance), maintain 
traceability, verify/validate as needed, and ensure appropriate 
approvals before implementation. Design controls guidance - 
while dated - still reinforces the mindset: changes must be 
verified/validated commensurate with risk.  

European Union (MDR/IVDR)
In the EU, the MDR (2017/745) and IVDR (2017/746) brought 

tighter, life-cycle-oriented oversight. A critical concept is 
“significant (or substantial) change.” During transitional periods, 
making a significant change to a legacy device can void the 
ability to rely on the old certificate, forcing an accelerated 
conformity assessment under the new regulation. 
Guidance from the Medical Device Coordination Group 

(MDCG) explains which changes are considered “significant” 
- for both MDR and IVDR - and how they affect transitional 
status.  
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In 2024, the EU further amended IVDR transitional time-lines 
and linked them to EUDAMED roll-out and supply-interruption 
obligations. The extensions give industry more time - but they 
also heighten the importance of governed change; a mis-
classified “significant change” can still jeopardise transitional 
use of legacy certificates.  
Bottom line: both FDA and EU expect structured, risk-based 

change control with strong documentation. Under the EU, the 
significance of a change has direct market-access implications 
during transition; under FDA, rigour and traceability remain the 
lens, now formally harmonised with ISO 13485.  

Change Control and Design Control

One area that often causes confusion in regulated industries 
is the boundary between design control and change control. 
While the two are closely related, they serve different purposes 
and apply at different stages of a product’s lifecycle.
Design control is the structured process used to guide the 

development of a medical device from concept through 
commercialisation. It typically includes the following phases:

1.	 Design and Development Planning – Establishing 
plans, resources, and responsibilities for the design 
effort.

2.	 Design Input – Defining customer needs, user 
requirements, and regulatory expectations.

3.	 Design Output – Producing specifications, drawings, 
and manufacturing instructions that translate inputs 
into tangible deliverables.

4.	 Design Review – Conducting formal, documented 
checkpoints to evaluate progress and identify issues.

5.	 Design Verification – Confirming that design outputs 
meet the specified inputs.

6.	 Design Validation – Demonstrating that the device 
meets user needs and intended uses under actual or 
simulated conditions.

7.	 Design Transfer – Moving the product from 
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development into manufacturing, ensuring that 
specifications are correctly translated into production 
processes.

8.	 Design Changes – Managing and documenting 
modifications during development prior to launch.

9.	 Design History File (DHF) – Compiling the records 
that demonstrate compliance with design control 
requirements.

During these phases, it is not only common but expected 
that changes will occur. As user needs are clarified, prototypes 
tested, and requirements refined, adjustments are made. 
These changes are part of the iterative nature of design and 
are managed within the design control framework.
The critical boundary occurs at design transfer, when the 

design is considered “frozen” and handed over to operations for 
routine production. From this point onward, any modifications 
to the product or process - whether in materials, specifications, 
manufacturing methods, or labelling - must be managed 
through the organisation’s formal change control system.
This demarcation is crucial for two reasons:

	z Accountability: During development, R&D typically 
owns the design and its modifications. After transfer, 
Operations and Quality share accountability for 
ensuring that changes are evaluated, risk-assessed, 
and implemented without jeopardising compliance 
or patient safety.

	z Regulatory scrutiny: Regulators expect to see clear 
evidence that the transition from design control 
to change control is defined, documented, and 
consistently followed. Ambiguity at this interface 
often leads to inspection findings, particularly if 
post-launch changes appear to have been handled 
informally under “design” when they should have 
been subject to formal change control.

In practice, this means your procedures and documentation 
must explicitly define where design control ends and change 
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control begins. The interface should be visible in your SOPs, 
quality manual, and training, so that teams know which system 
governs a given modification. For example:

	z Updates made during early prototyping are governed 
by design control.

	z Updates made after the device is on the market is 
governed by change control.

	z Updates made just before launch (e.g., labelling or 
specification refinements) is governed by design 
control until design transfer, after which change 
control applies.

A well-documented interface avoids duplication, closes 
gaps, and ensures accountability is crystal clear. When this 
demarcation is blurred, organisations risk non-compliance, 
inefficient rework, or worse - uncontrolled changes to products 
already on the market.

Does IVDR/MDR stifle change - or sharpen it?

Few topics divide opinion in the MedTech industry more 
sharply.

	z Where it can stifle: Transitional constraints (especially 
IVDR Article 110) can make teams reluctant to touch 
legacy products. A change that tips into “significant” 
may trigger immediate NB involvement, new 
performance/clinical evidence, or full re-certification 
- slowing updates and consuming capacity that 
might otherwise go to new R&D. Surveys and trade 
analyses have flagged slower time-to-market and 
higher costs under MDR/IVDR, especially for SMEs.  

	z Where it can strengthen innovation: The same 
rules reward front-loaded, risk-based design and 
life-cycle planning. Teams that architect modular 
designs, plan evidence strategically, and run robust 
impact assessments can implement well-justified, 
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non-significant optimisations more predictably. 
Harmonisation via FDA’s QMSR also reduces 
duplicative rework for companies operating globally.  

Pragmatic takeaway: IVDR/MDR don’t forbid change - they 
force better change. Treat the “significant change” decision as 
a formal risk-benefit gate, documented with clear rationales 
and, where appropriate, early NB engagement. Done well, 
it protects market continuity and channels effort into the 
highest-value improvements.  

Where robust change control is expected (and 
what “good” looks like)

Below is a practical checklist you can adapt into SOPs and 
training:

1) Supplier management & Quality Agreements

	z On-boarding and changes to critical suppliers 
(e.g., sterilisation, critical raw materials, key sub-
assemblies) require formal change control, 
qualification/re-audits as needed, and updates to 
technical documentation.

	z Quality Agreements must explicitly require advance 
notification of proposed supplier changes, define 
change classification, evidence requirements, and 
the approval pathway (including NB notification 
triggers where applicable).

	z Maintain a supplier change log tied to your internal 
change orders; verify/validate before acceptance 
into production.

(This aligns with FDA production/process control and ISO 
13485 purchasing controls; in the EU, a supplier change can 
contribute to a “significant change” assessment.)  
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2) Manufacturing changes

	z Any alteration to equipment, layout, environmental 
controls (e.g., clean-rooms), software, or parameters 
gets triaged through change control with risk 
assessment, process validation/re-validation, 
training, and line release criteria.

	z For the EU, evaluate if the change is significant to 
design/intended purpose or to the QMS scope 
covered by the certificate - this can trigger NB 
involvement.  

3) Process / product changes

	z Design-related updates (materials, specifications, 
algorithms, labelling, IFU) require documented 
verification/validation, risk file updates (ISO 14971), 
and, where relevant, UDI/registration updates.

	z Under IVDR/MDR, document the significance 
analysis and your conclusion; if significant, prepare 
NB notification/assessment. Under FDA, ensure 
appropriate design change and process validation 
evidence exists pre-implementation. 

 
4) Facility changes

	z Clean-room renovations, flows, utilities, and site 
transfers demand overarching change orders 
coordinating qualification (IQ/OQ/PQ), environmental 
monitoring baselines, method transfers, and 
regulatory notifications (EU: NB; US: site registration/
listing as applicable).

	z Track dependencies (e.g., stability chambers, 
calibration labs) and ensure data continuity. (Auditors 
will look for end-to-end traceability.) 
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5) Significant organisational & business changes

	z M&A, contract manufacturing shifts, ownership 
changes, or major organisational restructures 
influence who controls the QMS. Designate a lead 
QMS, mirror the change in the receiving system, and 
update quality agreements.

	z For EU certificates, organisational changes can be 
substantial at QMS scope level - coordinate with the 
NB early.  

6) Distribution & customer-facing changes

	z Relabelling, repackaging, new distribution routes, or 
service providers can affect traceability and vigilance; 
use change control to evaluate UDI/labelling, 
transport validation, complaint handling, and FSCA 
readiness.

	z Marketing claims (brochures, websites) must remain 
within the approved intended purpose. While these 
may sit outside the narrow QMS, auditors regularly 
expect to see controls linking claims to approved 
labelling and technical documentation.  

Practical mechanics: make the process fast and 
compliant

	z Triage first. Use a short intake form to decide if the 
proposal is in scope, if it risks “significance,” and which 
evidence tracks are required (verification, validation, 
regulatory).

	z Use an overarching change order for program-
scale initiatives (e.g., site moves, ERP/eQMS 
implementations), with child changes for streams 
like facilities, validation, data migration, labelling, and 
supplier updates.

	z Codify the “lead QMS” rule in SOPs and agreements; 
show mirrored records in partner/receiving systems 
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to avoid gaps.
	z Train for judgment. Functions should know why 

change control matters (patient safety, registration 
status, rework risk), not just how to push a form.

	z Pre-align with your Notified Body on borderline 
“significance” interpretations for your portfolio - 
document these in a play-book so teams can move 
decisively.   

Two brief case studies: demonstrate when change control is 
an afterthought

Case Study A - “Just a material tweak”

Scenario: An IVD manufacturer swapped a reagent 
supplier due to a price increase. The chemistry matched 
on paper; the team treated it as a procurement switch, 
not a controlled change. No formal verification of long-
term stability or lot-to-lot variability was performed; 
labelling and performance claims were left untouched.
What happened: Within months, trending showed a 

drift in assay sensitivity. Customer complaints triggered 
an investigation that traced back to the new supplier. 
The company had to conduct a field correction, re-
qualify the supplier, re-validate the assay, and notify the 
Notified Body.
Why it hurt: By skipping change control, the team 

missed risk assessment, verification, and supplier 
qualification steps that would have caught the issue. 
Under IVDR transitional rules, the NB also scrutinised 
whether the switch amounted to a significant change 
to performance characteristics - putting legacy 
certificate reliance at risk. The re-mediation costs and 
reputational damage dwarfed any savings from the 
cheaper reagent.  
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Case Study B - “We’ll validate after go-live”

Scenario: A mid-size device firm implemented a new 
eQMS/complaints module on a tight executive timeline. 
IT managed the project as a standard software roll-
out; change control was opened late, after training 
had started. User requirements weren’t fully traced to 
validation testing, and migrated complaints data had 
format inconsistencies.
What happened: During an FDA inspection, the 

investigator asked for validation evidence for the 
complaints system as implemented. Gaps in URS 
traceability and data migration controls led to 
observations. The firm had to freeze the system, run 
a retrospective validation/migration protocol, and 
reconcile complaint trending. The backlog delayed 
CAPA closures and affected post-market surveillance 
analytics.
Why it hurt: Treating a validated system change like a 

generic IT upgrade ignored FDA/QMSR expectations for 
documented validation of intended use and accuracy 
of quality records. A proper overarching change order 
- covering URS, validation, migration, training, and go-
live criteria - would have prevented the scramble and 
inspection findings.  

The leadership message

Regulators aren’t asking you to avoid change; they’re asking 
you to govern it. Under FDA’s QMSR and the EU’s MDR/IVDR, 
that means risk-based, traceable, and proportionate control. 
Transitional provisions make “significant change” a strategic 
decision, not a clerical one. When leaders create space for 
disciplined change - fast triage, crisp ownership, right-sized 
evidence - they don’t slow the business down; they prevent 
expensive detours and protect market access.
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 Chapter 4: Stability vs. Agility – The 
Hidden Tension Organisations Must 
Balance

Change control sits at the heart of the quality system in 
regulated industries. Its purpose is straightforward yet 
profound: to ensure that changes are made in a structured, 
documented, and controlled manner so that product 
safety, regulatory compliance, and system integrity are 
not compromised. But there is a paradox built into this very 
purpose.
The controls that deliver stability inevitably introduce process 

burden. Change requests must be logged, evaluated, risk-
assessed, reviewed, approved, implemented, and verified. 
This takes time and resources. It slows the pace at which 
organisations can move. Meanwhile, markets, technologies, 
and customer expectations are not slowing down. In fact, they 
demand agility.
This tension - between stability and agility - is one of the 

defining dilemmas for medical device organisations. In this 
chapter, we will explore how companies can set the right 
boundaries for control, train their teams to know when it 
applies, and manage the very real conflict between moving 
fast and staying compliant. We’ll walk through examples large 
and small, examine the concept of overarching change orders, 
and look at what happens when the lines between QMS and 
“non-QMS” domains blur.

The Purpose of Change Control

At its core, change control is not bureaucracy for its own 
sake. It is a safeguard. Every change introduces uncertainty, 
and in medical devices, uncertainty can translate into risk for 
patients, regulators, and the business. Change control is the 
framework by which organisations evaluate that uncertainty 
and make decisions with eyes wide open.
The essential goals of change control are to:
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	z Assess impact. Does the change affect product safety, 
efficacy, regulatory filings, or quality system performance?

	z Ensure traceability. Is there a documented rationale, 
decision, and approval trail that can withstand regulatory 
scrutiny?

	z Promote consistency. Are changes implemented the 
same way across functions, sites, and systems?

	z Reduce risk of rework. Does the process help the 
organisation avoid costly roll-backs or corrections later?

Yet these very goals require a structured process, and 
structure feels like friction when the pressure to adapt is high. 
A well-designed change control process is meant to strike 
the balance: enough rigour to ensure stability, without stifling 
legitimate agility.

Setting the Boundaries of Change Control

Not every organisational change requires formal change 
control. Confusion arises when employees assume all changes 
must be routed through the QMS, or conversely, when they 
assume very little does.
The principle should be clear: change control applies when 

there is potential to impact product safety, regulatory status, 
or quality system performance. Anything outside that scope 
may be handled through normal business operations.

Illustrative Examples

	z Renovating conference rooms: Does not require change 
control. No direct impact on patient safety, device 
registration, or QMS compliance.

	z Renovating clean-rooms: Absolutely requires change 
control. Facility design, airflow, contamination control, 
and process validation may all be impacted.

	z Onboarding a supplier for office stationery: Not change-
controlled. Low risk, outside the QMS.
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	z On-boarding a supplier for a critical raw material: Requires 
formal change control. Supplier qualification, material 
specifications, risk assessments, and regulatory filings 
may all be impacted.

	z Updating the company website with corporate news: 
Typically outside the QMS.

	z Updating labelling content on the website or packaging 
inserts: Requires change control, since it directly affects 
regulatory compliance and patient information.

By establishing clear boundaries, organisations free their 
teams from unnecessary administrative work while ensuring 
true risks are not overlooked.

When Functions Don’t Know Where the Line Is

One of the most common root causes of change control 
failures is that functional teams simply don’t know when 
change control applies. Engineers, supply chain managers, IT 
specialists, and facilities teams may all be involved in activities 
that sometimes require change control and sometimes don’t.
For example:

	z A facilities team may manage both office renovations and 
clean-room modifications.

	z An IT team may update HR software one month and the 
complaint management system the next.

	z A supply chain team may qualify a new vendor for office 
chairs one quarter and a new vendor for sterilisation 
services the next.

From the perspective of those functions, the line between 
QMS and non-QMS changes can feel invisible. Unless quality 
provides clear training, guidance, and support, they may 
proceed without initiating formal change control - only to 
discover later that rework, retroactive documentation, or even 
regulatory remediation is required.
This highlights the importance of Quality’s role as educator. 
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Training is not just about teaching the mechanics of submitting 
a change order; it is about instilling the judgment to recognise 
when a change crosses into regulated territory.

The Tension in Practice: Energy vs. Control

The conflict between stability and agility becomes 
particularly visible when organisations are under pressure. A 
CEO might announce a strategic initiative to move production 
to a new site or adopt a new technology platform. Functional 
teams rush to execute, driven by leadership’s urgency. In the 
excitement - or the pressure - change control is sometimes 
forgotten or seen as an afterthought.
The risks of this are not hypothetical. Consider:

	z A production line move completed without full 
validation, resulting in batches failing release testing.

	z A facility move initiated to meet expansion needs, but 
without regulatory notification to authorities, leading 
to non-compliance.

	z An IT system upgrade implemented before validation 
testing, resulting in corrupted complaint records.

In each case, energy to move forward was high, but the 
absence of structured change control created instability. 
Regulators are adept at spotting these gaps. An auditor 
who hears “we moved the line last quarter” without seeing a 
corresponding change order will inevitably raise questions.
This is why stability and agility cannot be treated as opposites. 

The discipline of change control ensures that forward 
momentum does not become a compliance liability.

Examples of Change Control in Action

To ground this discussion, let’s look at a spectrum of changes, 
from the seemingly small to the strategically significant, that 
require formal change control:
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Small-scale changes

	z Adjusting inspection criteria for an incoming raw 
material.

	z Updating a piece of test equipment software.
	z Switching to a new cleaning agent in a controlled 

environment.
	z Medium-scale changes
	z Qualifying a new packaging supplier.
	z Relocating a laboratory from one floor to another.
	z Revising a sterilisation cycle parameter.

Large-scale changes

	z Transferring production from one country to another.
	z Consolidating two manufacturing sites.
	z Implementing a new enterprise resource planning 

(ERP) or eQMS platform.

The size of the change doesn’t alter the principle: what matters 
is whether there is potential impact on product quality, safety, 
or compliance.

The Concept of the Overarching Change Order

Some changes are so complex or multi-faceted that they 
cannot be effectively managed through a single discrete 
change order. In these cases, organisations may implement 
an overarching change order - a parent record that serves 
as the umbrella under which multiple child changes are 
coordinated.

For example:

	z A facility relocation may involve dozens of sub-
changes: equipment moves, re-qualification activities, 
supplier address updates, regulatory notifications, 
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and document revisions.
	z An ERP implementation may require changes to 

training records, document workflows, complaint 
management, and CAPA systems.

An overarching change order allows organisations to:

	z Demonstrate that the entire initiative is being 
controlled under a single framework.

	z Link related changes together for traceability.
	z Provide executives and auditors with a high-level 

view of progress and risks.

Without this umbrella, complex projects can devolve into 
a patchwork of disconnected changes, each managed in 
isolation, with no assurance that the collective impact has 
been evaluated.

Who Owns the Change? Deciding the Lead QMS

Another complication arises when changes span multiple 
quality management systems. This is common in mergers, 
acquisitions, joint ventures, or supplier relationships.

For example:

	z A contract manufacturer and a sponsor company may 
both have QMSs. If the sponsor requires a process 
change at the CMO, whose system takes the lead?

	z After an acquisition, a product line may be transferred 
from the acquired company’s QMS into the parent’s 
QMS. Which system governs the change?

Best practice is to designate a lead QMS for the change 
and ensure that mirrored or complementary actions are 
documented in the secondary system. This avoids gaps where 
each side assumes the other is managing the change - or 
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duplication where both attempt to manage it independently.
Clear agreements, often written into quality agreements or 

merger integration plans, are critical. Regulators expect to see 
that roles and responsibilities are defined, not improvised.

The Grey Zones: Outside the QMS but Not Out-
side Auditor Interest

One of the most vexing challenges is that certain organisational 
changes fall outside the traditional boundaries of the QMS but 
are still of interest to auditors.

Examples Include:

	z HR systems: A new training system may not be 
explicitly part of the QMS, but auditors expect to see 
validated training records integrated into compliance 
evidence.

	z Marketing materials: Brochures, websites, and 
promotional claims are not managed within the QMS, 
but regulators scrutinize them for accuracy and 
compliance with approved labelling.

	z Corporate communications: Press releases or investor 
materials that reference product performance can 
draw attention if they misrepresent device claims.

	z IT infrastructure: General IT changes, such as 
network upgrades, may not be QMS-governed - but 
if they affect validated systems (complaints, CAPA, 
eQMS), auditors will expect controls.

This creates a delicate balance. While not every HR or 
marketing change should be pulled into formal change 
control, organisations need processes to ensure compliance-
critical impacts are identified and addressed.
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The Balance Point: From Burden to Enabler

The tension between stability and agility cannot be eliminated, 
but it can be managed. Effective organisations:

	z Define boundaries clearly. Everyone knows what 
belongs in change control and what does not.

	z Train for judgment. Functions are equipped not just 
with procedures, but with the understanding of why 
change control matters.

	z Use overarching change orders. Complex initiatives 
are given structure and visibility.

	z Clarify ownership. The lead QMS is designated, and 
mirroring is managed deliberately.

	z Address grey zones. Processes ensure HR, IT, 
and marketing changes are compliant without 
overburdening them.

When these practices are in place, change control shifts from 
being perceived as a bureaucratic brake to being understood 
as a strategic enabler. It becomes the mechanism by which 
organisations can adapt with confidence, knowing that stability 
has not been sacrificed in the pursuit of agility. 

Conclusion: Stability and Agility as 
Complements

Stability and agility are not opposing forces to be chosen 
between; they are complements that must be balanced. 
In medical devices, stability ensures that products are safe, 
effective, and compliant. Agility ensures that organisations 
can adapt to evolving technologies, markets, and regulations.
The role of change control is to reconcile the two - to 

provide a framework that protects what must not change, 
while enabling what must. When done poorly, it feels like a 
tax. When done well, it provides the confidence and clarity to 
move forward faster.
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The challenge for every organisation in this industry is 
to embrace the tension, design systems that balance the 
burden with the benefit, and train their people to see change 
control not as an obstacle, but as a foundation for sustainable 
innovation.
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 Chapter 5: The Risk Within Change – 
Navigating Control and Uncertainty

Change management broadly including change control, at its 
core, is not about forms, approvals, or work-flows. It is about 
risk - identifying it, understanding it, managing it, and, where 
possible, reducing it.
In regulated industries, especially medical devices, every 

change - whether a process tweak or a full-scale product 
transfer - introduces uncertainty. The purpose of change 
management is to ensure that this uncertainty is recognised, 
evaluated, and mitigated before it translates into harm to 
patients, compliance breaches, or business disruption.
But managing risk is not a purely technical exercise. It is 

also cultural, philosophical, and deeply human. Risk lives in 
judgment calls, assumptions, and trade-offs. And while quality 
professionals design systems to control change, their actual 
ability to exert control can, at times, be more illusion than 
reality.
This chapter explores the anatomy of risk in change 

management - what it is, how to manage it, and how to avoid 
the false sense of control that can derail even the most 
sophisticated systems.
 

The True Core of Change Management

Change management is, in essence, risk management in 
motion. It is the operational expression of the organisation’s 
ability to foresee and manage the consequences of decisions.
The purpose of the change control process is not to eliminate 

all these risks (that would be impossible), but to make 
informed trade-offs. It ensures the organisation understands 
what could go wrong, how likely it is, and what controls are 
proportionate.
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Risk Assessment: The Heart of Every Change 
Plan

Every well-structured change plan originates from one 
pivotal activity - the risk assessment.
Before tasks are assigned or approvals are routed, the 

organisation must understand why the change is needed, 
what could go wrong, and how to prevent it.

Core Risk Methodologies

Failure Modes and Effects Analysis (FMEA):
The most common tool for structured change assessment. 

It examines each process step for potential failure modes, 
their causes, and their effects, assigning scores for severity, 
occurrence, and detectability to calculate a risk priority 
number (RPN).
Best practice: Treat FMEA as a living document, updated at 

key change milestones, not as a one-time checklist.

ISO 14971 Product Risk Assessment:
Focuses specifically on medical device risks - identifying 

hazards, estimating probability and harm, and defining risk 
control measures.
Best practice: Align change-related risk analysis with the 

product’s main risk file; ensure that any modification updates 
the associated risk controls.

Hazard Analysis and Critical Control Points (HACCP):
Especially useful for process and contamination control. 

Defines “critical control points” where monitoring ensures that 
risks stay within acceptable limits.
Best practice: Use HACCP during process changes in 

manufacturing or sterile environments.

Risk Matrices and Decision Trees:
Quick tools for smaller changes; they help categorise risk 
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levels (low, medium, high) and decide which approvals or 
validations are required.
Best practice: Combine these with historical data - use 

trending to inform thresholds.

Root Cause Analysis Tools (Fishbone, 5 Whys):
Used when a change arises from CAPA or problem-solving, 

ensuring the true cause is addressed, not just symptoms.
Best practice: Link root cause verification with the proposed 

change; this ties learning directly to system improvement.

Common Pitfalls in Risk Assessment

Despite their ubiquity, risk assessments often fail to achieve 
their purpose. The most frequent pitfalls include:

	z Over-simplification: Using generic “low/medium/
high” assessments without real data or evidence.

	z Group-think: Allowing consensus to dilute honest 
appraisal of risk (“we’ve always done it this way”).

	z Documentation without thinking: Completing forms 
to satisfy auditors rather than to understand risk.

	z Failure to update: Risk files are static while the 
environment evolves.

	z Over-scoring to justify controls: Inflating risks to 
secure approval for desired resources.

The key is critical thinking, not compliance theatre. Risk 
management should serve decision-making, not paperwork.

The Balance Between Risk Reduction and 
Flexibility

One of the central challenges in change management is 
knowing when control becomes constraint.
Organisations often overreact to past audit findings or failures 
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by layering on prescriptive controls - specific approvers, rigid 
sequences, or single points of sign-off. While these may seem 
prudent, they can inadvertently create inflexibility that slows 
progress and frustrates teams.
Consider a requirement that every regulatory assessment 

must be approved by one specific Regulatory Affairs (RA) 
manager on a specific form. On paper, this guarantees 
consistency. In practice, if that individual is unavailable, the 
change halts. If the form is revised, the process breaks.
This is not risk management - it is risk aversion. The art lies 

in balancing rigour with adaptability. A mature change system 
distinguishes between:

	z Must-haves: Actions essential for safety, compliance, 
and traceability (e.g., risk assessment, validation, QA 
approval).

	z Nice-to-haves: Administrative preferences that 
support efficiency but are not mandatory (e.g., order 
of departmental signatures, form formatting).

Similarly, some steps must happen in sequence (e.g., risk 
assessment before approval), while others can occur in 
parallel(e.g., training and labelling updates). Rigid sequencing 
turns process design into red tape. Flexible sequencing turns 
process design into enablement.

Stringency and Diminishing Returns

Every control has a cost - in time, resources, or flexibility. The 
goal of risk management in change is not to remove all risk, 
but to reduce it to a reasonable and proportionate level. At 
some point, additional controls add complexity without further 
reducing risk.

For example:

	z Requiring two separate validations for the same 
software patch.
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	z Mandating excessive approvals for non-critical 
documentation changes.

	z Duplicating reviews already covered under design 
control or CAPA.

	z These measures do not improve safety; they erode 
efficiency and obscure true priorities.

A better approach is to evaluate the risk-to-stringency ratio.

Ask:

	z Does this additional step meaningfully lower residual 
risk?

	z Does it prevent or only delay implementation?
	z Could it be replaced by a less burdensome but 

equally effective control?

True mastery of change control lies in discerning where rigour 
adds value - and where it does not.

The Myth of Control

One of the most persistent misconceptions in regulated 
industries is that more control automatically means better 
outcomes.
When faced with regulatory pressure or an unexpected audit 

finding, organisations often respond by adding another layer 
of procedure, another approval step, or another mandatory 
signature. It feels safe - it signals diligence, oversight, and 
seriousness. Yet, in practice, this instinct often produces the 
opposite effect.
The belief that control equals safety is deeply rooted 

in organisational psychology. In complex, high-stakes 
environments such as medical devices, it is uncomfortable to 
acknowledge uncertainty. Procedures, signatures, and gated 
reviews offer an illusion of mastery - a way to tame complexity 
through structure. But beyond a certain threshold, structure 
becomes over-engineering, and the system begins to slow, 
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choke, and eventually resist the very change it was designed 
to manage.

When Control Becomes Constraint

At its best, a well-designed change process creates 
predictability. At its worst, it creates paralysis.
A process requiring ten approvals for a document update 

might look robust, but in reality, it disperses accountability, 
consumes capacity, and delays action. Teams spend more 
time chasing signatures than solving problems.
This phenomenon reflects what Peter Streatfield (2001) called 

the paradox of control *: the more an organisation tries to exert 
control, the less it actually has. Each added checkpoint gives 
the comforting impression of oversight but, in truth, dilutes 
ownership and blurs responsibility.
The illusion of control is seductive because it produces 

metrics that look like governance - percentage of forms 
completed, audits closed on time, procedures reviewed 
annually. But these are activity metrics, not effectiveness 
metrics. They measure how many gates exist, not whether 
those gates protect anything of real value.

The Cost of Over-Engineering

Over-engineered quality systems breed their own risks:

	z Decision fatigue: People stop reading what they 
sign.

	z Bypass behaviour: Teams find unofficial short-cuts to 
get work done.

	z Inconsistency: Excessive procedural detail makes 
compliance harder, not easier.

	z Innovation freeze: When the path to change is 
obstructed, the safest choice becomes inaction.

	z The organisation drifts into compliance theatre - 
busy, heavily documented, but largely ineffective. 

**STREATFIELD, P. J. 2001 The Paradox of Control in Organisations. Routledge: London and New York. STREATFIELD, P. J. 2001 The Paradox of Control in Organisations. Routledge: London and New York. 
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The appearance of control substitutes for real 
understanding.

The Paradox of Control

Streatfield’s The Paradox of Control in Organisations (2001) 
offers a sobering perspective: much of what managers 
perceive as control is a social construct - an illusion maintained 
to create a sense of order amid uncertainty.
“There is a view-point that the control Quality Managers exert 

within this system is at best weak and at worst simply an illusion.” 
(Streatfield, 2001)
This resonates deeply in quality management.
Despite meticulous procedures and approval hierarchies, the 

real world of change is messy, interdependent, and influenced 
by countless variables - human behaviour, market forces, 
supplier reliability, regulatory interpretation, and even luck. 
The comforting notion that Quality Managers can “control” 
every aspect of change is, as Streatfield suggests, a mirage.
Quality professionals often sit at the center of the change 

management process, yet their authority is bounded by 
context:

	z They cannot control leadership mandates that 
compress time-lines.

	z They cannot control supplier decisions that introduce 
new risks.

	z They cannot control how individuals interpret or 
follow procedures in practice.

Their “control” exists within the boundaries of influence, not 
command. They can design systems, train teams, and provide 
oversight - but they cannot guarantee compliance in real 
time.
This illusion of control can make continuous improvement 

(CI) feel elusive. When outcomes diverge from plans 
despite rigorous adherence to process, quality leaders may 
question whether their systems truly make a difference. Yet 
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acknowledging this paradox is not defeatist - it is liberating. 
Recognising that control is partial, not absolute, allows Quality 
to focus on what can be influenced: culture, communication, 
and clarity.

Redefining Control as Clarity

The antidote to the myth of control is not chaos - it is clarity.
True control is not the number of procedures or approvals but 

the shared understanding of purpose, risk, and accountability.
A single, well-defined decision gate that everyone 

understands is worth more than five that no one remembers. 
In a mature change culture, procedures are not written to 
protect management; they are written to guide judgment.
The challenge for leaders is to resist the reflex to “add more” 

each time something goes wrong. Instead, they should ask:

	z Does this control reduce risk or merely redistribute 
it?

	z Does it improve transparency or create bottlenecks?
	z Would removing it make people think more - or less 

- carefully?

When organisations shift from control through restriction to 
control through understanding, they move from compliance 
to capability.
The goal of change management is not to prevent mistakes 

- it is to build systems that can adapt, learn, and recover when 
they happen.
That is real control: not the illusion of perfection, but the 

confidence that the system - and the people within it - can 
handle imperfection intelligently.

Embracing Uncertainty: Risk as a Leadership 
Discipline

The mature organisation does not strive for total control - it 
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strives for informed confidence.
Managing risk during change means accepting that 

uncertainty cannot be eliminated, only managed intelligently.

This requires:

	z Transparency: Sharing risks openly across functions 
rather than hiding them in documentation.

	z Judgment: Encouraging people to think critically 
rather than follow templates blindly.

	z Trust: Allowing delegated decision-making within 
defined boundaries.

Leaders who acknowledge uncertainty create psychological 
safety for teams to surface risks early, rather than conceal 
them until audits expose them.
Paradoxically, admitting what we don’t control creates 

stronger systems than pretending we control everything.

The Anatomy of a Risk-Based Change Review

To translate these principles into practice, organisations can 
structure change reviews around three risk-driven questions:

1.	 What could go wrong?
Identify all potential risks (patient, business, compliance, etc.) 

and evaluate their likelihood and severity.

2.	 What controls prevent or mitigate those risks?
Define measures - validation, verification, training, inspection 

- that directly reduce risk.

3.	 What is the residual risk, and is it acceptable?
Document how remaining risks are justified against benefit, 

supported by evidence and sign-off.
When these questions are answered clearly, documentation 

follows naturally. Change records become meaningful 



62

narratives rather than bureaucratic forms.

Best Practices for Assessing Risk During Change

1.	 Start Early.
Conduct risk assessments at the concept stage, not after 

plans are drafted. Early insights shape scope and resource 
allocation.

2.	 Involve the Right People.

Risk 
Type

Description Typical Example

Patient / 
Safety Risk

Potential harm to 
patients or users.

Material substitution affecting 
biocompatibility; process 
deviation impacting sterility.

Regulatory / 
Compliance Risk

Breach of statutory 
or standard 
requirements.

Unapproved change to design or 
labelling during MDR transition.

Product 
Quality Risk

Impact on 
performance, 
functionality, 
or reliability.

Unvalidated equipment upgrade 
causing drift in assay results.

Business / 
Continuity Risk

Financial loss, 
delay, or market 
interruption.

Supply chain disruption 
following supplier change.

Reputation Risk Loss of trust from 
customers or 
regulators.

Recall or public communication 
of corrective actions.

Operational Risk Disruption to 
manufacturing, sys-
tems, or training.

ERP upgrade without full data 
migration validation.

Organisational 
/ Cultural Risk

Resistance to 
change or poor 
adoption of new 
processes.

Insufficient stakeholder engagement 
during a site move.

Risk Types
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Cross-functional participation ensures that blind spots - 
especially those outside Quality - are caught early.

3.	 Use Evidence, Not Opinion.
Reference complaint data, CAPA trends, and audit findings to 

quantify risk rather than speculate.

4.	 Define Residual Risk.
It’s not enough to list mitigations; you must evaluate what risk 

remains and whether it’s acceptable.

5.	 Revisit After Implementation.
Post-implementation verification ensures that risk controls 

worked as intended.

6.	 Link Risk to Change Complexity.
Use risk levels to determine process depth - light touch for 

low-risk, structured project oversight for high-risk.

Balancing Risk and Agility: A Framework
Zone Nature of 

Change
Risk 
Level

Approach 
to Control

Agility 
Expectation

Examples

Zone 1 – Critical Changes that 
directly affect 
patient safety, 
product quality, 
or regulatory 
compliance.

High Strict formal 
change control. 
Requires docu-
mented risk 
assessment, 
full validation, 
and regulatory 
review where 
applicable.

Low – changes 
must be 
deliberate 
and verified.

Design modifi-
cations to Class 
III devices, 
manufacturing 
process 
changes, 
critical supplier 
changes.

Zone 2 – 
Significant

Changes that 
affect opera-
tions, systems, 
or business 
processes 
with indirect 
quality impact.

Moderate Structured but 
scalable control. 
Governance 
through cross-
functional 
review, 
documented ra-
tionale, and risk-
based testing.

Moderate – con-
trolled flexibility 
within defined 
boundaries.

ERP system 
up-grade, non-
critical facility 
relocation, 
procedural 
harmonisation.

Zone 3 – 
Adaptive

Changes with 
minimal regula-
tory or safety 
impact; often 
related to effi-
ciency or local 
improvement.

Low Light-touch 
governance. 
Focus on 
communication, 
tracking, and 
post-change 
review rather 
than pre-
approval gates.

High – designed 
for speed and 
experimentation.

Team restruc-
tures, internal 
reporting up-
dates, training 
or workspace 
redesign.
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To find equilibrium between control and flexibility, consider 
the three-zone model in the previous table:
This model reflects that control must scale with uncertainty. 
Trying to impose Zone 1 rigidity on Zone 3 changes suffocates 

innovation; allowing Zone 3 looseness in Zone 1 operations 
invites chaos.

The Quality Professional’s Evolving Role

The modern Quality Manager is less a gatekeeper and more 
a navigator of complexity.
Their task is not to block change but to enable it safely - 

turning risk into foresight.

To do this effectively:

	z Embrace systems thinking. See change as 
interconnected with CAPA, design, and risk 
management, not isolated from them.

	z Build adaptive controls. Procedures should guide 
thinking, not dictate it.

	z Coach decision-makers. Shift from enforcing 
compliance to teaching risk-based judgment.

	z Use data as a compass. Monitor trending risks and 
near misses to refine future change controls.

In this evolved role, Quality becomes the organisation’s 
translator between uncertainty and action.

Conclusion: Leading Through the Risk of Change

Every change is a test of an organisation’s ability to manage 
risk without losing momentum. When done well, change 
management transforms risk from a source of fear into a 
catalyst for learning. When done poorly, it turns risk into 
paralysis - a bureaucracy of false certainty. The challenge is 
not to design a system that prevents all errors, but one that 
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anticipates, absorbs, and learns from them.
Peter Streatfield’s paradox remains true: complete control is 

an illusion. But effective leadership does not require control - 
it requires awareness, adaptability, and courage.
In the end, the real skill of change management lies not in 

eliminating risk, but in living intelligently with it.
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Five Principles for Risk-Based Change 
Management

“Change management ensures we move forward with intent, 
not accident.”

1. Risk is the Core, Not a Step
Every change begins and ends with risk.
Patient, compliance, operational, and business risks must be 

identified early - before tasks, forms, or approvals.
Treat risk assessment as the foundation, not the paperwork.

2. Rigor Without Rigidity
Control must be proportional to consequence.
Overly prescriptive processes create friction and delay.
Focus on must-haves (safety, compliance, traceability), not 

administrative “nice-to-haves.”

3. Clarity Over Control
Quality leaders influence more than they command.
Recognize Streatfield’s paradox - the belief in total control is 

an illusion.
Replace the pursuit of control with the pursuit of clarity and 

communication.

4. Balance Stringency and Agility
When controls stop reducing risk, they start increasing 

waste.
Use judgment to decide when more documentation or review 

no longer adds value.
The goal is to reduce uncertainty, not movement.

5. Learn From Every Change
Each completed change is an insight opportunity.
Feed lessons learned into CAPA, training, and system design.
A mature organisation treats risk management as a continuous 

feedback loop, not a compliance box.
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Quick Reference Checklist

Ask Before You Approve a Change
	z Have all potential risks been identified and evaluated?
	z Do planned controls actually reduce risk (not just 

demonstrate compliance)?
	z Is the process proportional to the level of risk?
	z Are all cross-functional impacts understood?
	z Has the change been verified and lessons captured post-

implementation?

Key Takeaway:
Risk-based change management is not about preventing 

change - it’s about making change safe, informed, and 
sustainable.
The goal isn’t control; it’s confidence through understanding.
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 Chapter 6: - Change in Practice

Purpose: A Structured and Proactive Approach

The purpose of a formal change policy is to establish a 
structured and proactive approach to managing change. 
Every change should be:

	z Planned appropriately and assessed for potential 
risks.

	z Communicated and documented to all relevant 
stakeholders.

	z Executed in compliance with regulatory and quality 
requirements.

Reactive change - making decisions after an issue arises - 
is discouraged. It often leads to non-compliance, product 
quality problems, and operational disruptions.
Change control is a preventive discipline, not a corrective 

one. It’s the front-end mechanism that stops CAPAs from 
being needed later.
Biotech, like any mature organisation, recognises that the 

complexity and scope of change can vary widely. Some 
changes are small and localised, while others are strategic 
and transformative. The system must be scalable - not every 
change warrants the same level of scrutiny. A software version 
update in a supporting tool might follow a light process; a 
manufacturing site move demands full governance and multi-
functional oversight.

Scope and Sources of Change

Change can come from almost anywhere. The most common 
sources include:

	z Corrective and Preventive Actions (CAPA): Issues 
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identified through CAPA often drive process or 
procedural change.

	z Regulatory Requirements: New or revised standards, 
guidance, or agency expectations.

	z Product Design and Development: Design 
modifications, feature enhancements, or material 
substitutions.

	z Process Improvements: Efficiency projects or lean 
initiatives that alter process steps or equipment.

	z Supplier Changes: Raw material or service provider 
substitutions.

	z Equipment Upgrades: New technologies, software, 
or automation.

	z Facility Moves: Relocating production lines or clean-
rooms.

	z Organisational Changes: Structural shifts or 
personnel transitions affecting regulated activities.

The diversity of these sources means that change 
management must be cross-functional. Quality cannot own 
it alone; operations, engineering, validation, regulatory, and 
supply chain all have critical roles in assessing and executing 
change.

Scalability: Tailoring Effort to Impact

Not all changes are created equal.
A mature change management system is scalable - it tailors 

the rigour of the process to the magnitude and potential 
impact of the change.

	z Minor changes (e.g., an update to a non-critical form) 
may only require local review and documentation.

	z Moderate changes (e.g., revising a work instruction or 
upgrading equipment) may require multi-functional 
assessment, risk evaluation, and validation evidence.

	z Major changes (e.g., process redesign, supplier 
replacement, or facility move) demand full project 
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planning, governance committees, and post-
implementation review.

The principle is proportionality: apply the right level of control 
for the level of risk.
Change management should not replace detailed product 

design, validation, or regulatory processes - it should connect 
them. It’s the glue that binds these disciplines together under 
a unified governance approach.

Compliance: The Regulatory Imperative

All change management activities must align with ISO 13485, 
which requires control of design, process, and documentation 
changes to maintain product quality and safety. In practice, 
this means ensuring that validation, verification, and regulatory 
assessment are integral to every change.
Two considerations are often overlooked:

1.	 Validation: Changes impacting manufacturing, 
testing, or software must be validated to demonstrate 
continued control.
2.	 Regulatory Impact: Any modification that 

affects product design, intended use, labelling, or 
manufacturing site must be reviewed for regulatory 
submission requirements.

For multi-site organisations, governance becomes more 
complex. It must be clear which site’s QMS takes the lead 
for the change and how other sites’ records link back. The 
documentation should clearly show how the change was 
assessed, who was accountable, and how interfaces were 
managed.
When third-party manufacturers or service providers are 

involved, the same logic applies. Quality or supply agreements 
must reflect how changes are communicated, reviewed, and 
approved.
After the change, updated agreements and records should 
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clearly define the new responsibilities of all parties. Regulators 
and auditors look for this continuity of control - it’s proof that 
the organisation not only implemented the change but also 
sustained compliance afterward.

Management Approval and Governance

Governance provides the backbone of the change process.
Significant changes - those with potential to affect product 

safety, compliance, or operations - require formal management 
approval before implementation.

Typical governance structures include:

	z A Change Review Board (CRB) or steering team for 
high-impact initiatives.

	z Representation from key functions such as Quality, 
Regulatory, Operations, Engineering, Validation, and 
Finance.

	z Clearly defined approval thresholds based on risk, 
cost, and regulatory significance.

This governance ensures changes are not driven by urgency 
or local bias alone. It introduces organisational objectivity - a 
crucial factor in avoiding oversight or rushed decisions.
All product, process, or system changes must be documented 

in the Quality Management System through a Change Order or 
equivalent record. This record becomes part of the permanent 
audit trail demonstrating compliance and traceability.

Root Cause Analysis and Data-Driven Decisions

Effective change management begins with a clear problem 
statement and data-based justification. Without this, 
organisations risk making changes that address symptoms 
rather than causes.
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Common tools include:

	z Fishbone (Ishikawa) Diagrams – to map out potential 
cause categories.

 QA  RA Eng Ops SC Val Fin HR

Initiation Verify that 
proposed 
change is 
captured 
under QMS; 
ensure pre-
liminary risk 
screening is 
per-formed.

Identify 
potential 
regulatory 
implica-tions 
or submis-
sion triggers.

Define 
technical 
rationale and 
initial scope 
of change.

Flag 
opera-tional 
impacts, 
capacity, 
and process 
constraints.

Highlight 
suppli-er/
material 
dependen-
cies and 
risks.

Advise if 
testing, 
requalifica-
tion, or 
revalidation 
may be 
required.

Approve 
resource 
allocation 
or strategic 
alignment 
if major.

Determine 
training 
implications 
or personnel 
changes.

Feasibility 
Assessment

Lead formal 
risk assess-
ment (FMEA, 
impact 
ma-trix).

Evaluate 
regional 
and global 
regulatory 
require-
ments; 
determine 
if Notified 
Body / FDA 
involvement 
needed.

Assess 
technical 
feasibility, 
design 
compatibil-
ity, and 
potential 
process 
modifica-
tions.

Confirm 
feasibility of 
imple-
mentation at 
production 
sites.

Assess 
supplier 
readiness 
and 
contractual 
obligations.

Define val-
idation re-
quirements; 
estimate 
timelines 
and re-
sources.

Approve 
business 
case, fund-
ing, and 
project pri-
oritization.

Assess 
organisa-
tional 
readiness; 
support 
com-
munication 
planning.

Planning Approve 
risk miti-
gation and 
validation 
plans; 
ensure QMS 
documen-
tation 
strategy is 
defined.

Prepare 
regulatory 
plan 
(submis-
sions, no-
tifications, 
labeling 
updates).

Create 
de-tailed 
technical, 
design, or 
process 
implemen-
tation plan.

Develop 
production 
and logistics 
readiness 
plans.

Coordinate 
supplier 
communica-
tion and de-
livery plans.

Draft 
validation, 
stability, and 
qualification 
protocols.

Review 
fi-nancial 
impact and 
confirm 
go/no-go 
decision.

Prepare and 
schedule 
training 
plans and 
competen-
cy assess-
ments.

Implemen-
tation

Monitor 
process 
execution, 
deviation 
control, and 
document 
updates.

Review 
labeling, 
claims, and 
docu-
mentation 
for com-
pliance.

Execute 
technical 
activities, 
testing, and 
engineering 
changes.

Implement 
changes 
on shop 
floor; record 
results and 
issues.

Ensure new 
materials or 
suppliers are 
released and 
traceable.

Execute 
validation 
protocols 
and sum-
marize 
results.

Track costs 
and report 
status to 
steering 
team.

Conduct 
training, 
maintain 
attendance 
records, 
and track 
effective-
ness.

Post-
Implemen-
tation

Lead ef-
fectiveness 
verification, 
audit trail 
review, and 
final clo-
sure.

Confirm 
completion 
of regula-
tory filings 
and label-
ing updates.

Verify per-
formance 
metrics; 
assist in 
technical 
post-change 
reviews.

Monitor 
production 
perfor-
mance, yield, 
and product 
stability.

Confirm 
supplier 
performance 
post-change 
and update 
supplier files.

Evaluate 
validation 
outcomes; 
support 
release for 
ongoing use.

Approve 
closure 
and update 
project/
financial 
summar-ies.

Capture 
training 
feedback; 
confirm 
personnel 
competen-
cy.

Continuous 

Improvement

Trend 
change data 
for CAPA 
and man-
agement 
review.

Evaluate 
regulatory 
outcomes; 
update 
change 
procedures 
as needed.

Share 
technical 
learnings 
for design/
process im-
provement.

Feed les-
sons learned 
into standard 
work and 
KPIs.

Strengthen 
supplier 
agreements 
to improve 
change 
notification.

Refine 
val-idation 
practices 
based on 
perfor-
mance data.

Embed 
les-sons in 
governance 
policy; allo-
cate future 
budgets 
accordingly.

Update 
training 
programs 
and com-
munication 
strategies.

Functional roles during Change

QA - Quality Assurance; RA - Regulatory Affairs; Eng - Engineering; 
Ops - Operations; SC - Supply Chain; Val - Validation; Fin - Finance; 
HR - Human Resources 
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	z 5 Whys Analysis – to drill down to the true root cause.
	z Pareto Analysis – to identify the most frequent or 

significant contributors.

The expectation is that change should be evidence-based, 
not opinion-based. Data should drive decisions about whether 
a change is necessary, what its scope should be, and how it 
will be verified as effective.
This approach is especially important when changes stem 

from CAPA, where the temptation is to act quickly. A well-
performed root cause analysis ensures that changes are 
not just reactive fixes, but genuine improvements to system 
robustness.

The Change Process Flow

Although every organisation adapts the process to its systems, 
an effective change flow typically follows these stages:

1. Initiation

A change request is raised by an individual or function 
identifying a need for modification. The initiator provides:

	z A description of the change and rationale.
	z Preliminary risk assessment.
	z Proposed scope and impacted areas.

The request enters a triage stage where it is classified (minor, 
moderate, major) and assigned to an owner.

2. Feasibility Assessment

Before full approval, the change undergoes a feasibility 
evaluation to determine whether it is viable and justified.
Typical factors include:
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	z Technical feasibility and resource availability.
	z Financial impact and cost–benefit analysis.
	z Organisational readiness and training needs.
	z Regulatory and customer implications.
	z Supplier capability and quality history.

If certain assessments are deemed unnecessary, the 
rationale must be documented - transparency matters more 
than uniformity.

3. Planning

Once feasibility is established, detailed planning begins. 
Depending on scope, the following plans may be developed:

	z Project or Implementation Plan – defines deliverables 
and milestones.

	z Regulatory Plan – identifies submission or notification 
requirements.

	z Validation Plan – defines testing or qualification 
activities.

	z Training Plan – ensures affected personnel are 
competent before go-live.

	z Communication Plan – defines who needs to be 
informed and when.

	z Document Management Plan – ensures controlled 
updates to procedures, forms, and specifications.

Each plan must integrate risk management - both for what 
could go wrong and how those risks will be mitigated.

4. Implementation

Execution is where plans turn into action. The goal is not just 
to perform the change but to demonstrate control.

Key deliverables may include:
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	z Transfer or qualification reports.
	z Validation or verification summaries.
	z Updated Device Master Records (DMRs) and Design 

History Files (DHFs).
	z Revised labelling, packaging, and Instructions for 

Use (IFUs).
	z Updated SOPs and training records.

Each document shows evidence that the change was 
implemented as approved, with deviations properly managed 
and justified.

5. Post-Implementation Review

After completion, a structured review confirms that objectives 
were met and no unintended consequences occurred.

This phase may include:

	z Verification that all regulatory submissions were 
made.

	z Review of performance data and feedback from 
operations.

	z Confirmation that training and documentation are 
current.

	z Closure of the change order after Quality review.

For product launches, this step often includes a product 
performance review combining inputs from Quality 
Engineering, Marketing, Regulatory Affairs, and Production.

Risk Management: The Core Discipline

Risk management is not a step in the change process - it runs 
through every phase.
Every change must undergo a proportional risk assessment, 

using appropriate tools such as:
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	z Failure Mode and Effects Analysis (FMEA) – for 
process and product risk.

	z Product-specific Risk Assessment aligned with ISO 
14971.

	z Hazard Analysis and Critical Control Points (HACCP) – 
for manufacturing or contamination controls.

	z Risk Matrices or Decision Trees – to classify and 
prioritize risk levels.

Risk assessment should be iterative: updated as new 
information becomes available. The output informs which 
controls are required - validation, verification, training, or 
regulatory engagement.
The discipline of risk management converts uncertainty into 

visibility. It cannot be overstated that it is the heartbeat of a 
compliant and effective change control system.

Governance in Practice

For significant changes, governance often takes the form of 
a steering committee or change control board. This cross-
functional team ensures that:

	z All perspectives are represented (Quality, Regulatory, 
Operations, Validation, Finance, HR, etc.).

	z Decisions are documented and traceable.
	z Risk assessments and mitigation plans are approved 

before execution.
	z Project and change time-lines are aligned to avoid 

conflicting priorities.

Regular governance meetings maintain oversight through 
the life-cycle of the change - from initiation to closure. This is 
particularly critical when the change spans multiple functions 
or sites, or when it carries significant financial or regulatory 
implications.
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When Project Management and Change 
Control Intersect

Large changes are often managed as projects - complete 
with charters, Gantt charts, and budgets. In these cases, 
change management provides the compliance spine that 
runs through the project.
Project management ensures milestones are met.
Change control ensures that every milestone is validated, 

documented, and compliant.
Both are essential. A project without change control risks 

regulatory findings; a change without project management 
risks chaos. Mature organisations deliberately integrate the 
two disciplines. For instance:

	z A site transfer project may have a project manager 
coordinating time-lines while a quality change owner 
ensures that each transfer activity - qualification, 
validation, notification - is controlled.

	z A new product introduction may run under design 
control and project governance, with change 
management ensuring alignment between design, 
regulatory submission, and manufacturing readiness.

The two frameworks must not compete but complement 
one another.

Post-Change Learning and Continuous Improve-
ment

An often overlooked component of the change process is 
learning. After a change is implemented, teams should assess:

	z What went well and what didn’t.
	z Whether risk assessments accurately predicted 

actual outcomes.
	z How documentation and approvals could be 
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streamlined.
	z Whether additional training or controls are needed 

for future changes

Capturing these lessons builds organisational maturity. 
Over time, the change management system itself evolves - 
simplifying where possible, tightening where necessary, and 
always moving toward proactive rather than reactive control.

Putting It All Together: Anatomy as Architecture

If we were to visualise the anatomy of change, it would look 
like a living system:

	z Purpose is the brain - it defines intent and direction.
	z Scope is the senses - it identifies where change 

originates.
	z Scalability is the muscle - it adjusts strength to the 

task.
	z Compliance is the skeleton - it provides structure 

and keeps everything upright.
	z Governance is the heart - it pumps decision-making 

through the system.
	z Risk management is the nervous system - it senses, 

assesses, and responds.
	z Implementation and Review are the hands - they 

carry out and evaluate the work.

When all these parts work together, change becomes less 
about control for its own sake and more about organisational 
health.

Conclusion: The Discipline Behind Adaptability

Change management is sometimes misunderstood as a 
bureaucratic burden. In reality, it is the mechanism that allows 
organisations to change safely.
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Without structure, change is chaotic. Without agility, it’s 
paralysed. The anatomy of change - purpose, scope, scalability, 
compliance, governance, and risk management - exists to 
maintain that balance.
Done well, change management does not slow innovation; it 

protects and enables it. It ensures that when a new process, 
product, or system is introduced, it strengthens the business 
rather than destabilises it.
One of the key requirements of any change is that, once 

implemented, it sticks  -  that it is followed, sustained, and not 
quietly unpicked or ignored over time. This brings us to a critical 
question: how do we ensure control within the organisation, 
so that actions taken truly reflect the expectations of the 
business? 
In regulated industries, this alignment is the very bedrock of 

compliance and credibility. Yet, as we will explore, even the 
strongest bedrock is only as solid as the foundations upon 
which it is built.
Those foundations are, in large part, documented control 

systems - the policies, procedures, work instructions, and 
records that define how work is performed and verified. They 
represent not just the administrative scaffolding of compliance, 
but the visible expression of how the business translates intent 
into action. When well-designed and effectively managed, 
these systems ensure that every employee knows what “good” 
looks like, how change should be implemented, and how 
decisions are justified and recorded. When poorly maintained, 
however, they create ambiguity, inconsistency, and risk - the 
very conditions that allow change to erode rather than endure. 
So let’s have a look at how best to ensure control in the next 
chapter
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Change Process Quick Reference

Purpose

To ensure all changes are planned, risk-assessed, 
communicated, and executed in a structured and 
compliant manner - preserving both agility and control.
Applies to all changes with potential to impact product 

safety, regulatory status, or quality system performance.

1. Initiation

	z Identify the need for change and define the problem 
statement.

	z Outline the rationale, scope, and preliminary risk 
assessment.

	z Assign an owner and impacted functions.

Key Output: Change request logged and classified (minor 
/ moderate / major).

2. Feasibility Assessment

	z Evaluate technical, financial, and regulatory 
feasibility.

	z Assess organisational readiness, supplier capability, 
and resourcing.

	z Decide whether the change proceeds or is 
deferred.

	z Governance Checkpoint: Change Review Board 
(CRB) or Steering Team approval to proceed.

Key Output: Feasibility assessment and documented 
justification.

3. Planning
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	z Develop detailed plans as appropriate:
	z Project / Implementation Plan
	z Validation & Regulatory Plans
	z Training & Communication Plans
	z Document Management & Risk Mitigation Plans
	z Define success criteria, deliverables, and time-

lines.

Key Output: Approved change plan and updated risk 
documentation (FMEA, ISO 14971).

4. Implementation

	z Execute approved activities following controlled 
procedures.

	z Validate, verify, and document all outcomes.
	z Update Device Master Record, SOPs, labelling, and 

training.
	z Record deviations and manage through CAPA if 

required.
	z Governance Checkpoint: Implementation Review 

by Quality / Regulatory.

Key Output: Evidence of compliant execution and 
traceability.

5. Post-Implementation

	z Verify effectiveness and confirm that intended 
results were achieved.

	z Review data, training records, and documentation 
completeness.

	z Complete regulatory submissions or notifications if 
applicable.

	z Gather feedback and lessons learned for process 
improvement.

	z Governance Checkpoint: Final review and formal 
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change closure.
Key Output: Closed change order with post-implementation 

evaluation.

6. Continuous Improvement

	z Feed outcomes and lessons learned into CAPA, risk 
management, and training.

	z Update SOPs, checklists, and governance criteria 
based on learning.

	z Reinforce proactive change culture across all 
functions.

Key Output: Sustained compliance and improved 
organisational maturity.

Supporting Systems

	z Risk Management: Active throughout all stages - 
updated as new information emerges.

	z Governance: Formal reviews at feasibility, 
implementation, and closure.

	z Project Management: Used in parallel for large-
scale changes; ensures timely delivery while 
change control maintains compliance. More on this 
next.

Guiding Principle:
Change management ensures we move forward with intent, 

not accident.
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 Chapter 7: Maintaining Control and 
Ensuring Control of the Change 
Control System

In regulated industries, control is a sacred word. It conveys 
assurance, consistency, and trust. The very structure of a 
Quality Management System (QMS) is designed to ensure 
control - over processes, products, and decisions that could 
affect patient safety and compliance.
Yet one of the great paradoxes of quality management is that 

the more we attempt to control, the harder genuine control 
becomes to maintain.
The Change Control process sits at the heart of this tension. 

It is the system designed to manage risk and ensure that 
changes are implemented in a deliberate, documented, 
and traceable way. But over time, many organisations lose 
sight of its purpose. The focus shifts from managing change 
to managing documents - from controlling outcomes to 
controlling paperwork.
This chapter explores what it means to truly maintain 

control over the change control process: how documentation 
structures support that control, how electronic systems can 
enable or hinder it, and how change control interfaces with the 
broader QMS to maintain a state of compliance that is both 
robust and agile.

The Illusion of Control

Ask any quality professional what “control” means in their 
daily work, and the answer will usually involve documentation. 
Control is evidenced by version numbers, signatures, and 
approval trails. In other words: control equals paperwork.
This mindset isn’t wrong - documentation is the visible trace 

of control - but it is incomplete.
Control should not just be about recording actions, but about 

governing behaviour.
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A controlled system ensures that decisions are made 
consciously, risks are understood, and execution aligns with 
intent. But many organisations, under pressure from audits 
and regulators, have narrowed control to mean document 
containment - as if keeping every procedure, form, and 
record under version control somehow guarantees that reality 
matches policy.
The truth is that documentation is a proxy for control, not 

control itself.
If a change is implemented flawlessly but documented 

poorly, the system fails from a compliance perspective. If a 
change is documented perfectly but implemented poorly, the 
system fails from a quality perspective.
Maintaining control, therefore, requires mastering both 

dimensions - the visible control of documentation and the 
invisible control of execution.

The Documentation Hierarchy: Foundations of 
Control

The following figure illustrates the typical documentation 
hierarchy that defines control within many organisations. 
It serves as both a map of quality intent and a reflection of 
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cultural maturity. Understanding this hierarchy is fundamental 
to understanding how control is maintained.

1. Quality Policy (QP)

At the top sits the Quality Policy - a concise statement of the 
organisation’s commitment to quality, compliance, and patient 
safety. It defines intent and direction. The QP should not be a 
generic declaration written for auditors; it should reflect the 
company’s real values and priorities. It answers the “why” of 
quality: Why do we exist? What does quality mean here?
A well-crafted QP provides an anchor for every other 

document beneath it. Without it, the system risks becoming 
an administrative exercise detached from purpose.

2. Quality Manual

Beneath the QP sits the Quality Manual, which translates 
intent into structure. It outlines how the organisation’s quality 
management system meets applicable standards and 
regulations (e.g., ISO 13485, FDA QSR, IVDR, or MDR).
The Quality Manual defines who is responsible for what, 

where key processes are controlled, and how the organisation 
ensures compliance. It is, in effect, the constitution of the 
QMS.
Strong manuals don’t just restate regulations - they 

contextualise them. They show how the organisation interprets 
requirements in its own operational language.

3. Policies

Next come the Policies - high-level documents that define 
expectations for each QMS area: design control, CAPA, 
supplier management, risk management, production, and 
change control itself.
Policies articulate “what must be done,” but not yet “how.” 

They are the bridge between governance and practice - 
ensuring consistency across functions while allowing flexibility 
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in implementation.

4. Procedures

Below policies sit the Procedures, which describe how the 
intent is achieved. They translate principles into action. A 
Change Control procedure, for example, will detail how to 
initiate, assess, approve, implement, and close a change.
Procedures are the backbone of control. If policies represent 

the organisation’s promises, procedures are the proof that 
those promises can be delivered repeatedly and consistently.
But procedures must remain usable. Overly complex or poorly 

written SOPs erode control by encouraging workarounds. True 
control lies in clarity, not complexity.

5. Work Instructions

Work Instructions provide step-by-step guidance for 
specific activities within a procedure - how to complete a 
form, calibrate equipment, or upload documentation into an 
electronic system.
They bring control to the execution layer.
In a well-integrated QMS, procedures define what happens, 

and work instructions define how it happens safely and 
consistently. When procedures are followed but work 
instructions are ignored, control becomes superficial.

6. Forms and Records

At the base of the hierarchy are the Forms and Records - the 
tangible evidence of execution. These are the daily artefacts 
that demonstrate compliance with higher-level intent: the 
completed change control forms, risk assessments, training 
records, validation reports, and meeting minutes.
In regulated industries, these records are critical. They prove 

that the system functions as designed. But again, the goal is 
not simply to produce records - it is to ensure that the records 
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represent truth, not just activity.

This hierarchical documentation structure provides a system 
of traceability and accountability. Each level supports the one 
above, ensuring that policies are enacted, procedures are 
followed, and results are verifiable. But documentation alone 
cannot guarantee effective change. It must be coupled with 
cultural discipline and systemic integration.

The Role of eQMS Document Management Sys-
tems

Modern organisations increasingly rely on electronic Quality 
Management Systems (eQMS) to manage documentation 
and control. These systems provide version control, work-
flow automation, audit trails, and centralized access - all vital 
features in regulated environments.
When implemented well, an eQMS delivers enormous value:

	z Consistency: Automatic version control ensures only 
current documents are used.

	z Visibility: Dashboards and tracking tools provide 
real-time oversight of change progress.

	z Traceability: Electronic signatures and time stamps 
create defensible audit trails.

	z Efficiency: Automated routing reduces manual errors 
and administrative delays.

However, the introduction of an eQMS is not a guarantee of 
compliance or effectiveness. Without proper governance, an 
eQMS can simply digitise dysfunction.
If underlying processes are unclear, inconsistent, or 

misaligned, the system merely automates confusion.
If people do not understand why the system is structured as 

it is, they will find ways to circumvent it - uploading short-cuts, 
misclassifying changes, or using offline templates “just this 
once.”
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The value of an eQMS lies not in its technology, but in its 
discipline of use. It should support decision-making, not 
substitute for it.
A robust change control process uses the eQMS as a tool - 

not as the definition of control itself.

Document Management Is Not Change Manage-
ment

One of the most common misconceptions in regulated 
organisations is the belief that managing documents equates 
to managing change.
In reality, document control is only one small part of the 

change journey.
Updating procedures and work instructions is necessary, but 

it’s not sufficient. True change management ensures that:

	z Risks are assessed and mitigated.
	z Regulatory and product impacts are evaluated.
	z Stakeholders are aligned and trained.
	z The change is verified as effective after 

implementation.

When organisations treat change control as a documentation 
update process, they miss the essence of its purpose - to 
manage risk during transition.
A system obsessed with signatures and approvals can 

easily become a bureaucratic bottleneck, discouraging 
legitimate improvement. Conversely, a system that neglects 
documentation loses traceability and compliance.
Maintaining control means balancing both: rigorous 

documentation and intelligent flexibility.

Interfaces Between Change Control and the 
Broader QMS
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Change Control does not operate in isolation. It is a connective 
process that touches nearly every other element of the QMS. 
Understanding these interfaces - and ensuring they are 
functional - is key to maintaining true system control.

1. Internal Audit

Internal audits are the organisation’s internal conscience.
They verify not only that documentation exists, but that 

practice matches policy.
Auditing the Change Control process serves two vital 

purposes:

	z It ensures that changes are raised, assessed, and 
implemented in accordance with procedure.

	z It confirms that changes have achieved their intended 
outcomes and that associated documentation 
accurately reflects current practice.

A mature audit program doesn’t just catch errors; it identifies 
patterns - recurring delays, repeated deviations, or bottlenecks 
that suggest systemic weakness.
Internal audits should include targeted reviews of high-risk or 

high-volume change categories, as well as the effectiveness 
of change-related training and communication.
In this sense, audit is both a diagnostic tool and a safety net 

for the change system.

2. Non-Conformance and CAPA Systems

The relationship between Change Control and CAPA 
(Corrective and Preventive Action) is symbiotic.
CAPAs often drive change - a process is modified, a supplier 

updated, a procedure revised - but not all changes arise from 
CAPAs. Routine improvements, equipment upgrades, or site 
moves may also require formal control. Confusion arises when 
organisations use one system as a substitute for the other.
A CAPA should address the root cause of an issue. Change 
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Control should manage the implementation of the solution.
Mixing the two can create duplication or, worse, omission.
To maintain control, organisations must establish clear 

interfaces:

	z CAPA closes only once all associated changes have 
been implemented and verified.

	z Each Change Control record should reference 
relevant CAPAs to maintain traceability.

	z Metrics should link CAPA effectiveness to change 
outcomes.

When these systems work together, they form a continuous 
improvement loop rather than a collection of disjointed 
activities.

3. Risk Management System

Risk management is the backbone of intelligent change.
Every change introduces some degree of uncertainty - 

technical, regulatory, or operational. A robust change control 
process must ensure that risks are identified, assessed, and 
mitigated using appropriate tools: FMEA, fault-tree analysis, 
or hazard analysis aligned with ISO 14971 principles.
Too often, risk assessment within change control is treated 

as a check-box - a perfunctory statement that risk is “low” 
without justification or traceability.

True risk integration means:

	z Assessing how the proposed change affects existing risk 
controls.

	z Updating product and process risk files accordingly.
	z Verifying that new controls are effective post-

implementation.

This link between risk and change is not just good practice; 
it’s a regulatory expectation. Maintaining control requires 
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ensuring that no change bypasses structured risk thinking.

4. Management Review

The Quality Management Review (QMR) is the governance 
body that oversees the effectiveness of the entire QMS - 
including the Change Control system.
The QMR should not simply review metrics like “number of 

changes open” or “average closure time.” These are activity 
metrics.
To maintain control, leadership should ask deeper questions:

	z Are the right types of changes being raised?
	z Are changes implemented effectively and on time?
	z What percentage of changes are reactive vs. 

proactive?
	z Are there recurring issues suggesting poor root 

cause analysis?
	z Is the system supporting agility or constraining it?

A mature QMR treats Change Control as a strategic tool, not 
an administrative burden.
By reviewing effectiveness rather than just efficiency, 

management reinforces the system’s true purpose: managing 
risk and driving improvement.

Maintaining Control Through Clarity and 
Discipline

Sustained control depends on two factors: clarity and 
discipline.

	z Clarity means that everyone understands the intent 
behind the process - why it exists, how it integrates 
with other systems, and what their role is within it.

	z Discipline means following the process even when 
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under pressure - when time-lines tighten, when 
leadership demands action, or when the temptation 
to bypass procedure arises.

Losing either erodes control.
An organisation can have the most sophisticated eQMS and 

comprehensive procedures imaginable, but if people don’t 
believe in the process or don’t understand its purpose, control 
will be an illusion.
Maintaining control, therefore, is not about tightening 

rules endlessly. It’s about reinforcing understanding and 
accountability. Every audit, every review, every training 
session is an opportunity to remind people that control exists 
to protect, not to punish.

The Continuous Verification of Control

Change Control, by its nature, must be dynamic.
Processes evolve, regulations shift, and business needs 

change. The control system itself must be periodically 
challenged and recalibrated.

Key methods of continuous verification include:

	z Trend analysis: monitoring recurring deviations, cycle 
times, and error rates in the change process.

	z Audit feedback: tracking the frequency and severity 
of audit findings related to Change Control.

	z Effectiveness reviews: verifying whether changes 
delivered the intended outcome.

	z Cross-functional calibration: periodic workshops 
aligning how different sites or functions interpret the 
process.

	z Control is not static - it is maintained through motion.

The best organisations view their change system as a living 
organism: it must adapt to remain strong.
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Conclusion: True Control Lies in Purpose

Maintaining control of the Change Control system is not 
about building walls of documentation or endless signatures. 
It is about ensuring that every change - whether small 
or transformative - is made with intent, awareness, and 
accountability.
Documents provide structure.
Electronic systems provide visibility.
Audits provide assurance.
But people provide control.
When employees understand why the process exists, when 

leaders model its discipline, and when the system integrates 
seamlessly with the broader QMS, change becomes not a 
source of fear but a demonstration of competence.
In the end, the goal is simple:
To create a system where change is not a compliance burden 

but a sign of organisational maturity - a visible indicator that 
the business can adapt safely, swiftly, and with confidence.
That is what real control looks like.
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Ten Signs of a Healthy Change Control System

“You don’t need more control - you need the right kind of control.”

1. Clarity at Every Level
Everyone - from operators to executives - knows what 

requires change control, why it matters, and how to 
initiate it.
Confusion breeds chaos; clarity builds confidence.

2. Seamless Integration with Risk Management
Each change links clearly to risk assessments.
No change proceeds without understanding its impact 

on product safety and compliance.

3. Documented - but Not Bureaucratic
Procedures are detailed enough to guide, but not so 

rigid that they paralyse.
Documentation reflects reality, not ritual.

4. Traceable and Transparent
Every change has a clear lineage - who raised it, who 

approved it, what it impacted, and how success was 
verified.
No black boxes.

5. Engaged Cross-Functional Ownership
Quality may govern the process, but operations, 

engineering, and regulatory teams own their parts of 
the change.
True control is shared, not centralized.

6. Leadership Commitment
Leaders model discipline: no short-cuts, no “just get it 

done” exceptions.
They treat compliance as an enabler of credibility, not 

a constraint on speed.
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7. Effective eQMS Use
The electronic system adds visibility and efficiency - it 

doesn’t create work for its own sake.
Users see it as a tool, not a trap.

8. Data-Driven Monitoring
Metrics go beyond closure rates: they measure 

effectiveness, risk reduction, and learning.
Audits focus on insight, not paperwork volume.

9. Continuous Learning
Lessons from audits, CAPAs, and post-implementation 

reviews are fed back into the process.
The system improves itself over time.

10. Cultural Alignment
People understand that Change Control exists to 

protect patients and the business - not to please 
auditors.
It’s lived, not laminated.

Key Takeaway
A mature Change Control system balances rigour with 

flexibility.
It ensures traceability, not bureaucracy - and turns 

compliance into a catalyst for improvement rather than 
an obstacle to progress.
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 Chapter 8: Making Big Change 
Happen  

Managing Complex Projects in Regulated 
Organisations

This chapter focuses on how to manage big projects - the kind 
that stretch across functions, attract executive attention, and 
test the limits of both compliance and agility. By their nature, 
such initiatives must balance the demands of rigorous change 
control with the need for effective change management. They 
are also inherently political: high visibility brings high stakes, 
and with that, competing priorities. Executives often want to 
press ahead at pace, while more cautious voices within Quality 
or Regulatory functions may struggle to be heard.
Achieving this balance - between progress and prudence, 

speed and stability — is one of the hardest challenges 
in regulated industries. The following section distils best 
practices from leading project management and change 
methodologies, combined with real-world experience, to help 
you navigate this delicate equilibrium and deliver complex 
change both safely and successfully
If you’ve ever watched a government project unfold - from 

national infrastructure to digital transformation - you’ll notice 
a familiar pattern. Lofty ambitions. Impressive press releases. 
Early wins. Then the delays start, the budgets swell, the 
stakeholders drift, and finally a politician stands in front of a 
half-finished structure promising to “learn lessons.”
In the private sector, the same failures happen - just with 

better PR and fewer headlines. Projects stumble, stall, or 
collapse under their own complexity. In regulated industries, 
the stakes are even higher. When a project goes wrong, it’s not 
just money or pride on the line - it’s compliance, safety, and 
sometimes patients.
This chapter explores how to deliver big, high-stakes change 

in a world where process, risk, and regulation collide. It’s not 
a guide to project management theory; it’s about project 



100

leadership - the mindset, structure, and discipline needed 
to turn ambition into achievement without drowning in 
bureaucracy.

Why Big Projects Go Wrong

The data is sobering. Across industries:

	z Only a fraction of large projects are delivered on time 
and on budget.

	z In IT and digital transformation, overruns of 50–75% 
are common.

	z Almost half miss their deadlines.
	z Most deliver less value than promised.
	z If this sounds familiar, it’s because the root causes 

rarely change:
	z Poor planning and estimation – optimism out-paces 

evidence.
	z Inadequate communication – too many voices, not 

enough clarity.
	z Scope creep – “while we’re at it” becomes the project’s 

death knell.
	z Under-resourced teams – talent spread too thin 

across too much.
	z Weak governance – no one knows who can actually 

make a decision.
	z Ineffective risk management – surprises treated as 

unforeseeable.
	z And perhaps the biggest cause: a lack of leadership.

From Project Management to Project Leader-
ship

In regulated environments, projects don’t fail because of 
missing Gantt charts - they fail because people don’t lead.
Project management is about administration. It ensures 
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reports are filed, tasks are tracked, and risks are logged.
Project leadership is about energy, alignment, and 

accountability. It’s about creating shared ownership of 
outcomes rather than compliance with process.

The Difference
Project Management		  Project Leadership

Follows a plan			   Shapes and adapts a plan
Tracks actions			   Builds commitment
Focuses on deliverables		  Focuses on value
Avoids mistakes			   Anticipates and manages 	

					     risk
Communicates status		  Communicates purpose

The project leader doesn’t simply inherit the role - they’re 
chosen for their ability to navigate complexity, influence across 
functions, and make decisions under uncertainty.
They align diverse teams, balance competing priorities, and 

keep the purpose visible when bureaucracy and fatigue set 
in.

What Counts as a Project?

A project is a temporary structure - a group of people, 
resources, and systems - assembled to achieve a defined 
goal under time and resource constraints. It’s an organised 
response to a complex problem.

In a regulated business, that might mean:

	z Transferring a production line between facilities.
	z Implementing a new electronic QMS.
	z Introducing a new product or technology platform.
	z Preparing for regulatory transition (like IVDR or MDR).
	z Integrating a newly acquired business unit.
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These aren’t “tasks” - they’re undertakings that reshape how 
the organisation operates. And success depends less on 
templates than on how people work together.

The People Equation

Projects succeed or fail because of people. Not technology. 
Not methodology. People.

The Key Roles

	z The Sponsor: The executive who owns the outcome. 
Their job is to clear roadblocks, secure resources, 
and champion the project at the top table.

	z The Project Leader: The conductor, not the controller 
- responsible for rhythm, clarity, and cohesion.

	z Core Team Members: The doers and deciders - 
representing key functions with real authority to act.

	z Extended Team Members: Specialists who step in 
when needed.

	z Functional Managers: The gatekeepers of resources; 
their alignment determines whether the project runs 
or stalls.

	z Stakeholders: The unpredictable variable - some 
supportive, some sceptical, all influential.

Team Dynamics

Keep your core team small - ideally under 10. Beyond that, 
communication lines explode exponentially. A team of 12 
creates 66 possible interaction paths; at 17, there are 231.
If you want speed and accountability, keep it tight. Everyone 

on the core team must own something critical - no passengers, 
no observers.
Recruit for competence, not convenience. A project is not a 

development opportunity for someone “learning on the job.” 
When lives, compliance, or millions are at stake, you need 
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your best players on the field.

Building the Team

When assembling your team:

1.	 Identify key functions early – Quality, Regulatory, 
Operations, Finance, IT, Validation, and HR may all be 
involved.

2.	 Match structure to scale – Complex projects need 
clear governance; smaller initiatives can operate with 
informal coordination.

3.	 Balance autonomy and oversight – The more 
experienced the team, the greater the autonomy you 
can grant.

4.	 Define roles explicitly – Who decides? Who 
executes? Who informs?

5.	 Align around purpose – Every member should 
understand not just what they are doing, but why it 
matters.

The Five Acts of Every Project

Think of projects as a five-act play. Each act has a purpose, a 
rhythm, and its own form of tension.

Act 1: Initiate

Define the “why.” Establish the problem, desired outcomes, 
constraints, and success criteria.
Get the right sponsor, clarify authority, and start stakeholder 

mapping early.

Ask the hard questions:
	z What are we really trying to achieve?
	z What happens if we don’t?
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	z Who gains and who loses if this project succeeds?

Act 2: Plan

The single biggest differentiator between successful and 
failing projects is planning quality.
Rushed planning equals slow delivery.

In this phase:

	z Map the deliverables and dependencies.
	z Estimate resources and time realistically.
	z Conduct risk assessments.
	z Build communication and stakeholder plans.
	z Validate assumptions with cross-functional input.

A project plan isn’t a Gantt chart - it’s a shared understanding 
of what must happen and in what order.

Act 3: Deliver

Execution turns plans into action.
Here, clarity of communication and decision speed matter 

more than perfection.
Regular team meetings, issue tracking, and visual dashboards 

prevent drift.
Celebrate quick wins - they keep momentum alive when 

fatigue sets in.

Act 4: Monitor

No project ever follows the original path.
The leader’s role is to see around corners - spotting emerging 

risks, conflicting priorities, and scope creep before they derail 
progress.
Ask regularly:
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	z Are we still solving the right problem?
	z Are we meeting the intent of our quality and regulatory 

obligations?
	z What has changed since we planned this?

Act 5: Close

Closing is more than administrative. It’s reflection.
Document outcomes, capture lessons, and review risks that 

remain open.
Celebrate success - but also conduct a “post-mortem” (or 

better, a “pre-mortem” before the next one).
Too many organisations skip this phase, robbing themselves 

of insight. The best project leaders use closure as fuel for 
improvement, not closure for compliance.

Stakeholder Management

Stakeholders can make or break a project. They come with 
varying power and interest levels - some vocal, some invisible 
until too late.
Map them using a power-interest matrix:

Type		 Power	Interest	 Engagement Strategy
Promoters	 High	 High		  Manage closely, involve 	

					     frequently
Latents	 High	 Low		  Keep satisfied, update 	

					     strategically
Defenders	 Low	 High		  Keep informed, use as 	

					     advocates
Apathetics	 Low	 Low		  Minimal effort, monitor 	

					     occasionally

The project leader’s job is anticipatory diplomacy - keeping 
the right people aligned before issues escalate. Neglecting 
stakeholder engagement guarantees fire-fighting later. 
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Living with Murphy’s Law

If something can go wrong, it probably will.
That’s not cynicism - it’s pattern recognition.
Every major project faces surprises: unavailable resources, 

regulatory re-interpretations, supplier delays, or technology 
failures. The mature project leader doesn’t fear this; they plan 
for it.

The Pre-Mortem Technique

Before launch, hold a “pre-mortem.”
Imagine the project has failed spectacularly - what went 

wrong? Budget overrun? Regulatory rejection? Loss of key 
talent? Each team member writes down the most likely 
cause, and the group identifies mitigations before those risks 
materialize.
This exercise transforms pessimism into foresight. It surfaces 

hidden risks, encourages candid discussion, and builds 
resilience into the plan.

Managing the Unknowns

Former US Secretary of Defence Donald Rumsfeld famously 
categorized risk into:

	z Known knowns – what we understand and can plan 
for.

	z Known unknowns – what we anticipate but can’t fully 
quantify.

	z Unknown unknowns – the surprises.

For the first, you have the Project Plan.
For the second, you have the Risk Log.
For the third, you have team communication - your only 

defence against the unexpected.
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Communication: The Project’s Circulatory 
System

Communication is the single greatest determinant of project 
success.
As teams grow, communication becomes exponentially 

complex. A project with 17 key contributors - sponsor, 
leader, core and extended teams, functional managers, and 
stakeholders - can create 231 potential communication paths. 
Without discipline, this web collapses into chaos.

To manage this:

	z Define clear communication routes.

Core Team to  Sponsor: updates only from the Project 
Leader.
Core Team to Extended Team: channelled through 
functional leads.
Core Team to Stakeholders: coordinated between 
Project Leader and Sponsor.

	z Maintain regular rhythm meetings with crisp, focused 
agendas.

	z Keep a single source of truth (dashboard, tracker, or 
shared workspace).

Communication clarity eliminates confusion and builds trust - 
especially critical when multiple sites, suppliers, or regulators 
are involved.

Balancing Governance and Agility

In regulated industries, the tension between speed and 
stability is constant. Too much governance, and agility dies. 
Too little, and compliance risk rises.
The solution lies in scalable governance:
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	z Define what must never be skipped - risk assessment, 
QA approval, design verification, validation review.

	z Allow flexibility in how those steps are executed - 
through templates, parallel activities, or delegated 
authority.

	z Match oversight intensity to project risk. A labelling 
update doesn’t need a steering committee. A product 
recall does.

Effective project governance is not about control - it’s about 
visibility, escalation, and proportionality.

Autonomy, Trust, and the Role of the Sponsor

The best sponsors grant freedom within a framework.
They set direction and outcomes, then let the team execute.
Micromanagement signals fear; abdication signals neglect. 

The sweet spot lies in structured autonomy - trust combined 
with accountability. The sponsor’s behaviour often predicts 
project success more than the leader’s. 

Sponsors who:

	z Defend the project when challenged,
	z Remove bureaucratic barriers, and
	z Hold teams accountable to deliverables
	z Create psychological safety for decisive action.

In contrast, sponsors who interfere, shift priorities, or 
delegate commitment doom even well-planned initiatives.

The Discipline of Reflection

Every project generates learning - if you’re willing to face it.
The best teams capture lessons during, not after, delivery. 

When an issue arises, they pause, ask what happened, and 
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adjust immediately.
Formal “lessons learned” sessions often occur too late 

to change anything. Continuous reflection turns project 
management into organisational learning.

Ask:

	z What surprised us this week?
	z What assumptions proved false?
	z What slowed us down?
	z What made us faster?

This builds agility into the organisation’s DNA - where change, 
learning, and adaptation coexist.

Making Big Change Work

Managing large projects in regulated environments isn’t 
about perfection - it’s about preparedness and adaptability.

It’s about:

	z Spending more time defining the problem than 
writing the plan.

	z Building teams of experts who act like owners.
	z Communicating with relentless clarity.
	z Treating risk as a shared responsibility.
	z And above all, leading people - not just managing 

process.

Because every project, no matter how technical, is ultimately 
a human endeavour. When you focus on clarity, purpose, and 
trust, you replace the illusion of control with the discipline of 
leadership. And that’s what makes big change happen.
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Ten Principles for Leading Big Change Projects

“Big projects fail not because people don’t plan, but because 
they stop leading.”

1. Start with “Why”
Every great project begins with clarity of purpose.
If the problem isn’t understood, no amount of planning 

will save it.
Define success before you define tasks.

2. Pick the Right Sponsor
A strong sponsor is your air cover.
They remove barriers, defend priorities, and give you 

room to lead.
Weak sponsorship is the silent killer of complex 

projects.

3. Build a Small, Powerful Core Team
Keep your core team under 10 people.
More heads mean more channels, not more progress.
Everyone on the team owns something critical - no 

passengers.

4. Plan Hard, Then Flex Fast
The best plans are built to adapt.
Over-plan at the start; overreact in the middle.
Spend time getting the “how” right before the “when.”

5. Manage Stakeholders Before They Manage You
Power and interest determine influence.
Map your stakeholders early and update it often.
Silence from a key stakeholder is not agreement - it’s 

a risk.
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6. Communicate Like a System, Not a Storm
Every project rises or falls on communication.
Define who talks to whom, when, and why.
One version of the truth beats twenty versions of 

confusion.

7. Lead People, Not Process
Project management moves tasks.
Project leadership moves people.
Focus less on status updates and more on motivation, 

clarity, and belief.

8. Expect Murphy - and Plan for Him
Something will go wrong.
Run a pre-mortem before launch and make risk a 

standing agenda item.
“What could go wrong?” is the most powerful question 

in leadership.

9. Balance Governance and Agility
Too much control kills progress. Too little invites chaos.
Scale your governance to risk, not to comfort.

10. Close Strong and Learn Fast
Don’t just deliver - debrief.
Capture lessons before they fade and feed them into 

the next change.
Reflection is the cheapest form of continuous 

improvement.

Key Takeaway
Big projects aren’t won through perfect plans - they’re 

delivered through clarity, courage, and collaboration.
Leadership turns complexity into progress.
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 Chapter 9: When Change Fails 
– Common Pitfalls in Change 
Management

Every organisation has a story of change gone wrong. 
Some are public and dramatic - factory shut-downs, recalls, 
regulatory findings. Others are quiet failures - undocumented 
tweaks, forgotten validations, untrained teams.
Most of these stories start the same way: someone thought it 

was a small change.
In reality, change failure rarely stems from one catastrophic 

mistake. It’s the result of small assumptions compounding - 
a missing approval, a skipped risk assessment, an untrained 
operator, a leadership mandate that outruns the system.
This chapter examines the most common reasons change 

management fails in regulated industries - not as isolated 
errors, but as patterns of behaviour.
And the biggest mistake of all? Failing to recognise that 

change management is needed in the first place.

1. When Change Isn’t Recognised as Change

Many compliance failures start not with poor execution, but 
with denial.
A tweak to a production method. 
A new supplier “just for one batch.”
A software patch applied outside validation.
All seem harmless - until they aren’t.
Teams often rationalise, “It’s not a change, just an improvement,” 

or “We’re not altering design or process, so it doesn’t count.”
But in regulated industries, “change” isn’t defined by intent - 

it’s defined by impact.
If something has the potential to affect product safety, 

compliance, or quality, it qualifies as a change.
Failing to acknowledge this early means that by the time 
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someone realises it was a change, it’s too late - documentation 
is missing, validation incomplete, and traceability broken.
In short: if in doubt, log it. The cost of unnecessary 

documentation is trivial compared to the cost of an 
undocumented change discovered by a regulator.

2. Lack of Ownership

Change fails most often when everyone is responsible, which 
means no one is.
Ownership doesn’t mean being listed as “change owner” 

in the system - it means being accountable for outcome. It 
means asking:

	z Has every risk been assessed?
	z Have the right people been consulted?
	z Are actions completed and verified?

Without ownership, the change floats - pushed by whoever 
has time, delayed when priorities shift, and forgotten when 
deliverables are due.
The cure is simple but cultural: one name, one accountable 

owner, full visibility.

3. Lack of Structure in Documentation

Documentation isn’t bureaucracy - it’s memory.
When the structure of change records is inconsistent, 

scattered, or incomplete, the system loses its ability to prove 
control.

Common symptoms:

	z Missing signatures or approval stamps.
	z Unlinked records between change orders, validation 

plans, and CAPAs.
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	z Poor version control, or documentation stored 
outside the QMS.

A structured approach - initiation, feasibility, planning,  
implementation, closure - provides clarity, traceability, and 
confidence.
Without it, even a well-managed change appears chaotic 

under audit.

4. Confusing Change Management with 
Document Management

A surprisingly common misunderstanding as covered before 
is the belief that change management means “updating 
documents.”
Changing a procedure, form, or template is often part of the 

process - but it’s not the process itself.

True change management asks deeper questions:

	z Does this change alter risk controls or design intent?
	z Does it affect validation or regulatory status?
	z What downstream documents, records, or suppliers 

are impacted?

When change control becomes synonymous with document 
control, it loses its purpose - preventing uncontrolled change 
to product or process.

5. Scope Creep

Change starts as a small, manageable task - and then grows.
An equipment relocation turns into a facility remodel.
A labelling update becomes a full re-branding.
A software upgrade morphs into a total system overhaul.
Scope creep occurs when enthusiasm outpaces discipline. 
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It dilutes focus, overwhelms teams, and stretches validation 
and risk resources thin.
The fix is clarity. Define scope upfront. Document it. Guard it.
Any expansion must go through formal evaluation - not 

hallway conversation.

6. Undefined Roles and Responsibilities

Cross-functional teams are essential for managing complex 
change, but they’re also fertile ground for confusion.
When roles aren’t clearly defined, activities fall through 

the cracks. Regulatory assumes QA will notify authorities; 
QA assumes Regulatory already has. Operations expects 
Engineering to manage validation; Engineering assumes it’s 
QA’s task.
A simple RACI (Responsible, Accountable, Consulted, 

Informed) framework prevents this.
Without it, you get meetings full of discussion and devoid of 

decisions.

7. The “CEO Said So” Syndrome

Few phrases create more havoc in a regulated company 
than:
“The CEO wants this done immediately.”
Urgency from leadership can be useful - it drives focus 

and momentum. But when it overrides process, it becomes 
destructive.
Skipping risk assessment, validation, or approval steps to “get 

things moving” might please leadership in the moment, but it 
plants the seeds of non-compliance.
Regulators don’t accept “executive urgency” as justification 

for bypassing procedure.
Mature organisations teach leaders that speed and 

compliance are not opposites - they’re partners. Structured 
change actually accelerates execution because it prevents 
rework and audit delays later.
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8. No Functional Buy-In

Change that lacks cross-functional buy-in is doomed to 
resistance, delay, or quiet sabotage.
People comply superficially - they attend meetings, fill out 

forms - but they don’t believe in the change.

The reasons vary:

	z The change was designed in isolation.
	z Functions weren’t consulted early.
	z Impacts were underestimated or ignored.

Effective change leaders engage early and explain why the 
change matters to each function.
If people can see their role in success, they own it. If they 

can’t, they’ll quietly wait for it to fail.

9. Lack of Risk Assessment

Skipping risk assessment is like driving blindfolded because 
you’ve “done this route before.”
Every change - from software update to process tweak - 

carries risk.
Yet many risk assessments are treated as formalities: tick-

box exercises filled with generic phrases (“low risk,” “minimal 
impact”).

A real risk assessment:

	z Identifies failure modes.
	z Evaluates likelihood and severity.
	z Defines mitigations and validation needs.
	z Links to design and process risk files (e.g., FMEA, ISO 

14971).



118

Without this, risks migrate silently through the system until 
they manifest as deviations, complaints, or audit findings.

10. Lack of Regulatory Impact Assessment

This one can be catastrophic.
In medical devices, even minor changes - like a new raw 

material, packaging design, or labelling layout - can alter 
what’s approved under IVDR or FDA clearance.
If Regulatory Affairs isn’t part of the review, the business 

risks selling a product that no longer matches its regulatory 
submission.
The result? Costly recalls, warning letters, or forced market 

withdrawals.
Every change must ask:
“Does this alter what we told the regulator we were doing?”
If the answer is “maybe,” that’s your signal to involve Regulatory 

immediately.

11. Lack of Product Impact Assessment

Changes don’t happen in a vacuum - they touch the product, 
directly or indirectly.
Too often, teams assess process impact but not product 

impact. They ask, “Does it change how we make it?” but not, 
“Does it change what we make?”

Questions that must always be considered:

	z Could this affect safety or performance?
	z Do we need to repeat stability, verification, or 

validation studies?
	z Does labelling or IFU content need revision?
	z Failing to evaluate product impact transforms 

operational changes into patient risks.
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12. Lack of Training During Roll-out

Even the most carefully planned change will fail if the people 
executing it don’t understand it.
Training is often treated as an afterthought - a final check-box 

before change closure. But inadequate or delayed training is 
one of the most common root causes of post-change non-
conformances.

Symptoms include:

	z Operators using old versions of procedures.
	z Supervisors unaware of new approval steps.
	z QA staff applying outdated criteria.

When training isn’t embedded into the rollout plan, you create 
a gap between system change and human readiness.

Best practice is simple:

	z Identify who needs to be trained, when, and on what.
	z Link training completion to effective date.
	z Verify understanding, not just attendance.

Change only becomes real when people change how they 
work.

13. Using Change Control Instead of CAPA

When a systemic issue arises, some organisations raise a 
“change” instead of a CAPA to avoid deeper investigation.
It feels easier: less oversight, faster closure, fewer metrics.
But a change order doesn’t replace a root cause analysis. 

Without understanding why the issue occurred, the same 
failure will reappear elsewhere.
Change control and CAPA complement each other - but 
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substituting one for the other only delays the inevitable.

14. Over-Ambitious Time-lines

Unrealistic schedules are a universal project hazard.
In regulated industries, compressed time-lines multiply risk.
Corners get cut, validations rushed, and approvals bypassed 

“temporarily.” Then those “temporary” fixes become 
permanent.
Ambitious time-lines often originate from good intentions - 

leadership wanting results or audit preparation deadlines.
But optimism without realism breeds failure.
Plan for reality:
•	 Include buffer for review and rework.
•	 Align resources before committing.
•	 Tie time-lines to risk, not rhetoric.
It’s better to move deliberately than to recover publicly.

Case Studies in Change Failure

Case Study 1: The Global System Overhaul 
(Large Scale)

The Change: 
A global diagnostics firm decided to replace multiple 

legacy QMS platforms with one integrated eQMS across 
all sites.
The Intent:
Standardisation, visibility, and readiness for upcoming 

FDA inspections.
The Problem:
Leadership demanded implementation within six months. 

Risk and validation planning were abbreviated to “keep 
momentum.” Data migration, training, and role mapping 
were under-scoped.
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When the system went live, hundreds of users couldn’t 
access the right forms. Training records failed to sync, 
procedures disappeared from view, and sites began 
missing document review deadlines.
The Result:
Two internal audits failed, and inspectors later cited 

data integrity concerns. The company had to revert to 
manual processes while revalidating the system - delaying 
compliance for a year.
What Went Wrong:
•	 Leadership pressure overrode QA governance.
•	 No pilot testing or staged rollout.
•	 Inadequate training during go-live.
•	 Underestimated data migration risk.
Lesson:
A rushed change is an uncontrolled change. Plan, pilot, 

and train before you deploy.

Case Study 2: The Production Line Move 
(Medium Scale)

The Change:
A diagnostic manufacturing line was relocated to a new 

clean-room to increase capacity.
The Intent:
Same process, same equipment, just a different space.
The Problem:
No formal change control was raised - Engineering viewed 

it as “a logistical move.”
Environmental monitoring and airflow mapping weren’t 

repeated. Within weeks, product yield dropped 10%, and 
downstream complaints began to rise.
Root cause? Airflow turbulence altered drying times, 

changing product characteristics.
The Result:
Regulatory non-conformance, customer dissatisfaction, 

and costly revalidation.
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What Went Wrong:
•	 Change not recognized as requiring control.
•	 No risk assessment or validation.
•	 Product impact ignored.
Lesson:
When environment or context changes, so does risk. No 

process is immune to physics.

Case Study 3: The SOP Update That Wasn’t 
(Small Scale)

The Change:
A calibration SOP was updated to reflect “current 

practice,” changing calibration frequency from six months 
to annually.
The Intent:
Reduce administrative workload.
The Problem:
No supporting data or validation. Regulatory wasn’t 

informed. Months later, an inspector identified that the new 
interval didn’t meet the device’s approved control strategy.
The Result:
Major observation for failure to justify reduced calibration 

frequency; corrective actions, retraining, and additional 
testing required.
What Went Wrong:
•	 Treated as document change, not system change.
•	 No product or regulatory impact assessment.
•	 Training on the new interval incomplete.
Lesson:
Even small procedural edits can carry regulatory weight. 

Train, assess, and verify 
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The Anatomy of Change Failure

Across every scale, failure follows the same rhythm:

1.	 The change is underestimated.
2.	 The process is bypassed.
3.	 Ownership is unclear.
4.	 Training is missed.
5.	 The impact is realized too late.

Change management doesn’t fail because it’s too rigid - it 
fails because discipline is abandoned under pressure.

Learning from Failure

When a change fails, organisations often overreact:

	z They add more gates, forms, and signatures.
	z They blame individuals rather than systems.

Neither improves outcomes.

The mature response is to ask:

	z Why wasn’t this change recognised earlier?
	z What signals were missed?
	z Where was ownership unclear?
	z Was the training and communication sufficient?

Failures should strengthen systems, not ossify them. A robust 
change culture sees missteps as data, not disasters. 
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Conclusion: Failure as Feedback

Change will fail. It’s inevitable. But what separates resilient 
organisations from fragile ones is how they respond.
Each failed change exposes a weak seam - in ownership, risk 

thinking, documentation, or training.
Those seams, once repaired, become the strongest part of 

the system.
Change management isn’t about eliminating risk - it’s about 

learning to live with it intelligently.
When failure becomes feedback instead of fear, change 

becomes capability.
Because in the end, the true failure isn’t when change goes 

wrong - it’s when the organisation refuses to learn from it.
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 Chapter 10: The Importance of 
Culture

Cultural Barriers to Change in Regulated 
Businesses

Culture is the invisible hand that shapes every change 
initiative. It defines how people interpret rules, respond to 
uncertainty, and behave when no one is watching. In regulated 
businesses - where compliance is non-negotiable and risk 
tolerance is low - culture is both a shield and a shackle.
Many organisations in these sectors pride themselves on 

discipline, rigour, and control. These traits make them safe, 
consistent, and trustworthy. But the same traits can also 
make them slow, resistant, and fearful of experimentation. 
When regulation meets culture, the result is often a paradox: 
the systems built to protect quality can end up preventing 
change.
Understanding this paradox - and how to work within it 

- is essential for any leader seeking to drive meaningful 
transformation in a regulated environment.

The Fear of Getting It Wrong

At the heart of many regulated cultures lies a simple, powerful 
emotion: fear.
This fear is not irrational. In the medical device, diagnostics, 

or pharmaceutical world, mistakes can harm patients, damage 
reputations, and attract regulatory sanctions. A single misstep 
can lead to product withdrawal, consent decrees, or loss of 
certification. It is entirely natural that people internalise the 
message: do not take risks.
Over time, this risk aversion hardens into cultural habit. 

Employees learn that the safest course of action is inaction.
Don’t change the form. Don’t question the SOP. Don’t challenge 

the process. The unintended consequence is that caution 
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becomes paralysis. People begin to equate compliance with 
immobility - as though the only way to stay safe is to avoid 
change altogether.
This mindset often expresses itself in subtle ways:

	z “Let’s wait until the next audit is over before we start that 
improvement.”

	z “We can’t change this - the FDA won’t like it.”
	z “That’s not in the procedure, so we can’t even discuss it.”

Each statement is a small act of cultural defence - an instinct 
to protect rather than improve. Over time, these micro-
decisions accumulate, creating an organisation that moves 
only when forced.

The Legacy of Compliance-First Thinking

Regulated organisations are built on layers of history. Many 
evolved from compliance crises, warning letters, or near-
misses that scarred the corporate psyche. As a result, the 
cultural response has often been to strengthen oversight, 
tighten approval chains, and formalise decision-making.
This instinct - while understandable - can create over-

engineered systems that value documentation over 
dialogue. Procedures multiply, signatures proliferate, and the 
organisation mistakes paperwork for progress.
In such environments, change management becomes 

synonymous with document management.
The Change Control process is viewed not as a mechanism 

for learning and adaptation, but as a bureaucratic hurdle to 
clear.
Culturally, the message becomes:
“As long as the paperwork is right, we’re compliant - and that’s 

what matters.”
This mindset undermines engagement. People comply with 

the process but disengage from the purpose. They see change 
as an administrative burden, not a business enabler.
Over time, compliance-first thinking creates a two-speed 
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culture:

	z The official system, where everything is documented 
but slow.

	z The informal system, where real work happens 
quietly, out of sight, to keep things moving.

Leaders must recognise this duality. The existence of 
workarounds is not a sign of bad people - it’s a symptom of 
systems that no longer fit the pace of reality.

Perfectionism and the Myth of Zero Defect 
Change

Another deep-rooted cultural barrier is perfectionism.
In safety-critical industries, perfection is the ultimate 

aspiration. But when that mindset bleeds into change 
initiatives, it becomes counterproductive. Teams become 
reluctant to propose ideas unless they are fully validated, risk-
assessed, and approved in triplicate.
Every potential improvement triggers a wave of “what ifs.”
What if this doesn’t work?
What if the auditor asks about it?
What if we’re seen as non-compliant?
The irony is that while perfectionism aims to prevent errors, it 

often prevents learning.
The organisation loses its ability to experiment, iterate, 

and adapt - precisely the qualities required for continuous 
improvement.
Perfectionism also feeds a dangerous illusion: that change 

can be entirely controlled. In truth, no change is risk-free - it’s 
about managing risk intelligently, not eliminating it.
A mature culture accepts that mistakes will happen, but 

builds systems to detect and recover quickly. Immature 
cultures deny this possibility, preferring delay to uncertainty.
As Peter Streatfield (2001) noted in The Paradox of Control in 

Organisations, the more organisations seek control, the less 
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control they often have. Over-specification creates fragility; 
too many gates create gridlock.
To shift from compliance obsession to intelligent assurance, 

leaders must re-frame the conversation: from “no errors” to 
“no surprises.”

Hierarchy and the Silence of Dissent

Regulated businesses often operate within strict hierarchies 
- both organisationally and psychologically. Authority flows 
from the top, and decisions cascade downward.
In such cultures, challenging senior opinion is seen as risky. 

Employees learn to stay silent, even when they see flaws 
in the plan. The result is a compliance of obedience, not a 
compliance of understanding.
When change initiatives are driven top-down, without 

mechanisms for upward feedback, resistance doesn’t 
disappear - it just goes underground. People comply on paper 
but subvert in practice.
This dynamic is especially pronounced when change is 

mandated by leadership or regulators.
A CEO announcement can spark action but suppress dialogue: 

“We just need to make it happen.”
Yet, in the absence of open conversation, misunderstanding 

grows. Teams may interpret instructions differently or focus on 
surface compliance rather than substantive improvement.
Healthy change cultures create psychological safety - the 

ability for anyone, regardless of title, to raise a concern or 
suggest a better way without fear of retribution.
Without it, people will protect themselves before they protect 

the organisation.

Silos and the Fragmentation of Ownership

In complex regulated environments, specialisation is 
essential. Quality, Regulatory Affairs, R&D, Operations, Supply 
Chain - each function brings expertise and accountability.
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But specialisation also breeds silos.
Each function optimises for its own priorities, metrics, and 

compliance obligations.
When change crosses boundaries - as most meaningful 

change does - ownership becomes fragmented. The phrase 
“not my area” becomes a cultural reflex.
This silo mentality is reinforced by the QMS itself. Systems 

are often structured around departmental processes rather 
than end-to-end work-flows. A change that affects multiple 
functions can quickly become a bureaucratic maze of parallel 
approvals and conflicting interpretations.
The result is frustration, delay, and disengagement.
To overcome this, leaders must emphasise shared ownership. 

Every change - from a supplier update to a process redesign 
- must be viewed through a common lens: product safety, 
regulatory integrity, and customer impact.
Cross-functional teams should be the default, not the 

exception. When people see how their actions connect to 
others, collaboration replaces defensiveness.

Audit Anxiety and the External Gaze

Few factors shape culture in regulated industries more than 
audits.
The presence of external oversight - by regulators, notified 

bodies, or customers - profoundly influences behaviour. 
Organisations learn to perform for the audit, sometimes more 
than for the business.
This “audit anxiety” drives short-term thinking. Teams 

scramble to prepare documentation, update forms, and 
demonstrate procedural compliance - often at the expense of 
reflection or improvement.
Audits are, of course, necessary and valuable. They protect 

patients, verify systems, and keep organisations accountable. 
But culturally, they can create a performance mindset rather 
than a learning mindset.
Employees become adept at managing perception:
“How will this look to the auditor?” replaces
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“Is this the right thing to do?”
Over time, people stop experimenting for fear of inviting 

scrutiny.
Ironically, the best audit results come from organisations that 

focus less on performing and more on improving. A culture 
of everyday inspection readiness - where processes are 
genuinely followed because they make sense - is far stronger 
than one built on periodic panic.

Change Fatigue and Cynicism

In highly structured industries, the change never stops. 
System upgrades, process harmonisations, compliance 
updates, corporate reorganisations - it’s an endless carousel.
Employees begin to see change initiatives as temporary 

waves: “This too shall pass.”
This cynicism is not laziness; it’s self-preservation. When 

every year brings a new transformation program, people stop 
investing emotionally. They comply just enough to survive 
until the next one.
Leaders often interpret this as resistance, but it’s exhaustion.
To rebuild trust, leaders must demonstrate consistency and 

follow-through.
Deliver small, tangible improvements. Close the loop. Show 

that this change is different - not because the slogans are new, 
but because the behaviour is.
Credibility is cumulative. Every time an initiative fizzles, it 

erodes the belief that future changes can succeed.

The Quality Paradox: When Control Becomes 
Constraint

Perhaps the most subtle cultural barrier of all is the quality 
paradox: the very systems designed to ensure safety can stifle 
the agility needed to sustain it.
Quality professionals often find themselves in a bind - 

expected to enforce compliance yet also enable innovation. 
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Their authority derives from process, but their effectiveness 
depends on influence.
This paradox creates tension between stability and agility, 

between the need to maintain control and the need to adapt.
Many Quality Managers feel the limits of their influence 

acutely. They can design procedures, train teams, and oversee 
documentation, but they cannot control how people behave 
under pressure. As Streatfield observed, “the control quality 
managers exert is at best weak, and at worst, simply an illusion.”
Recognising this doesn’t weaken quality leadership; it 

strengthens it. When control is understood as guidance, not 
command, the focus shifts from enforcement to education.
The real measure of a mature quality culture is not the absence 

of deviation, but the presence of curiosity - the willingness to 
ask, “What can we do better?” without fear of reprisal.
All effective change control models recognise the power 

and importance of culture in ensuring that change not only 
happens, but also endures. Culture determines whether new 
behaviours take root or old habits quietly return. Let’s take a 
closer look at some of these models to see what insights they 
offer and how they can help guide sustainable change.

Traditional Change Management Models

The world of change management is crowded with 
frameworks.
Kotter, Lewin, McKinsey’s 7S, - the list goes on. Each offers 

a structured approach to help organisations move from the 
current state to a desired future. Each promises to make 
transformation manageable, predictable, and even elegant.
In truth, most of these models share a common foundation. 

They describe three broad stages:

1.	 Preparing the organisation for change (creating 
awareness, readiness, and buy-in).

2.	 Transitioning through change (planning, 
implementing, and empowering).
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3.	 Sustaining the change (embedding, measuring, and 
learning).

The benefit of following a change model is obvious: it gives 
structure to chaos. It provides the leader with a map - a sense 
that there are steps to follow, milestones to check, and logic 
to lean on. It’s a way of colouring by numbers; even a novice 
can feel like they’re progressing systematically.
The deficiency, however, is equally obvious: the world doesn’t 

behave like a model.
Change rarely unfolds neatly through defined stages. Context 

shifts midstream. Leadership changes. Priorities collide. 
Following a step-by-step model may feel reassuring, but it 
can also create a false sense of control.
Still, one framework - perhaps the most enduring and widely 

applied - deserves closer examination: John Kotter’s Eight-
Step Model of Change.

Kotter’s Eight Steps: A Closer Look *

In 1995, Harvard professor John Kotter introduced an eight-
step process that became the gold standard of change 
management. It remains the backbone of many modern 
frameworks. His model is logical, accessible, and intuitively 
right - which is why it’s still taught today. But applying it in 
complex, regulated organisations demands nuance.
Let’s walk through the stages - and some real-world 

reflections on each.

1. Create a Sense of Urgency

Kotter’s first principle is to ignite urgency - to make people 
feel the need for change.
That’s easier said than done.
Not all change is urgent; some is simply important. Confusing 

the two can create fatigue and cynicism. When everything is 
urgent, nothing truly is.
Leaders must differentiate between what must change now 

**  Kotter, John, P.  “ Leading Change: Why Transformation Efforts Fail.” hbr.org Harvard Business Review, Kotter, John, P.  “ Leading Change: Why Transformation Efforts Fail.” hbr.org Harvard Business Review, 
January 1995. https://hbr.org/1995/05/leading-change-why-transformation-efforts-fail-2January 1995. https://hbr.org/1995/05/leading-change-why-transformation-efforts-fail-2
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and what can evolve over time. Urgency should be used 
sparingly, like adrenaline - powerful in moments of crisis, but 
toxic if sustained.
Your role as a leader is not to dramatise urgency but to define 

importance: what truly matters, why it matters, and what 
happens if we don’t act.

2. Build a Guiding Team

Credibility is the currency of change.
No initiative succeeds without visible senior support - not 

just verbal endorsement, but active participation. A guiding 
coalition should include leaders who bring authority, expertise, 
and trust.
But be cautious: every team member also brings bias, agenda, 

and personal capital.
Your job is to harness their strengths while managing those 

dynamics. The coalition must represent the organisation’s 
reality - including those most affected by change. Their 
involvement creates legitimacy, and their voices lend 
authenticity.
Change imposed without participation breeds resistance; 

change co-created builds ownership.

3. Develop the Vision

The vision stage is where clarity meets conviction.
But ask yourself: whose vision is it?
If you’ve been tasked with transforming a Quality system, the 

vision must ultimately be yours. Seek input widely, but don’t 
dilute ownership. A collective statement of intent is valuable, 
but a collective vision often becomes vague and uninspiring.

The vision answers three fundamental questions:

	z What problem are we trying to solve?
	z What will success look like?
	z Why does it matter?
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In practice, these first three stages - urgency, coalition, 
vision - rarely happen sequentially. They overlap and evolve 
together. People want to understand both why the change 
is needed and how it affects them. Without clear, consistent 
communication, they will fill the silence with speculation - 
often assuming the worst.
Transparency is not just ethical; it’s strategic.

4. Communicate for Buy-In

Most change programs fail not because the plan was wrong, 
but because the story was never told well enough.
Communication is not a one-off announcement or a slide 

deck at a town hall. It’s an ongoing dialogue that translates 
strategy into human relevance.
Use every channel available - workshops, newsletters, 

posters, informal conversations. But before you speak, ask 
yourself:
“What do I want people to understand - and what do I want 

them to do differently?”
Above all, your message must be credible. Avoid over-

branding initiatives as if they were marketing campaigns. 
People can smell “corporate bs.” What they want is authenticity 
- evidence that this change is real, meaningful, and here to 
stay.

5. Empower Action

Empowerment is leadership’s hardest test.
It means letting go of control - allowing people to act, make 

decisions, and even make mistakes. This can be uncomfortable, 
especially for leaders used to hierarchical authority.
True empowerment isn’t delegation; it’s trust with 

accountability.
It requires creating an environment where people feel safe to 

experiment, where lessons are shared rather than punished.
This also connects to the paradox of flexibility: how to 

encourage initiative while maintaining stability. The art lies in 
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knowing when to step back and when to step in.

6. Create Short-Term Wins

Change credibility is built on visible progress.
Quick wins show that the vision is real, that effort is paying off, 

and that the organisation is moving. These don’t have to be huge 
milestones - sometimes a simplified form, an automated wor-
kflow, or a reduced backlog can send a powerful message.
In regulated settings, where patience and validation cycles 

can be long, finding legitimate early wins is critical. They 
sustain morale and protect momentum.

7. Don’t Let Up

Sustained change is a marathon, not a sprint.
Transformation maps are constantly buffeted by external 

forces - leadership changes, audits, new priorities. Plans must 
flex, but the purpose must stay firm.
As Kotter warns, many organisations declare victory too early. 

The initial energy fades, attention shifts, and the old habits 
quietly return. Regular reflection helps guard against this drift:

	z What progress have we truly made?
	z What’s different today versus six months ago?
	z Where do we still fall short?

Update your roadmap accordingly - then press on.

8. Make Change Stick

The final stage is the most elusive.
Sustaining change means embedding it in culture - in how 

people think, decide, and prioritize. It’s about linking new 
behaviours to the organisation’s identity: “This is how we do 
things here.”
For Quality leaders, this is particularly vital. The real test of 
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a QMS transformation isn’t the number of SOPs rewritten or 
CAPAs closed; it’s whether people behave differently when no 
one is watching.
Culture is not changed by edict; it’s changed by repetition, 

reinforcement, and belief. If you move on tomorrow, will your 
legacy persist? That depends less on process and more on 
how deeply you’ve connected your message to meaning.

The Critical Flaw of Many Improvement Plans

Even with leadership support, structured communication, 
and disciplined follow-through, one fatal flaw undermines 
many change programs: they solve the wrong problem.
It’s easy to become absorbed in the mechanics of change 

- the meetings, charters, status reports - and lose sight of 
whether the initiative itself is addressing the right issue.
Sometimes the problem definition is shallow; other times, the 

proposed solution is fashionable but misaligned. Organisations 
chase digital tools, rebrands, or restructures that fix symptoms 
but not causes.
As a result, energy is wasted, morale declines, and the 

credibility of “change” itself erodes.

Before launching any initiative, leaders must pause and ask:

	z Are we solving the real problem?
	z Do we understand its causes, not just its symptoms?
	z Are we choosing the most appropriate solution, not 

simply the most visible one?

History - and not just corporate history - is filled with examples 
of brilliant solutions to the wrong problems.
Effective change leadership begins not with management, 

but with diagnosis.
Only then can the mechanics of change - whether Kotter’s 

eight steps or any other model - truly deliver.
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The Value (and Limits) of Models

Change models like Kotter’s serve an important purpose: 
they give structure to the unstructured. They are scaffolds, not 
cages - useful when used wisely, dangerous when followed 
blindly.
They remind us that transformation requires intention, 

persistence, and belief.
But they cannot replace judgment, adaptability, and emotional 

intelligence.
In reality, change rarely unfolds step-by-step.
It loops, stalls, accelerates, and regresses. The role of the 

leader is not to enforce the sequence but to navigate the 
turbulence - to keep sight of the destination while adjusting 
course as reality shifts.
As one seasoned leader put it:
“Change management is like flying a plane through fog. The 

model gives you instruments, but you still have to fly.”

Overcoming Cultural Barriers

Cultural change in a regulated business doesn’t happen 
through slogans or workshops. It happens through behavioural 
consistency and visible leadership.

Some practical strategies include:

	z Model transparency: When leaders admit uncertainty 
or mistakes, it normalizes learning.

	z Simplify the complex: Overly intricate systems breed 
avoidance. Simplification signals trust.

	z Connect compliance to purpose: Remind teams that 
quality isn’t paperwork - it’s patient protection.

	z Empower responsible risk-taking: Reward well-
reasoned innovation, not blind obedience.

	z Listen deeply: Resistance often hides insight. Behind 
every “no” is usually a legitimate concern.
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	z Celebrate improvement: Recognise those who fix 
processes, not just those who follow them.

Cultural change is slow, but it starts with small moments of 
courage - the engineer who suggests a better way, the QA 
leader who says “let’s test and learn,” the executive who asks 
“why?” rather than “who’s at fault?”
Each act challenges the old narrative that regulation and 

change are enemies. They are not. They are two sides of 
the same coin - protection and progress - and the best 
organisations are those that can hold both truths at once.
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The Five Cultural Myths of Regulated
Organisations

“Culture in regulated industries is shaped as much by 
fear as by philosophy. These myths keep organisations 

safe - and stuck.”

1. Compliance Equals Safety
Following every rule doesn’t guarantee safety - it 

guarantees conformity.
Safety comes from understanding, not from ticking 

boxes.
A compliant system can still produce unsafe outcomes 

if the culture discourages questioning.

2. Audits Are the Real Customer
When teams treat auditors as the primary audience, 

everything becomes performance.
Audit readiness replaces everyday discipline; 

documentation replaces understanding.
A healthy organisation performs well in audits because 

it runs well every day - not because it rehearsed for 
inspection week.

3. Change Is Risky, So Standing Still Is Safe
In truth, standing still is often the biggest risk of all.
Markets evolve, regulations shift, and stagnation quietly 

erodes compliance and competitiveness.
Change done badly can hurt you once. Change 

avoided can kill you slowly.

4. Quality Owns Quality
Many believe the Quality department “owns” 

compliance. It doesn’t - it enables it.
When ownership sits only with QA, everyone else steps 

back.
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Quality is a collective behaviour, not a departmental 
function.

5. Perfection Is the Goal
Perfection feels noble but breeds paralysis.
The pursuit of zero error often leads to zero innovation.
Mature quality cultures aim for learning and resilience, 

not flawlessness.

Key Takeaway
Regulation doesn’t kill agility - culture does.
The organisations that thrive in regulated spaces are 

those that replace fear with understanding, control with 
clarity, and compliance with commitment.
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 Closing Chapter: The Change 
Imperative - Bringing It All Together

If you’ve made it this far, you already know that change 
management in regulated industries is neither a theoretical 
exercise nor a matter of simply following procedure. It is a 
discipline of intent - a way of thinking about risk, control, 
culture, and leadership that allows organisations to evolve 
without losing their integrity.
Throughout this book we have explored why change in 

regulated environments so often feels heavier, slower, and 
riskier than it should. We’ve looked at the myths that surround 
control, the tensions between agility and stability, the 
anatomy of an effective change process, and the cultural and 
leadership barriers that prevent organisations from adapting 
with confidence. This final chapter draws those threads 
together and closes with a simple message: take change 
management seriously - because your organisation’s ability to 
survive depends on it.

1. The Reality We Live In

Every organisation operates within a complex system of 
expectations: regulators, customers, shareholders, and 
employees all exert pressure. The medical device and 
diagnostics sectors face a unique blend of these demands 
- precision, traceability, and safety are non-negotiable, yet 
innovation and speed are equally vital for competitiveness.
This dual demand creates a paradox: the very systems 

designed to protect patients and ensure consistency can 
also inhibit the flexibility needed to adapt and improve. In this 
environment, change is not optional - it is existential.
And yet, many organisations still treat change management 

as an administrative afterthought - a set of forms to be filled 
in, signatures to be gathered, and boxes to be ticked. When 
change management becomes synonymous with document 
management, its purpose is lost.
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Change management is not paperwork; it is risk management 
in motion. It is the mechanism by which organisations learn, 
evolve, and maintain control in the face of constant uncertainty. 
To take it seriously is not to bureaucratise it, but to elevate it - 
to see it as the nervous system of the organisation rather than 
the compliance department’s burden.

2. Stability vs. Agility - The Tension We Must 
Master

Early in this book, we explored the fundamental tension 
between stability and agility - between the need for a 
structured, predictable system and the need to move fast 
enough to remain relevant. In the medical device industry, 
that tension is especially acute.
A good change system balances these two forces. It 

provides structure - to ensure that risk is managed, regulatory 
expectations are met, and decisions are traceable - but it 
also provides pathways for flexibility, allowing innovation and 
improvement to occur without endless friction.
Organisations that over-engineer control systems in the 

name of stability end up suffocating innovation. Those that 
abandon structure in pursuit of agility invite chaos. The mature 
organisation recognises that both are needed. True control is 
adaptive control.
The art of leadership is to maintain enough tension between 

these two poles to keep the system alive and responsive - 
not to eliminate the tension entirely. This is the essence of 
sustainable change.

3. The Anatomy of Change - Making the Invisible 
Visible

We’ve also discussed what effective change looks like in 
practice - the anatomy of the process itself. From initiation 
through feasibility, planning, implementation, and post-
review, the structure of change management is essentially a 
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sequence of disciplined conversations:

	z What are we changing, and why?
	z Who needs to be involved?
	z What could go wrong?
	z How will we know we succeeded?

These questions are simple, but their answers are not. The 
discipline of change management lies in asking them every 
time - not just when things go wrong.
A robust process is not about bureaucracy; it is about making 

the invisible visible - turning assumptions into evidence, 
risks into decisions, and actions into learning. Every effective 
change process is an act of collective mindfulness: it forces 
the organisation to stop, think, and act deliberately.
When we strip away the complexity, change management 

is nothing more - and nothing less - than institutionalised 
thinking before acting.

4. Risk - The Core of Control

At the heart of every chapter in this book sits one recurring 
theme: risk. Change management is, fundamentally, the 
management of risk through transition. Whether that risk 
relates to patient safety, regulatory compliance, business 
continuity, or reputation, every change is an experiment in 
uncertainty.
Many organisations confuse risk avoidance with risk 

management. Avoidance feels safe, but it breeds fragility. 
True risk management acknowledges that risk cannot be 
eliminated - only understood, mitigated, and monitored.
A mature change system doesn’t paralyse action; it enables it. 

It gives leaders the confidence to move forward because they 
know the risks have been assessed intelligently, not ignored.
As we’ve seen, the challenge is not to write more risk 

assessments, but to make risk thinking habitual - to embed 
it into daily decisions, not just formal templates. The 
organisations that thrive are those where every employee, 
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not just Quality, understands the relationship between risk, 
change, and value.

5. The Myth of Control - Letting Go to Gain 
Control

One of the most provocative ideas explored earlier was the 
Myth of Control - the illusion that more procedures, signatures, 
and gates automatically lead to better outcomes.
In reality, over-engineering control systems often dilutes 

accountability, disperses ownership, and slows learning. Peter 
Streatfield’s The Paradox of Control in Organisations reminds 
us that the more an organisation tries to exert control, the less 
it actually has.
Real control is not found in the number of signatures on a 

form but in the clarity of purpose shared by the people signing 
it.
It is the difference between compliance and commitment.
This distinction is especially important for leaders in Quality. 

We cannot manage change solely through enforcement; we 
must lead it through influence. Our role is not to design cages, 
but to design guardrails - boundaries that protect without 
constraining. When people understand the intent behind the 
rules, they need fewer of them.
Control is not a measure of restriction; it is a measure of 

understanding.

6. The Cultural Dimension - Why Change Really 
Fails

No system, however elegant, survives contact with culture. 
The culture of a regulated organisation can either amplify the 
effectiveness of change or completely destroy it.
Fear-based cultures - those that prize perfection, punish 

mistakes, or idolize audit readiness - create compliance 
theatre. People follow procedures to avoid blame, not to 
improve outcomes. In such environments, change is perceived 
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as a threat, not an opportunity.
By contrast, learning-based cultures treat compliance as a 

by-product of competence. They recognise that errors are 
information, not failures. They view audits as feedback, not 
punishment.
Creating that kind of culture requires courage from leadership. 

It means saying, “We follow the rules because we believe in 
their purpose, not because we fear their enforcement.”
Culture change begins when leaders model curiosity instead 

of certainty, transparency instead of control, and dialogue 
instead of decree. The most powerful compliance system 
is one where people want to do the right thing - even when 
nobody is watching.

7. Integration - Change as a System, Not a 
Process

Another key theme has been the integration of change control 
into the broader quality ecosystem.
Change management is not a standalone process. It is the 

connecting tissue between CAPA, risk management, internal 
audit, management review, and supplier oversight. When 
treated as an isolated work-flow, it becomes an administrative 
burden. When embedded properly, it becomes the system 
that keeps all others coherent.

	z CAPA identifies what needs to change.
	z Risk management evaluates the consequences.
	z Change control implements the response.
	z Audit verifies that it worked.
	z Management review decides what comes next.

This is not bureaucracy - it is feedback. When these systems 
operate in harmony, the QMS becomes a learning system 
rather than a filing system.
The organisations that master this integration are those that 

recognize that quality is not owned by Quality - it is owned by 
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everyone who changes anything.

8. Leadership - The Mandate for Meaningful 
Change

If there is another consistent thread running through this 
book, it is that leadership defines the fate of change.
Leaders set the tone for how seriously change is taken. When 

executives treat the change process as a formality, employees 
will do the same. When they demand speed without discipline, 
they breed short-cuts. When they use change control to 
enforce fear, they destroy initiative.
But when leaders use the process to create clarity, build 

alignment, and demonstrate accountability, they create trust.
The true role of leadership in change management is to 

make the purpose visible. Every change - from a process 
improvement to a system migration - must be connected to 
a larger narrative: how it protects patients, enhances product 
quality, or strengthens the business.
A compelling vision does not eliminate resistance, but it 

reframes it. People resist change not because they dislike new 
things, but because they fear loss - of control, competence, 
or meaning. Leaders who acknowledge that fear, rather than 
dismiss it, build resilience into the system.
Change leadership, then, is not about commanding 

compliance. It is about cultivating confidence.

9. Lessons from Failure - The Cost of Neglect

Across industries, the consequences of weak change 
management are visible everywhere - failed product launches, 
regulatory warning letters, costly recalls, reputational damage, 
and workforce burnout.
In every case study, the root causes are depressingly familiar:

	z Unclear ownership and accountability.
	z Changes implemented without full impact 

assessment.
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	z Document updates mistaken for genuine change.
	z Training overlooked or rushed.
	z CAPAs closed prematurely.
	z Leadership bypassing process “for speed.”

None of these are exotic failures. They are basic lapses of 
discipline - symptoms of an organisation that treats change 
control as optional.
The truth is, most change failures are not due to poor systems, 

but poor stewardship.
When leaders fail to model respect for the process, when 

Quality fails to educate rather than police, and when culture 
prioritizes activity over understanding, the system unravels.
Taking change management seriously is not about avoiding 

punishment; it is about avoiding waste - of time, money, and 
trust.

10. Towards a More Mature Future

The future of change management in regulated industries 
will be defined by integration, intelligence, and intent.
Integration means breaking down silos - connecting change 

control with digital quality systems, risk management tools, 
and data analytics to provide end-to-end visibility.
Intelligence means leveraging automation and analytics not 

to remove thinking, but to enhance it - enabling predictive risk 
assessment, smarter prioritisation, and faster learning loops.
Intent means keeping the focus on purpose: protecting 

patients, improving products, and building sustainable 
organisations.
The best organisations will not just manage change; they will 

design for it. They will create systems that expect change, 
welcome it, and adapt to it with resilience.
Taking change seriously means recognising that 

transformation is not a project - it is a mindset.
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11. The Call to Arms

So, what does it mean to “take change management 
seriously”?
It means treating it as a strategic capability, not a compliance 

necessity.
It means investing in the people, tools, and training that make 

change competence a core organisational strength.
It means recognizing that your change control system is 

not a back-office function - it is the heartbeat of your quality 
management system, the mechanism by which you protect 
patients, sustain compliance, and build trust.
It means rejecting the comforting illusion that control equals 

signatures, and embracing the harder truth that control equals 
understanding.
It means holding yourself - and your leadership peers - 

accountable for modelling disciplined change.
It means teaching teams not just how to follow the process, 

but why the process exists.
And above all, it means remembering that every change 

you approve or ignore has consequences - for products, for 
people, and for patients.

12. In Closing

Change is not a phase; it is the environment we live in.
The question is not whether your organisation will face 

change, but whether it will face it consciously.
The organisations that thrive are those that treat change 

management as a craft - blending structure with judgment, 
rigor with empathy, compliance with courage.
They understand that real control is not about eliminating 

uncertainty, but about responding to it intelligently.
They understand that quality is not static - it is a moving 

target that must be constantly re-aimed.
They understand that the goal of change management is not 

to prevent mistakes, but to make the system strong enough 
to recover from them. As we close this book, remember this 
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simple truth:
Change management is not an administrative burden. It is the 

discipline that keeps chaos from becoming catastrophe, and 
uncertainty from becoming failure.
So take it seriously.
Because in the end, the only thing riskier than changing is not 

changing at all.
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 The Ten Commandments of Change 
Management in 

 a Regulated Business

“Control what matters, question what doesn’t, and never mistake 
paperwork for progress.”

I. Thou Shalt Know Why Thou Art Changing
Every change begins with purpose.
If you can’t clearly explain why a change is needed - to improve 

safety, quality, or compliance - stop.
Change without purpose is chaos disguised as progress.

II. Thou Shalt Assess Risk Before Action
All change carries risk - to product, process, patient, and 

compliance.
Assess it honestly. Mitigate it deliberately.
Skipping risk assessment is like sailing without checking the 

weather - it may be fine… until it isn’t.

III. Thou Shalt Not Confuse Document Management with 
Change Management
Updating a procedure does not equal managing a change.
Documents record change; they don’t deliver it.
Change management governs behaviour, not filing systems.

IV. Thou Shalt Involve the Right People
Cross-functional collaboration isn’t bureaucracy - it’s 

insurance.
Quality may lead, but Engineering, Regulatory, Operations, 

and Supply Chain must walk beside it.
No change survives the silos.

V. Thou Shalt Respect the Process - Especially When It’s 
Inconvenient
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Change control exists to protect patients and the business, 
not to slow innovation.
Bypassing the process because the CEO is impatient does not 

make you decisive - it makes you non-compliant.

VI. Thou Shalt Balance Stability and Agility
Too much control breeds paralysis. Too little breeds chaos.
The goal is not speed or rigidity, but disciplined flexibility - 

adapting fast without losing control.

VII. Thou Shalt Communicate Relentlessly
If people don’t know what’s changing or why, the rumour mill 

will fill the gap.
Change fails in silence.
Tell the story, repeat it often, and make the connection 

between compliance and purpose.

VIII. Thou Shalt Verify Effectiveness, Not Just Closure
A change is not complete when the last signature is collected 

- it’s complete when the intended outcome is achieved and 
sustained.
Measure effectiveness, not paperwork volume.

IX. Thou Shalt Learn and Improve
Every change, good or bad, is data.
Feed outcomes into CAPA, risk management, and training.
A compliant system maintains control; a learning system 

improves because of it.

X. Thou Shalt Lead by Example
Leaders who respect the process teach others to do the 

same.
When management cuts corners, culture follows.
Leadership is not about authorising change - it’s about 

embodying it.
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