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1. Purpose
This policy sets out how ACTS Scotland CIC (“the Organisation”) retains and deletes personal data in accordance with the UK General Data Protection Regulation (UK GDPR) and the Data Protection Act 2018.
It ensures that personal data, particularly that relating to children and vulnerable young people, is kept only as long as necessary and is securely deleted or destroyed when no longer required.

2. Scope
This policy applies to all staff, contractors, and volunteers who handle personal data on behalf of ACTS Scotland CIC.
It covers both electronic and paper-based records, including:
· Registration forms and consent records
· Attendance registers
· Safeguarding or incident reports
· Photographs and videos
· Email communications and correspondence
· Other records relating to programme participation or support for young people

3. Legal Framework
This policy is based on the following legislation and guidance:
· UK General Data Protection Regulation (UK GDPR)
· Data Protection Act 2018
· Children Act 2004
· Working Together to Safeguard Children (HM Government, 2018)
· NSPCC and National Youth Agency guidance on safeguarding records retention

4. Principles
Personal data shall be:
1. Processed lawfully, fairly and transparently
2. Collected for specific, explicit and legitimate purposes
3. Adequate, relevant and limited to what is necessary
4. Accurate and kept up to date
5. Kept no longer than necessary
6. Handled securely, protecting against unauthorised access, loss or damage

5. Responsibilities
· The Data Protection Lead (normally a Director) is responsible for implementing and reviewing this policy.
· All staff and volunteers must understand and comply with retention and deletion requirements.
· Any data breaches or concerns must be reported immediately in line with the organisation’s Data Protection Policy and Safeguarding Procedures.

6. Retention Schedule
	Record Type
	Retention Period
	Rationale / Notes

	Registration forms and consent records
	3 years after the end of the programme or participant’s last involvement
	To allow for programme evaluation and follow-up enquiries

	Attendance registers
	3 years
	Audit and safeguarding reference

	Safeguarding or child protection records
	Until the young person reaches 25 years of age (or for 7 years after case closure if older)
	In line with NSPCC and statutory safeguarding guidance

	Incident reports (non-safeguarding)
	3 years after incident
	Legal limitation period for claims

	Photographs and videos
	Until consent expires or is withdrawn, or 3 years after use
	Must be securely deleted when consent is withdrawn

	Emails and correspondence
	2 years after the communication unless part of a safeguarding record
	Routine operational data

	Staff and volunteer records
	6 years after employment/volunteering ends
	Employment law compliance

	Financial records (invoices, receipts, grant documentation)
	6 years from end of financial year
	HMRC requirement



7. Secure Storage and Deletion
· Electronic data is stored on password-protected systems with access restricted to authorised personnel.
· Paper records are stored in locked filing cabinets within secure premises.
· Deletion methods:
· Electronic data: permanently deleted from systems and backups.
· Paper data: shredded or destroyed by a secure, GDPR-compliant service.
· A deletion log is maintained to record when and how data is disposed of.

8. Safeguarding and Vulnerable Young People
· Records concerning vulnerable young people are treated as highly confidential.
· Access is restricted to safeguarding leads and relevant senior staff only.
· Data sharing will only occur in accordance with safeguarding procedures and statutory duties.
· Extended retention (to age 25) applies to ensure protection and reference in potential future safeguarding reviews.

9. Data Subject Rights
Individuals (or parents/guardians for under-18s) have the right to:
· Request access to their personal data
· Request correction or erasure of inaccurate data
· Withdraw consent for photos or communication
· Request information about how long their data will be retained
Requests will be handled within one month, in line with the organisation’s Data Protection Policy.

10. Review and Compliance
This policy will be reviewed annually or sooner if required by changes in legislation or organisational practice.
Failure to follow this policy may result in disciplinary action.
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Would you like me to also provide a shorter “Retention Schedule Summary Table” (for internal reference and staff training), or would you prefer to keep just the full policy version above?
I can also format this into a Word (.docx) or PDF version for board approval.

