
 

1 
 Chief Executive: Gillian Beasley  www.cambridgeshire.gov.uk 

 

     

“Championing every child to be the best that they can be” 

Responsibility Excellence Spirituality Perseverance Energy Caring Tolerance 
 

Ely St Mary’s CofE Junior School 
Policy on the Use of Mobile Phones in School   

 
Written/reviewed by: Cambridgeshire 

County Council 
(school adjustments)  

Date:  October 2020 
(September 2021) 

Next review due by: October 2022 

 
While mobile phones and personal communication devices are commonplace in today’s society, it 
is recognised that personal mobile phones have the potential to be used inappropriately.  
 
Effective guidance is in place to avoid the use of mobile phones causing unnecessary disruptions 
and distractions within the workplace, and to ensure effective safeguarding practice is promoted to 
protect against potential misuse. 
 
Most mobile phones now offer Internet and email access, alongside messaging, camera, video 
and sound recording. Mobile phones alongside other forms of technology are changing the way 
and speed in which we communicate. They can provide security and reassurance; however there 
also associated risks. Safeguarding of children within the school is paramount.  
 
The launch on the NHS Test and Trace App, which is available for those aged sixteen or over to 
download, has reinforced the need for school’s to have a clear policy in place with regards to staff, 
pupil and visitor use of mobile phones. 

 

School staff: 

Staff may wish to have their personal mobile phones at work for use in case of emergencies, 
however there is a clear expectation that all personal use is limited to areas and times when 
there are no children present, or likely to be present.  

• The school expects staff to lead by example. Other than in agreed exceptional 
circumstances, mobile phones should be switched off or on silent and left in a safe place 
during lesson times away from pupils. We also encourage staff to ensure their personal 
devices have a password/ thumb or face ID function activated, if possible, to provide further 
security should pupils enter adult spaces where personal property may be left e.g. the 
staffroom.  

• If a staff member must use their mobile phone, this should be away from the children and 
ensuring that staff supervision levels are not compromised.  
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• Staff should not contact pupils or parents from their personal mobile phone in or out of 
school time, or give their mobile phone number to pupils or parents. If a member of staff 
needs to make telephone contact with a pupil, a school telephone should be used. Where 
this is unavoidable, such as the phone lines being down, working from home during school 
closures,  staff would need to precede any phone call with a blocking system so their phone 
number is not shared with parents/carers (examples include using 141, number withheld, or 
the 3CX system) 

• Staff should never send to, or accept from, colleagues or pupils, texts or images that could 
be viewed as inappropriate. 

• Staff are not permitted to take photos or videos of pupils. If photos or videos are being 
taken as part of the school curriculum or for a professional capacity such as updating Class 
Story on Dojo, the school equipment will be used for this – school camera, year group 
device – ensuring children’s photo permissions have been checked first. Staff should not 
allow themselves to be photographed by a pupil(s) and their personal devices. 

• In circumstances such as outings and off site visits, staff will agree with their Line Manager 
the appropriate use of school and/or personal mobile phones to facilitate the trip (such as 
liaising back with school or the coach driver) and in the event of an emergency. 
 

• We recognise that as communication via technology increases, staff may use their personal 
device for work purposes such as to check and read work emails or to complete the two-
factor authentication when logging into CPOMs. Where possible, this should be carried out 
away from pupils. Staff should not save usernames and passwords on their personal device 
for security reasons and data protection.  

This guidance should be seen as a safeguard for members of staff and the school.  Any breach of 
school policy may result in disciplinary action against that member of staff.  

 

Pupils: 

Primary 

• Pupils are dissuaded from bringing mobile phones to school. If it is deemed necessary for a 
pupil to bring a mobile phone to school, (e.g. in the case of older, Y5 and Y6, pupils 
because they travel to and from school independently), then the expectation is that the pupil 
hands their phone into the school office via their class box.  

• In addition, parents must give consent for their child(ren) to bring their mobile phone into 
school. They do this via the online form found on the school website. 
https://www.elystmarys.org.uk/web/online_forms/567101  

• Pupils are not permitted to use their phone or personal device during the school day/when 
on site. To do may present a number of safeguarding concerns. Where pupils deliberately 
do not follow this expectation, their behaviour will be considered and addressed in line with 
the school’s behaviour policy.  

• Mobile phones brought into school are at pupils' own risk.  

• Pupil under the age of 16 cannot download the NHS Test and Trace App so there is no 
need for any amendment to the above arrangements. 

 

https://www.elystmarys.org.uk/web/online_forms/567101
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Parents, visitors and contractors: 

Parents, visitors and contractors are respectfully requested not to use their mobile phones at all on 
the school site in any area where children/young people are present. Should phone calls and/or 
texts need to be taken or made, use is restricted to those areas not accessed by children to avoid 
any unnecessary disturbance or disruption to others and to safeguard adults and pupils alike.  

Photos of children must not be taken without prior discussion with a member of the Senior 
Management Team and in accordance with the General Data Protection Regulations (GDPR) and 
the Data Protection Act 2018 and using the ‘Use of images consent form’ (please refer to the 
school’s document “Guidance for schools and other establishments on the use of images”.) 

Any individual bringing a personal device into the school must ensure that it contains no 
inappropriate or illegal content. 

Inappropriate or illegal content: 

Where there is a suspicion that the material on a mobile phone may be unsuitable and may 
constitute evidence relating to a criminal offence, the ‘Allegations of Abuse’ process will be 
followed (please refer to the school’s ‘Safeguarding and Child Protection Policy’). 

Staff, students or volunteers remain responsible for their own property and will bear the 
responsibility of any losses. 

 

Related Policies and guidance: 

• Model Safeguarding and Child Protection Policy (September 2021) 

• Guidance for Safer Working Practice for Adults who work with Children and Young People 
in Education Settings (April 2020) 

• Keeping Children Safe in Education (September 2021) 

• DEMAT Code of Conduct for all Adults (February 2019) 

• DEMAT Online Safety Policy for Pupils, Staff, Volunteers and Governors (May 2018) 

 

 

 

 

 

 

 

 

 

 

 


