
 
 

Privacy Policy  

In accordance with the European General Data Protection Regulation (GDPR) and the UK's Data Protection Act 
2018, this privacy policy is intended to inform the users of this website about the nature, scope and purpose of 
the collection and use of personal data by the website operator Wandle Healthcare Services and purpose of the 
collection and use of personal data through our website www.wandlehealthcare.co.uk. 
 
Wandle Healthcare Services takes your data protection very seriously and treats your personal data confidentially 
and in accordance with the statutory provisions. However, please keep in mind that data transmission on the 
Internet can always be subject to security vulnerabilities. Complete protection against access by third parties is 
thus not possible. 
 

General Information 
 
Your data will be collected, processed and used by: 
 
Wandle Healthcare Services Ltd 
Lombard Business Park,  
Deer Park Studios,  
12 Deer Park Road, London, SW19 3TL 
 
(020) 8545 7425 
admin@wandlehealth.co.uk 
 
(hereinafter referred to as 'Wandle Healthcare Services', 'we', 'our') including all sub-pages, contents and 
functions available there - both as a passive user (visitor without registration - passive data collection) and as an 
active user (visitor with registration - active data collection). Individual parts of www.wandlehealthcare.co.uk are 
hereinafter also referred to as offers, services or online services. 
 

Basic principles of processing your personal data 
 
Rights of users 
With regard to the data processing described in more detail below, users and data subjects have the right to: 

• confirmation as to whether data relating to them is being processed; 

• information about the data processed; 

• further information about the data processing and to copies of the data; 

• correction or completion of incorrect or incomplete data; 

• immediate erasure of the data concerning them, or, alternatively, insofar as further processing or 
restriction is necessary; 

• receive the data concerning them and provided by them and to transfer this data to other 
providers/controllers; 

• lodge a complaint with the supervisory authority if they are of the opinion that the data concerning 
them is being processed by the provider in breach of data protection provisions. 

 
In addition, we are obliged to inform all recipients to whom data has been disclosed by us of any correction or 
deletion or restriction of processing that take place as a result of a data subject access request. However, this 
obligation does not apply if such access request is impossible or involves a disproportionate effort.  
Likewise, users and data subjects have the right to object to the future processing of data concerning them, 
insofar as the data is processed by us in accordance with our legitimate interest. In particular, an objection to 
data processing for the purpose of direct advertising. 
 
The principles 
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In order to protect your personal data, Wandle Healthcare Services adheres to the following principles: 
 

• Wandle Healthcare Services collects, processes and uses your personal data in compliance with the data 
protection laws of the UK's Data Protection Act 2018 the EU's General Data Protection Regulation which 
came into force on 24 May 2018. 
 

• The extent to which personal data is collected depends on the level of interaction of the respective user 
with the services offered on the web site ('data minimisation'). 
 

• In any case, our aim is to protect the privacy of our users and to provide a secure service. The data of all 
users will remain confidential and will only be used for the purposes stated ('purpose limitation'). 
 

• Wandle Healthcare Services only processes personal data in a way that ensures appropriate security of 
personal data, including protection against unauthorised or unlawful processing and against accidental 
loss, destruction or damage. This is done through appropriate technical and organisational measures 
('integrity and confidentiality'). 

 
The legal bases of processing 
The following informs you about the legal basis of us processing your data and unless the legal basis is not 
specifically mentioned, the following applies:  
 

• Consent – This is where we have asked you to provide explicit permission to process your data for a 
particular purpose. 
 

• Contract – This is where we process your information to fulfil a contractual arrangement we have made 
with you.  
 

• Answering your business enquiries – This is where we process your information to reply to your 
messages, e-mails, posts, calls, etc. 
 

• Legitimate Interests - This is where we rely on our interests as a reason for processing, generally this is to 
provide you with the best products and service in the most secure and appropriate way. Of course, 
before relying on any of those legitimate interests we balance them against your interests and make sure 
they are compelling enough and will not cause any unwarranted harm. 
 

• Legal Obligation – This is where we have a statutory or other legal obligation to process the information, 
such as for the investigation of crime. 

 

Definitions 
 
In order to keep this privacy as simple as possible and to avoid legal and technical jargon the following three 
concepts must be explained. 
 
Personal data 
Personal data means any information relating to an identified or identifiable natural person. An identifiable 
natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such 
as a name, an identification number, location data, an online identifier. IP address or to one or more factors 
specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person. 
 
Processing 
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Processing means any operation or set of operations which is performed upon personal data, whether or not by 
automatic means, such as collection, recording, organisation, filing, storage, adaptation or alteration, retrieval, 
consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or 
combination, restriction, erasure or destruction. 
 
Sensitive data 
Sensitive personal data is a specific set of “special categories” that must be treated with extra security. This 
includes information pertaining to: Racial or ethnic origin; Political opinions; Religious or philosophical beliefs; 
Trade union membership; Genetic data; and Biometric data (where processed to uniquely identify someone). 
 

Information on data processing 
 
What personal data is processed by Wandle Healthcare Services? 
The type and extent of personal data processed by Wandle Healthcare Services depends on the type of user or 
the extent to which users make use of services provided by Wandle Healthcare Services Ltd. In this context a 
distinction is drawn between data that is collected passively (e.g. when visiting the web site) or actively (when 
registering users with Wandle Healthcare Services or logging in) and actively when engaging in our services and 
offers. 
 
Passive data collection and processing 
 

Access data 
The website operator or page provider collects data on access to the page and stores this as "server log 
files". The following data is logged in this way: 

⚫ Visited website 
⚫ Time at the time of access 
⚫ Amount of data sent in bytes 
⚫ Source/reference from which you accessed the page 
⚫ Browser used 
⚫ Operating system used 
⚫ IP address used 

The data collected is only used for statistical analysis and to improve the website. However, the website 
operator reserves the right to check the server log files retrospectively if there are concrete indications 
of illegal use. 
 
Cookies 
This website uses cookies. These are small text files which are stored on your terminal device. They do 
not cause any damage. Your browser accesses these files. The use of cookies increases the user-
friendliness and security of this website. For further information on cookies, please visit All About 
Cookies and for more details on the Cookies we use on our website, please read our Cookie Policy. 
 
Google Analytics 
This website uses Google Analytics, the web analytics service provided by Google. Google Analytics uses 
"cookies", which are text files placed on your computer, to help the website analyse how users use the 
site. The information generated by the cookie about your use of this website is usually transmitted to a 
Google server in the USA and stored there. In the event that IP anonymization is activated on this 
website, however, your IP address will be truncated beforehand by Google within member states of the 
European Union or in other contracting states to the Agreement on the European Economic Area. Only 
in exceptional cases will the full IP address be transmitted to a Google server in the USA and shortened 
there. On our behalf, Google will use this information for the purpose of evaluating your use of the 
website, compiling reports on website activity and providing us with other services relating to website 

http://www.allaboutcookies.org/
http://www.allaboutcookies.org/
https://policies.google.com/privacy?hl=en-US
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activity and internet usage. The IP address transmitted by your internet browser as part of Google 
Analytics will not be merged with any other data held by Google. 
 
The legal basis for the processing of your personal data is our legitimate interest. The processing of your 
personal data enables us to analyse your usage behaviour. By evaluating the data obtained, we are able 
to compile information about the use of the individual components of our website. This helps us to 
continuously improve our website and its user-friendliness. By anonymizing your IP address, your 
interest in the protection of personal data is sufficiently taken into account. 
 
Your personal data will be deleted as soon as it is no longer required for our aforementioned purposes.  
 
If you do not want your data to be collected by Google Analytics, you can install this browser add-on to 
disable Google Analytics. This add-on instructs Google Analytics JavaScript running on websites not to 
allow information to be sent to Google Analytics. For detailed information on installing and uninstalling 
the add-on, see the relevant help resources for your Internet browser. 
 
Google AdSense 
This website uses Google AdSense, an advertising integration service provided by Google Inc. ("Google"). 
The provider is Gordon House, Barrow Street, Dublin 4, Ireland. Google AdSense uses "cookies", which 
are text files placed on your computer, to help the website analyse how users use the site. Google 
AdSense also uses so-called web beacons (invisible graphics). Through these web beacons, information 
such as visitor traffic on these pages can be analysed. 
 
The information generated by cookies and web beacons about the use of this website (including your IP 
address) and delivery of advertising formats will be transmitted to and stored by Google on servers in 
the United States. This information may be passed on by Google to contractual partners of Google. 
However, Google will not merge your IP address with other data stored by you. 
 
The storage of AdSense cookies is based on our legitimate interest in analysing user behaviour in order 
to optimise both its web offering and its advertising. 
 
Facebook Re-marketing 
Within our online offer, so-called "Facebook pixels" of the social network Facebook, which is operated by 
Facebook Inc., 1 Hacker Way, Menlo Park, CA 94025, USA, or if you are a resident of the EU, Facebook 
Ireland Ltd, 4 Grand Canal Square, Grand Canal Harbour, Dublin 2, Ireland ("Facebook"), are used. With 
the help of the Facebook pixel, it is possible for Facebook to determine the visitors to our offer as a 
target group for the display of advertisements, so-called "Facebook ads".  
 
We use the Facebook pixel to display the Facebook ads placed by us only to those Facebook users who 
have also shown an interest in our website. This means that with the help of the Facebook pixel we want 
to ensure that our Facebook ads correspond to the potential interest of the users and do not have a 
harassing effect. With the help of the Facebook pixel, we can also track the effectiveness of the 
Facebook ads for statistical and market research purposes by seeing whether users were redirected to 
our website after clicking on a Facebook ad. 
 
The Facebook pixel is directly integrated by Facebook when our web sites are accessed and can save a 
so-called cookie, i.e. a small file, on your device. If you subsequently log in to Facebook or visit Facebook 
while logged in, your visit to our website will be noted in your profile. The data collected about you is 
anonymous for us, so it does not allow us to draw any conclusions about the identity of the user. 
However, the data is stored and processed by Facebook so that a connection to the respective user 

https://tools.google.com/dlpage/gaoptout
https://policies.google.com/privacy?hl=en-US
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profile is possible. The processing of the data by Facebook takes place within the framework of 
Facebook's data usage policy.  
 
Accordingly, you can find more information on how the re-marketing pixel works and generally on the 
display of Facebook ads, in Facebook's Privacy Policy.  
 
Microsoft Advertising MUID 
We use the Microsoft Advertising service of the provider Microsoft Ireland Operations Limited 
(Ireland/EU) (formerly Bing Ads) on our website. Microsoft Advertising is an online marketing service 
that uses the Universal Event Tracking (UET) tool to help us serve targeted advertisements via the 
Microsoft Bing search engine. Microsoft Advertising uses cookies for this purpose. This involves 
processing personal data in the form of online identifiers (including cookie identifiers), IP addresses, 
device identifiers and information about device and browser settings. 
 
Microsoft Advertising collects data via UET that allows us to track target groups thanks to re-marketing 
lists. For this purpose, a cookie is stored on the end device used when visiting our website. Microsoft 
Advertising can thus recognise that our website has been visited and play an advertisement when 
Microsoft Bing or Yahoo is used at a later time. 
 
The information is also used to create conversion statistics, i.e. to record how many users have reached 
our website after clicking on an advertisement. This tells us the total number of users who clicked on our 
ad and were redirected to our website. However, we do not receive any information that personally 
identifies users. 
 
Microsoft Advertising is used for the purpose of optimising the placement of advertisements. Further 
information on these processing activities, the technologies used, data stored and the storage period can 
be found below in the cookie overview. Processing is only carried out with your consent. You can revoke 
your consent via our Consent Management Tool. 
 
In the case of Microsoft services, the transmission of data to Microsoft Corp. in the USA cannot be ruled 
out. Please note the information in the section "Data transfer to third countries". Further information on 
data protection at Microsoft can be found here. 

 
Active data collection and processing 
 

Handling of personal data 
We collect, use and disclose your personal data only if this is permitted by law or if you consent to the 
collection of such data. Personal data includes all information that can be used to identify you personally 
and that can be traced back to you - for example, your name, e-mail address and telephone number. 
 
Handling of contact data 
If you contact the website operator using the contact options offered, your details will be stored for a 
period of six months so that they can be accessed for processing and answering your enquiry and in the 
event of follow-up questions. This data will not be passed on to third parties without your consent. 
 
Direct marketing 
The legal basis for the processing of your personal data in the context of direct marketing measures is 
either your consent or our legitimate interest in marketing and promoting our courses and services. The 
purpose of processing your personal data in the context of direct marketing measures is to send 
information, offers and, if applicable, to promote sales through the sale of goods or services. Your 
personal data will be deleted as soon as they are no longer necessary to achieve the purpose for which 

https://www.facebook.com/policy.php
https://privacy.microsoft.com/en-gb/privacystatement
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they were collected; this is the case in particular upon receipt of the revocation or objection. You can 
revoke your consent at any time for the future or object to the processing of your personal data in the 
context of direct marketing measures at any time for the future. 

 
When you send a data subject access request  
The legal basis for the processing of your personal data in the context of handling your data subject 
access request is our legal obligation and the legal basis for the subsequent documentation of the data 
subject access request is both our legitimate interest and our legal obligation. The purpose of processing 
your personal data in the context of processing data when you send a data subject access request is to 
respond to your request. The subsequent documentation of the data subject access request serves to 
fulfil the legally required accountability.. 

 
Your personal data will be deleted as soon as they are no longer required to achieve the purpose for 
which they were collected. In the case of the processing of a data subject access request, this is three 
years after the end of the respective process.  You have the possibility at any time to object to the 
processing of your personal data in the context of the processing of a data subject access request for the 
future. In this case, however, we will not be able to further process your request. The documentation of 
the legally compliant processing of the respective data subject access request is mandatory. 
Consequently, there is no possibility for you to object. 
 
Legal defence and enforcement of our rights 
The legal basis for the processing of your personal data in the context of legal defence and enforcement 
of our rights is our legitimate interest. The purpose of processing your personal data in the context of 
legal defence and enforcement of our rights is the defence against unjustified claims and the legal 
enforcement and assertion of claims and rights. 

 
Your personal data will be deleted as soon as they are no longer necessary to achieve the purpose for 
which they were collected. The processing of your personal data in the context of legal defence and 
enforcement is mandatory for legal defence and enforcement of our rights. Consequently, there is no 
possibility for you to object. 
 
Applications 
If you use our forms to apply for a role or job, we process the information we receive from you as part of 
the application process, e.g. through your letter of application, CV, references, correspondence, 
telephone or verbal details. In addition to your contact details, information about your education, 
qualifications, work experience and skills is particularly relevant to us.  
 
Your data will initially be processed solely for the purpose of carrying out the application process. If your 
application is successful, it will become part of your personnel file and will be used to carry out and 
terminate your employment and will be deleted in accordance with the rules applicable to personnel 
files. If we are unable to offer you employment, we will continue to process your data for up to six 
months after sending the rejection in order to defend ourselves against any legal claims, in particular 
alleged discrimination in the application process.  
 
The legal basis for processing data during the application process is our legitimate interest and, if you 
have given your consent, for example by sending us information that is not necessary for the application 
process, it is your consent. The legal basis for data processing after a rejection is our legitimate interest.  
 
As a rule, we do not require any special categories of personal data  for the application process. We ask 
you not to provide us with any such information from the outset. If such information is relevant to the 
application process, we process it together with your other data. Your data will not be used by us for 
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automated decision-making or profiling, nor will it be passed on to third parties. Your data will be 
processed by us or on our behalf. 
 
You are not obliged to provide us with personal data. However, we can only assess your suitability for the 
respective position under consideration if we receive information in particular about your education, 
work experience and skills, and we cannot include you in the application process without providing your 
contact details. 

 

Sharing and Security 
 
Data retention 
Unless otherwise specified in this policy, we will only retain your personal data for as long as necessary to fulfil 
the purposes we collected it for, the data processed by us will be deleted or restricted in their processing in 
accordance with the DPA, the GDPR and the statutory retention periods applicable to us. If the data is not 
deleted because they are required for other and legally permissible purposes, their processing is restricted. This 
means that the data is blocked and not processed for other purposes. This applies, for example, to data that 
must be retained for commercial or tax law reasons. 
 
When do we disclose your Personal Data? 
We may share your information with organisations that help us provide the services described in this policy and 
who may process such data on our behalf and in accordance with this policy, to support our online offer and our 
services. 
 
Typically and unless otherwise stated in this policy, data may be shared on the basis of our contractual and pre-
contractual obligations. Equally, if you have consented to it, or where we have a legal obligation to do so or on 
the basis of our legitimate interests (e.g. when using agents, hosting providers, tax, business and legal advisors, 
customer care, accounting, billing and similar services that allow us to perform our contractual obligations, 
administrative tasks and duties efficiently and effectively). If we commission third parties to process data on the 
basis of a so-called "processing agreement".  
 
In relation to meta data obtained about you, we may share a cookie identifier and IP data with analytic service 
providers to assist us in the improvement and optimisation of our website which is subject to our Cookies Policy. 
 
We may also disclose information in other circumstances such as when you agree to it or if the law, a Court order, 
a legal obligation or regulatory authority ask us to. If the purpose is the prevention of fraud or crime or if it is 
necessary to protect and defend our right, property or personal safety of our staff, the website and its users. 
 
Transfers to third countries 
If we process data in a third country (i.e. outside the UK) or if this is done in the context of using third-party 
services or disclosing or transferring data to third parties, this is only done if it is done in order to fulfil our (pre-
)contractual obligations, on the basis of your consent, due to a legal obligation or on the basis of our legitimate 
interests.  
 
Security measures 
We take precautions to protect your data and to prevent misuse from the outside. In doing so, Wandle 
Healthcare Services uses measures such as encryption (SSL encryption) of user data. SSL encryption is active if 
the address begins with "https://". Data transfer is then protected by SSL (Secure Socket Layer) with at least 128-
bit encryption, which prevents third parties from unlawfully reading your data. If the encryption is not active, you 
should think twice before sending personal or sensitive information over the Internet. 
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We secure our web site and other systems through commercially reasonable technical and organisational 
measures against loss, destruction, access, alteration or disclosure of your data by unauthorised persons. 
 

Miscellaneous and closing 

 
Cooperation with processors and third parties 
If, in the course of our processing, we disclose data to other persons and companies (third parties), transmit it to 
them or otherwise grant them access to the data, this will only be done on the basis of a legal permission (e.g. if 
a transmission of the data to third parties, such as to payment service providers, is necessary for the 
performance of the contract), you have consented, a legal obligation provides for this or on the basis of our 
legitimate interests (e.g. when using agents, web hosts, etc.).If we commission third parties to process data on 
the basis of a so-called " processing agreement. 
 
Use of social media plug-ins 
This website uses Facebook social plug-ins, which are provided by Facebook Inc. (1 Hacker Way, Menlo Park, 
California 94025, USA). The integrations can be recognised by the Facebook logo or the terms "Like", "Like", 
"Share" in Facebook's colours (blue and white). The plug-in establishes a direct connection between your 
browser and the Facebook servers. The website operator has no influence whatsoever on the nature and scope 
of the data that the plug-in transmits to the servers of Facebook Inc.  
 
The plug-in informs Facebook Inc. that you have visited this website. There is a possibility that your IP address 
will be stored. If you are logged into your Facebook account during your visit to this website, the aforementioned 
information will be linked to it. If you use the functions of the plug-in - for example by sharing or "liking" a post - 
the corresponding information will also be transmitted to Facebook Inc. If you would like to prevent Facebook. 
Inc. linking this data to your Facebook account, please log out of Facebook before visiting this website. 
 
Obligation to provide personal data 
You are not obliged to provide us with personal data. However, depending on the individual case, the provision of 
certain personal data may be necessary for the provision of the above services. If you do not provide us with this 
personal data, we may not be able to provide the service. 
 
Automated individual decision-making including profiling 
We do not make automated decisions in individual cases, including profiling. 
 
Do Not Track 
Do Not Track is a privacy preference you can set in most browsers. We support Do Not Track because we believe 
that you should have genuine control over how your info gets used and our site responds to Do Not Track 
requests. 
 
Do Not Sell My Personal Information  
We do not sell information that directly identifies you, like your name, address or phone records.  
 
Accuracy 
It is important that the data we hold about you is accurate and current, therefore please keep us informed of any 
changes to your personal data. 
 
Children Data 
Our website is not intended for children and we do not knowingly collect data relating to children. If you become 
aware that your Child has provided us with Personal Data, without parental consent, please contact us and we 
take the necessary steps to remove that information from our server. 
 

https://www.facebook.com/policy.php
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Integration of third-party services and content 
Within our online offer, we use content or service providers on the basis of our legitimate interests (i.e. interest 
in the analysis, optimisation and economic operation of our online offer, we use content or service offers from 
third-party providers in order to integrate their content and services, such as videos or fonts (hereinafter 
uniformly referred to as "content"). 
 
This always requires that the third-party providers of this content are aware of the IP address of the user, as 
without the IP address they would not be able to send the content to their browser. The IP address is therefore 
necessary for the display of this content. We endeavour to only use content whose respective providers only use 
the IP address to deliver the content. Third-party providers may also use so-called pixel tags (invisible graphics, 
also known as "web beacons") for statistical or marketing purposes. The "pixel tags" can be used to evaluate 
information such as visitor traffic on the pages of this website. The pseudonymous information may also be 
stored in cookies on the user's device and may contain, among other things, technical information about the 
browser and operating system, referring websites, time of visit and other information about the use of our web 
site, as well as being linked to such information from other sources. 
 
Links to third party providers 
Wandle Healthcare Services' privacy policy applies solely to data collected on our web sites in the form of active 
or passive data collection. 
 
Hosting 
The services for hosting and displaying the website are partly provided by our service provider as part of 
processing on our behalf. Unless otherwise explained in this privacy policy, all access data and all data collected 
in forms provided for this purpose on this website are processed on their servers. If you have any questions 
about our service providers and the basis of our relationship with them, please contact us. 
 
Content Delivery Network 
For the purpose of a shorter loading time, we use a so-called Content Delivery Network ("CDN") for some offers. 
With this service, content, e.g. large media files, are delivered via regionally distributed servers of external CDN 
service providers. Therefore, access data is processed on the servers of the service providers. Our service 
providers work for us within the framework of order processing. If you have any questions about our service 
providers and the basis of our cooperation with them, please contact us. 
 
Changes  
This policy and our commitment to protecting the privacy of your personal data can result in changes to this 
policy. Please regularly review this policy to keep up to date with any changes. 
 
Queries and Complaints  
Any comments or queries on this policy should be directed to us. If you believe that we have not complied with 
this policy or acted otherwise than in accordance with data protection law, then you should notify us. 
 
 
 
 
 


