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1. Introduction

1.1 PeoplelN Limited together with its controlled subsidiaries (collectively, PeoplelN) is committed to a
culture where staff feel they are free to report or raise concerns regarding what they see as illegal,
unacceptable, unethical or undesirable behaviour or conduct.

1.2 The purpose of this policy is to:

(@) encourage the reporting of such conduct;

(b) help deter wrongdoing, in line with PeoplelN's risk management and governance
framework;

(c) ensure individuals who disclose wrongdoing covered by the policy can do so safely, securely
and with confidence that they will be protected and supported;

(d) ensure disclosures are dealt with appropriately and on a timely basis;

(e) provide transparency around PeoplelN’s framework for receiving, handling and investigating
disclosures;

4 support PeoplelN’s values and Code of Conduct;

(9) to support PeoplelN’s long-term sustainability and reputation;

(h) meet PeoplelN's legal and regulatory obligations; and

(i) align with the ASX Corporate Governance Principles and Recommendations (which apply to
listed companies) and relevant standards.

1.3 This policy applies to, and outlines protections available to any:

(a) officer or employee of PeoplelN (both current or former and includes permanent, fixed term
or temporary employees, interns, trainees, secondees, managers and directors);

(b) supplier (including their employees) of goods or services to PeoplelN (both current and
former and including their current and former employees, contractors, consultants, service
providers and business partners);

() associate of PeoplelN;

(d) relative, dependant or spouse of any of the above; and

(e) any other person who is an eligible whistleblower in accordance with applicable legislation,
including the Corporations Act 2001 (Cth) (Corporations Act), from time to time.

14 This policy is available to PeoplelN's officers and employees via our website.
1.5 The reporting mechanism in this policy is available to all whistleblowers. A person qualifies for

protection under this policy if they are a whistleblower and have made a report of Reportable
Conduct in accordance with this policy.
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2. Reportable Conduct

2.1 You may make a report under this policy if you have reasonable grounds to suspect’ conduct of an
officer, employee, agent, contractor, or other staff member of Group (Reportable Conduct) that
may involve:

(a) bribery or corruption;

(b) wilful breaches of any Group policies or procedures, including PeopleIN’s Code of Conduct
or Anti-Bribery and Corruption Policy;

(c) breaches of legal or regulatory provisions, including prescribed Commonwealth legislation
(as set out in the Corporations Act) (including any breach that amounts to an offence under
the relevant legislation that could be punishable by a term of imprisonment of 12 months or
more);

(d) causing loss or damage to PeoplelN's reputation, interests, standing in the community, or
financial position;

(e) destruction, alteration, mistreatment of, or removal for an improper purpose of, any Group
asset, data or information, including material wastage or mismanagement of PeoplelN'’s
resources;

) acting unethically;

(9) dishonesty or fraud;

(h) an abuse of authority;

(i) harassment, victimisation, discrimination or bullying, other than personal work-related
grievances as defined in the Corporations Act;

() illegal acts (for example, theft, property damage, violence, illegal drug use/sale);

(k) questionable accounting, tax, reporting or compliance procedures, including manipulation,
concealment, falsification or knowing misstatement of records or financials;

() unsafe work practices or anything which may put the lives, health or wellbeing of anyone at
risk;

(m) misconduct or an improper state of affairs or circumstances in relation to PeoplelN;?

(n) breaches of any applicable industry standards;

(0) retaliation against someone who has made a report under this policy; or

(p) conduct which is prescribed by regulation.

" The term ‘reasonable grounds to suspect’ is based on the objective reasonableness of the reasons for the discloser’s suspicion. It
ensures that a discloser's motive for making a disclosure, or their personal opinion of the person(s) involved, does not prevent them
from qualifying for protection. In practice, a mere allegation with no supporting information is not likely to be considered as having
‘reasonable grounds to suspect’. However, a discloser does not need to prove their allegations. Where possible, evidence is encouraged.
2 Misconduct is defined in section 9 of the Corporations Act to include ‘fraud, negligence, default, breach of trust and breach of duty’.
The phrase ‘improper state of affairs or circumstances’ is not defined in the Corporations Act and is intentionally broad.
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2.2

2.3

2.4

2.5

2.6

Reportable Conduct may not involve a contravention of a particular law.3

Reportable Conduct under this policy generally does not include personal work-related grievances.*
Generally, disclosures that solely concern personal work-related grievances do not qualify for
protection under the Corporations Act and personal work-related grievances are dealt with under
relevant industrial instruments, applicable legislation and other relevant policies. Personal work-
related grievances means a grievance about any matter in respect of your employment or former
employment that has or tends to have personal implications. This includes an:

(a) interpersonal conflict between you and another employee; and
(b) decisions not involving a breach of workplace laws, such as:
(i) your engagement, transfer or promotion;
(ii) terms and conditions of your engagement; and
(iii) any discipline imposed upon you (including suspension and termination).

Annexure A describes special protections for whistleblowers who disclose information concerning
misconduct or an improper state of affairs or circumstances in relation to PeoplelN or a related body
corporate under the Corporations Act.

Annexure B describes the manner in which disclosures made under this policy that do not attract
whistleblower protections will be addressed to ensure that those making disclosures understand
how such matters will be addressed and what protections they will have.

If you do have a personal work-related grievance or other grievance which is not considered
Reportable Conduct, you can raise this by contacting Human Resources.

Responsibilities

3.1

3.2

Everyone associated with PeoplelN is expected to adhere to acceptable and ethical standards,
including the compliance with all laws, and this in turn helps PeoplelN to uphold its values and
achieve its commitment to a culture of ethical and honest behaviour.

Achieving this commitment requires all persons covered by this policy who become aware of any
actual or suspected Reportable Conduct, to report what they know or suspect according to the
procedures set out below.

Reporting procedures

4.1

If you become aware of any issue or behaviour which you consider to be Reportable Conduct you
should report the conduct. You may report the conduct directly to a Protected Disclosure Officer,
being either of the following persons:

Chair of Audit and Risk Committee Phone: +61 7 3238 0800
Vu Tran Email: vu@peoplein.com.au

3 In addition, information that indicates a significant risk to public safety or the stability of, or confidence in, the financial systems, is also
Reportable Conduct, even if it does not involve a breach of a particular law.
4 Refer to Annexure A for limited situations where a personal work-related grievance can be reported.
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4.2

43

4.4

4.5

4.6

47

4.8

Chair of People Committee Phone: +61 7 3238 0800

Lis Mannes Email: Lis.Mannes@peoplein.com.au
Chair of Board Phone: +61 7 3238 0800
Glen Richards Email: glenr@therichardsgroup.com.au

Reports may also be posted to 540 Wickham Street, Fortitude Valley, QLD 4006 (marked to the
attention of one of the Protected Disclosure Officers).

The Protected Disclosure Officers are responsible for:

(a) overseeing the development and implementation of this policy and PeoplelN'’s
whistleblower initiatives;

(b) encouraging reporting of policy breaches;

(c) protecting whistleblowers from retaliation and, if required, reviewing and considering any
complaints of retaliation against a whistleblower in accordance with this policy; and

(d) escalating any matter the Protected Disclosure Officer considers appropriate to the board of
Directors (Board), subject to confidentiality and other restrictions.

While it is PeoplelN'’s preference that you raise reports with the Protected Disclosure Officers in the
first instance, it is important to note that under the Corporations Act, you may also raise the matter
with an “officer” or “senior manager” of PeoplelN, or other person specified in Annexure A.

Employees who wish to raise a concern related specifically to a Whistleblower disclosure may do so
confidentially, or anonymously, via the following external reporting platform:
https://tell.veremark.app/disclose/peoplein-vuXKkjz.

Individuals may remain anonymous, or use a pseudonym, when making a report (and may still
qualify for protection under the Corporations Act — see Annexure A). However, anonymity can
reduce the extent to which some matters can be investigated, and may prevent the person lodging
the report from being kept updated as to the progress or outcome of the investigation.®

False reporting

A false report of Reportable Conduct could have significant effects on PeopleIN's reputation and the
reputations of other staff members and could also cause considerable waste of time and effort.
Deliberate false reports involve a discloser reporting information they know to be untrue. It does
not include situations where you have reasonable grounds to suspect misconduct or an improper
state of affairs, but your suspicions are later (for example after an investigation) determined to be
unfounded.

You may still qualify for protection even if a disclosure turns out to be incorrect. However, in cases of
vexatious, baseless or trivial reports where there are no reasonable grounds for suspicion, the
protections afforded to the whistleblower under this policy or the Corporations Act may not be
available.

Any deliberately false reporting of Reportable Conduct, whether under this policy or otherwise, will
be treated as a serious disciplinary matter.

> Individuals may choose to remain anonymous while making a disclosure, over the course of the investigation and after the
investigation is finalised. Individuals may also refuse to answer questions that they feel could reveal their identity at any time, including
during follow-up conversations. To the extent a discloser wishes to remain anonymous it is recommended that they maintain ongoing
two-way communication with PeoplelN so that PeoplelN can ask follow up questions or provide feedback.
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4.9

4.10

Without limiting the above, if any whistleblower is concerned as to whether any disclosure they may
seek to make in respect of Reportable Conduct is covered by this policy, that person may seek legal
advice. Disclosing the information to a lawyer for the purpose of obtaining that legal advice or legal
representation will not change the application of this policy or the protection provided to any
whistleblower under it.

Support material and evidence

Where you are able to, you are encouraged to assist with evidence. This can be in the form of, but
not limited to, contemporaneous notes of a meeting or observation, documentation, data,
screenshots or recordings.

Investigation

5.1

52

53

54

55
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Review of the Reportable Conduct

PeoplelN will investigate all matters reported under this policy as soon as practicable after the
matter has been reported. A Protected Disclosure Officer may, with your consent or as otherwise
permitted by law, appoint a person to assist in the investigation of a report.

The Protected Disclosure Officer (or person appointed to assist with the investigation) (Investigation
Officer) will carry out a preliminary review of the alleged Reportable Conduct. Following that review,
the Investigation Officer will decide whether the allegations will be formally investigated.

Investigation process

The purpose of the investigation is to determine whether or not the allegations of Reportable
Conduct are substantiated, with a view to PeoplelN then rectifying any wrongdoing uncovered to the
extent that this is practicable in all the circumstances.

All investigations will be conducted fairly and objectively, and will be done so in a reasonably timely
manner. Where appropriate, and where allowed by legal or confidentiality restraints, the
Investigation Officer may:

(@) provide feedback on the progress and expected timeframes of the investigation to the
person who reported the matter (where possible); and

(b) inform the subject of the allegations of the reported allegations and provide them with the
opportunity to respond.

Concluding the investigation

The Investigation Officer will prepare a report setting out the findings of the allegations and a
summary of the evidence. Findings may be that an allegation is fully substantiated, partially
substantiated, not able to be substantiated, or disproven. Where appropriate, and where allowed by
legal or confidentiality restraints, the Investigation Officer may:

(a) notify the whistleblower who reported the matter of the outcome of the investigation (where
possible); and

(b) inform the subject of the allegations (Subject Officer) of the outcome of the investigation to
the extent that it relates to that person. If the allegations have been substantiated,
PeoplelN’s human resources team will engage with the Subject Officer to determine the
appropriate next steps.
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(©) The Protected Disclosure Officers will determine what remediation steps are necessary to
address the occurrence of the Reportable Conduct to ensure that it does not reoccur.

Investigation may be limited by confidentiality

5.6 There may be situations where the Investigation Officer may not be able to undertake an
investigation, or the scope of an investigation is limited, if the Investigation Officer is not able to
contact the eligible whistleblower or protect the eligible whistleblower's likely identity. Without the
eligible whistleblower's consent, the Investigation Officer cannot disclose information that is
contained in a disclosure as part of its investigation process, unless:

(a) the information does not include the whistleblower’s identity;

(b) the Investigation Officer removes information relating to the whistleblower’s identity or
other information that is likely to lead to the identification of the whistleblower; and

(c) it is reasonably necessary for investigating the issues raised in the disclosure.
A failure to notify feedback as to the outcome of any investigation as a result will not of itself give

rise to the basis of a public interest disclosure.

6. Escalations

6.1 A whistleblower may request that the Protected Disclosure Officer escalate their concerns to the
Board if they are not satisfied with the findings of the investigations or with the decision of the
Investigation Officer to not conduct a formal investigation.

6.2 When considering the request, the Board is not required to reopen or reinvestigate the matter. The
Board will make a determination as to whether, given the circumstances, it is:

(a) reasonably satisfied that is was open to the Investigation Officer to not conduct a formal
investigation;

(b) reasonably satisfied that the findings of the investigation were appropriate and that the
investigation will be concluded; or

() not reasonably satisfied that the findings were appropriate and will make recommendations
in relation to next steps.

6.3 A whistleblower who considers the Protected Disclosure Officer has not adequately resolved their
concerns can escalate such concerns to the Board.

7. Whistleblower protection

7.1 PeoplelN is committed to ensuring all persons who make a report in accordance with this policy are
afforded confidentiality and fairness and are not subject to any detrimental treatment for lodging a
report.
(@) Protection against detrimental conduct

PeoplelN prohibits, and will take all reasonable steps to protect, a whistleblower who makes
a genuine report from detrimental treatment by or on behalf of PeoplelN or a staff member
as a direct result of them making a report within the scope of this policy.
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Detrimental treatment includes dismissal, demotion, harassment, discrimination, disciplinary
action, bias, threats or other unfavourable treatment connected with making a report.

Provided a disclosure is not anonymous, an assessment for the risk of detriment against the
eligible whistleblower will be conducted as soon as possible after receiving the disclosure,
and the practical protections made available will depend on the circumstances. These
protections may include monitoring and managing the behaviour of other employees,
changing the whistleblower’s reporting line if the disclosure relates to a manager, or
relocating employees to a different team or location. Such conduct will not be detrimental
conduct. A disclosure will also not prohibit PeopleIN from managing (in the ordinary way)
any separate performance issues that may affect the work of a whistleblower.

A whistleblower who considers themselves at risk of being, or has been, retaliated against
should raise this with the Protected Disclosure Officer. The Protected Disclosure Officer will
take action as they consider appropriate (where possible) and may make recommendations.

If you are an eligible whistleblower and you consider that you have suffered detrimental
conduct which is prohibited by the law, then you should seek independent legal advice.

(b) Identity protection and confidentiality

Subject to compliance with legal requirements, PeoplelN will only share your identity as a
whistleblower or information likely to reveal your identity if:

@ you consent;

(ii) the concern is reported to the Australian Securities and Investments Commission
(ASIC), the Australian Prudential Regulation Authority (APRA), the Tax
Commissioner or the Australian Federal Police (AFP); or

(iii) the concern is raised with a lawyer for the purpose of obtaining legal advice or
representation.

Other information disclosed (other than the identity of the whistleblower) will also be
treated confidentially but may be disclosed where permitted by law and reasonably
necessary to investigate the information, provided PeoplelN takes reasonable steps to
reduce the risk that the whistleblower will be identified by the disclosure.

(c) Protection of files and records

Any notes, records or files created as part of the reporting shall be retained under similarly
strict confidentiality.

Unauthorised release of information to someone not involved in the investigation (other
than senior managers or directors who need to know to take appropriate action, or for
corporate governance purposes) without your consent as a whistleblower will be a breach of
this policy.

Whistleblowers are assured that a release of information in breach of this policy will be
regarded as a serious matter and will be dealt with under PeoplelN's disciplinary procedures.

7.2 Annexure A describes special protections for whistleblowers who disclose information concerning
misconduct or an improper state of affairs or circumstances in relation to PeoplelN under the
Corporations Act, provided that certain conditions are met.
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Support

Training support

8.1 PeoplelN will ensure that all relevant staff members receive appropriate training relating to this
policy. The extent and nature of such training shall be defined by reference to their role under this
policy.

PeoplelN will also provide training and support to Protected Disclosure Officer and other senior
managers who may receive disclosures of Reportable Conduct and how to respond to them in
accordance with this policy.

Whistleblower support

8.2 A whistleblower who is a current employee of PeopleIN may request from a Protected Disclosure
Officer access to counselling services or other forms of support to protect their wellbeing. PeoplelN
will look at ways to provide such support to the extent reasonably possible.

Fair Treatment

83 PeoplelN will make every effort to ensure the fair treatment of any person who is mentioned in a
disclosure made pursuant to this policy, including those who are subject to a disclosure.

9. Miscellaneous

9.1 External reviews of this policy may be undertaken at the request of the Board.

9.2 A copy of this policy (or a summary of it) will be made available on PeoplelN's website and to ASX if
required.

93 If you require further guidance as to this policy, please contact Human Resources.

10. Approval, review and changes

10.1  This policy was last amended by the Board on 28 November 2024.

10.2  The Board will review this policy and related procedures as often as the Board considers necessary to
ensure this policy remains effective and relevant to the current needs of PeoplelN.

10.3  The Board may amend this policy from time to time by resolution.
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Annexure A - Whistleblower protection under the Corporations Act®

Conditions for protection

The Corporations Act (or the Taxation Administration Act, where relevant) affords protection to
whistleblowers where the following conditions are met:

Conditions for protection

1. Whistleblower The whistleblower is or has been:
identity e an officer or employee of PeoplelN;

e anindividual who supplies goods or services to PeoplelN (or an employee of a person
who makes supplies);

e an associate of PeoplelN; or

e arelative or dependant, or a dependent of the spouse of an individual specified above.

2. Disclosure is The disclosure must be made to:

made to e a Protected Disclosure Officer;
e an officer or senior manager of the PeopleIN company concerned;
e the external auditor of PeoplelN (or a member of that audit team);

e alawyer, for the purpose of legal advice or legal representation regarding the
whistleblower protections under the Corporations Act;

e an actuary of PeoplelN; or

e ASIC or another prescribed Commonwealth authority.

3. Conduct The whistleblower must have reasonable grounds to suspect that:

e the information concerns misconduct, or an improper state of affairs or circumstances,
in relation to PeopleIN. Personal work-related grievances are generally excluded - see
further below; or

e PeoplelN (or any officer or employee) has engaged in conduct that:

—  constitutes an offence under the Corporations Act, Australian Securities and
Investments Commission Act 20017 or other prescribed legislation;

—  constitutes an offence against any other law of the Commonwealth that is
punishable by imprisonment for a period of 12 months or more;

— represents a danger to the public or the financial system; or

— s prescribed by regulations.

Personal work-related grievances

Generally, disclosures that solely concern personal work-related grievances do not qualify for protection
under the Corporations Act. Instead, you may have rights and protections under employment or contract
law, such as the Fair Work Act 2009 (Cth). If you do have a personal work-related grievance you can raise
this by contacting Human Resources.

A personal work-related grievance includes any matter in relation to the discloser's employment, or former
employment that has, or tends to have, implications for the discloser personally. Examples of a personal
work-related grievance include:

e an interpersonal conflict with another employee;

e decisions not involving a breach of workplace laws, such as:

6 See Part 9.4AAA of the Corporations Act.
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o your engagement, transfer or promotion;
o terms and conditions of your engagement; and

o any discipline imposed upon you (including suspension and termination).

However, a personal work-related grievance may still qualify for protection if:

it includes information about misconduct, or information about misconduct includes or is accompanied
by a personal work-related grievance (mixed report);

the entity has breached employment or other laws punishable by imprisonment for a period of 12
months or more, engaged in conduct that represents a danger to the public, or the disclosure relates to
information that suggests misconduct beyond the discloser’s personal circumstances;

the discloser suffers from or is threatened with detriment for making a disclosure; or

the discloser seeks legal advice or legal representation about the operation of the whistleblower
protections under the Corporations Act.

Protections

Where these conditions are met:

the whistleblower is immune from any civil, criminal or administrative legal action (including disciplinary
action) for making the disclosure;

no contractual or other remedies may be enforced, and no contractual or other right may be exercised,
against the whistleblower for making the report;

in some circumstances (such as where the report is made through ASIC or another prescribed
Commonwealth authority or otherwise under public interest or emergency procedures), then
information cannot be used as evidence against the whistleblower in criminal proceedings or
proceedings involving a penalty, other than in respect of falsity of the information;

anyone who causes or threatens to cause detriment to a whistleblower or another person in the belief
or suspicion that a report has been made, or may have been made, proposes to or could be made, may
be guilty of an offence and may be liable for damages;

a whistleblower's identity cannot be disclosed to a Court or tribunal except where considered necessary;
and

the person receiving the report commits an offence if they disclose the substance of the report or the
whistleblower’s identity, without the whistleblower’s consent, to anyone except ASIC, APRA, the AFP or a
lawyer for the purpose of obtaining legal advice or representation in relation to the report.

If a report is made, the identity of the discloser must be kept confidential unless one of the following
exceptions applies:

the discloser consents to the disclosure of their identity;

disclosure of details that might reveal the discloser's identity is reasonably necessary for the effective
investigation of the matter;

the concern is reported to ASIC, APRA, or the AFP; or
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e the concern is raised with a lawyer for the purpose of obtaining legal advice or representation.
Compensation and other remedies

A whistleblower can seek compensation and other remedies through the courts if: they suffer loss, damage
or injury because of making a disclosure of Reportable Conduct; and PeoplelN failed to take reasonable
precautions and exercise due diligence to prevent the detrimental conduct.

Public interest and emergency disclosures

If a whistleblower considers that their report is not being responded to, they may follow up with the person
to whom the conduct was reported after a reasonable time.

A person who reports conduct to ASIC (or another prescribed Commonwealth authority) and otherwise
satisfies the conditions under the Corporations Act (including in the case of a public interest disclosure, the
passage of at least 90 days since the previous disclosure), may have access to additional protections to
facilitate certain ‘public interest’ or ‘emergency’ disclosures to a parliamentarian or journalist. Before taking
these steps, disclosers should contact an independent legal adviser.

Doc # Revision: POL_0014

1
Page 13 of 14 i N
Doc Owner: Board This is a Controlled Document as are all on SharePoint Online. Electronic and eo p e

printed copies are not controlled, will not be updated and must be checked
Approved: 28/11/2024 against SharePoint Online prior to use.



Annexure B - Non-Whistleblower Disclosures

PeoplelN recognises that persons may wish to disclose a matter of concern but may be unsure as to whether
the disclosure concerns Reportable Conduct or not. To address such concerns PeoplelN outlines below the
steps that will be taken when addressing a disclosure made under the Whistleblower Policy that does not
concern Reportable Conduct (General Disclosure). In particular, PeopleIN wants to ensure that there is a
clear disclosure pathway for concerns regarding modern slavery and compliance with labour rights to be
raised.

1. Confidentiality — The General Disclosure will be provided to the Human Resources Team or another
appropriate officer within PeoplelN to be considered. The General Disclosure will be kept
confidential unless the person making the disclosure provides consent for it to be shared with
others. However, should the General Disclosure concern health and safety or compliance with legal
obligations confidentiality will be preserved only to the extent that it does not impede upon
PeoplelN's ability to address the relevant health and safety concern or to comply with the law.

2. Investigation — The General Disclosure will be investigated using the same investigations process as
for Reportable Conduct as outlined above in this policy.

3. Response — The person making the General Disclosure will receive updates and a final response from
the Human Resources Team or other Investigation Officer in accordance with the investigation
process outlined above.
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